SPECIAL ITEM NUMBER 54151HACS – Highly Adaptive Cybersecurity Services

InfraShield, Incorporated
1339 Thompson Lane
Forest, VA 24551
Phone: 844-554-6372
Email: GSA@InfraShield.com
Website: http://www.infrashield.com

Business Size: Small Business
Veteran Owned Small Business

Contract Number: 47QTCA19D000P
Period Covered by Contract: October 15, 2018 – October 14, 2023
Supplement No. for Mass Mod A812
Effective September 15, 2020

On-line access to contract ordering information, terms and conditions, up-to-date pricing, and the option to create an electronic delivery order are available through GSAAAdvantage!®, a menu driven database system. The INTERNET address for GSAAAdvantage!® is: http://www.GSAAAdvantage.gov.

For more information on ordering from Federal Supply Schedules click on the GSA Schedules link at www.gsa.gov
INFRASHIELD, INCORPORATED INFORMATION

1a. TABLE OF AWARDED SPECIAL ITEM NUMBERS (SINs)

<table>
<thead>
<tr>
<th>SIN</th>
<th>SIN Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>54151HACS</td>
<td>Highly Adaptive Cybersecurity Services</td>
</tr>
</tbody>
</table>

1b. LOWEST PRICED MODEL NUMBER AND PRICE PER SIN: See Awarded Price List 1c.

1c. HOURLY RATES: See Awarded Price List

2. MAXIMUM ORDER: $500,000

3. MINIMUM ORDER: $100.00

4. GEOGRAPHIC COVERAGE: Domestic Delivery

5. POINT OF PRODUCTION: USA

6. DISCOUNT FROM LIST PRICES: Prices are listed as GSA Net, discount deducted and IFF included.

7. QUANTITY DISCOUNT: 1% Discount for Single Task Orders of $1,000,000 or more.

8. PROMPT PAYMENT TERMS: Net 30 Days

9a. Government Purchase Cards are accepted at or below the micro-purchase threshold.

9b. Government Purchase Cards are accepted above the micro-purchase threshold.

10. FOREIGN ITEMS: None

11a. TIME OF DELIVERY: As Negotiated

11b. EXPEDITED DELIVERY: To be negotiated at the task order level.

11c. OVERNIGHT AND 2-DAY DELIVERY: To be negotiated at the task order level.

11d. URGENT REQUIREMENTS: When the Federal Supply Schedule contract delivery period does not meet the bona fide urgent delivery requirements of an ordering activity, ordering activities are encouraged, if time permits, to contact the Contractor for the purpose of obtaining accelerated delivery. The Contractor shall reply to the inquiry within 3 workdays after receipt. (Telephonic replies shall be confirmed by the Contractor in writing.) If the Contractor offers an accelerated delivery time acceptable to the ordering activity, any order(s) placed pursuant to the agreed upon accelerated delivery time frame shall be delivered within this shorter delivery time and in accordance with all other terms and conditions of the contract.

12. FOB POINT: Destination

InfraShield, Incorporated 47QTCA19D000P
844-554-6372
13a. **ORDERING ADDRESS:** InfraShield, Incorporated

1339 Thompson Lane
Forest, VA 24551
Phone: 844-554-6372
Website: http://www.infrashield.com

13b. **ORDERING PROCEDURES:** For supplies and services, the ordering procedures, information on Blanket Purchase Agreements (BPA’s) are found in FAR 8.405-3

14. **PAYMENT ADDRESS:** InfraShield, Incorporated

1339 Thompson Lane
Forest, VA 24551
Phone: 844-554-6372
Website: http://www.infrashield.com

15. **WARRANTY PROVISION:** Standard Commercial Warranty

16. **EXPORT PACKING CHARGES:** None

17. **TERMS AND CONDITIONS OF GOVERNMENT PURCHASE CARD ACCEPTANCE:** None. Credit cards accepted above and below the micro-purchase threshold.

18. **TERMS AND CONDITIONS OF RENTAL, MAINTENANCE, AND: N/A**

19. **TERMS AND CONDITIONS OF INSTALLATION:** N/A

20. **TERMS AND CONDITIONS OF REPAIR PARTS INDICATING DATE OF PARTS PRICE LISTS AND ANY DISCOUNTS FROM LIST PRICES:** N/A

20a. **TERMS AND CONDITIONS FOR ANY OTHER SERVICES:** N/A

21. **LIST OF SERVICE AND DISTRIBUTION POINTS:** N/A

22. **LIST OF PARTICIPATING DEALERS:** N/A

23. **PREVENTIVE MAINTENANCE:** N/A

24a. **SPECIAL ATTRIBUTES SUCH AS ENVIRONMENTAL ATTRIBUTES (e.g. recycled content, energy efficiency, and/or reduced pollutants): N/A**

24b. **SECTION 508 COMPLIANCE:** If applicable, Section 508 compliance information is available on Electronic and Information Technology (EIT) supplies and services and will be addressed on a task order basis. The EIT standards can be found at: www.Section508.gov

25. **DUNS NUMBER:** 044462892

26. **NOTIFICATION REGARDING IN SYSTEM FOR AWARD MANAGEMENT (SAM) DATABASE:** InfraShield, Incorporated has an Active Registration in the SAM database.
CAGE CODE: 7B6Y5
<table>
<thead>
<tr>
<th>GSA SIN(s)</th>
<th>Labor Category</th>
<th>GSA Price Year 1</th>
<th>GSA Price Year 2</th>
<th>GSA Price Year 3</th>
<th>GSA Price Year 4</th>
<th>GSA Price Year 5</th>
</tr>
</thead>
<tbody>
<tr>
<td>HACS 54151</td>
<td>Cyber Security Analyst I</td>
<td>$104.74</td>
<td>$106.93</td>
<td>$109.18</td>
<td>$111.47</td>
<td>$113.81</td>
</tr>
<tr>
<td>HACS 54151</td>
<td>Cyber Security Analyst II</td>
<td>$161.09</td>
<td>$164.48</td>
<td>$167.93</td>
<td>$171.46</td>
<td>$175.06</td>
</tr>
<tr>
<td>HACS 54151</td>
<td>Cyber Security Analyst III</td>
<td>$198.50</td>
<td>$202.67</td>
<td>$206.92</td>
<td>$211.27</td>
<td>$215.71</td>
</tr>
<tr>
<td>HACS 54151</td>
<td>Cyber Security Process Developer</td>
<td>$164.58</td>
<td>$168.04</td>
<td>$171.57</td>
<td>$175.17</td>
<td>$178.85</td>
</tr>
<tr>
<td>HACS 54151</td>
<td>Lead Technical Specialist</td>
<td>$160.81</td>
<td>$164.18</td>
<td>$167.63</td>
<td>$171.15</td>
<td>$174.75</td>
</tr>
<tr>
<td>HACS 54151</td>
<td>Project Manager</td>
<td>$226.23</td>
<td>$230.98</td>
<td>$235.83</td>
<td>$240.78</td>
<td>$245.84</td>
</tr>
<tr>
<td>HACS 54151</td>
<td>Senior IT Security Engineer/Architect</td>
<td>$225.34</td>
<td>$230.07</td>
<td>$234.90</td>
<td>$239.84</td>
<td>$244.87</td>
</tr>
</tbody>
</table>

LABOR CATEGORY DESCRIPTIONS

**Job Title: Cyber Security Analyst I**

**Minimum/General Experience:** Two years general IT experience with a focus on cyber security standards and procedures.

**Functional Responsibility:** Support senior analysts in the design and implementation of computer systems security across multiple IT platforms, including: Industrial Control, SCADA, Mainframe, Client Server, Web based, and Cloud systems. Provides data gathering and analysis of artifacts associated with the security assessment and monitoring activities. Supports the development and updating of policies reflect current standards including FISMA NIST Risk Management Framework, applicable DoD guidance and other industry standards such as ISO and NERC. Monitors compliance and conducts periodic reviews of policies. **Minimum Education:** Associates degree or two years of additional equivalent experience in engineering, information systems, computer science or related fields. Relevant industry recognized technical certifications such as Security+, CCNA-Security, CCNP-Security, CASP, CAP, CISSP, CEH or other comparable certifications may be substituted for the degree.

**Job Title: Cyber Security Analyst II**

**Minimum/General Experience:** Four years IT experience, with two years specialized experience in design and implementation of cyber security standards and procedures across multiple IT platforms **Functional Responsibility:** Support senior analysts in the design and implementation of computer systems security across multiple IT platforms, including: Industrial Control, SCADA, Mainframe, Client Server, Web based, and Cloud systems. Possesses an understanding of capabilities associated with the security assessment and monitoring products and procedures. Supports the development and updating of policies reflect current standards including FISMA NIST Risk Management Framework, applicable DoD guidance and other industry standards such as ISO and NERC. Monitors compliance and conducts periodic reviews of policies. **Minimum Education:** BA/BS degree or two years of additional equivalent experience in engineering, information systems, computer science or related fields. Relevant industry recognized technical certifications such as CAP, CEH, CISSP, or other comparable certifications may be substituted for the degree.
Job Title: Cyber Security Analyst III
Minimum/General Experience: Six years IT experience, with four years specialized experience in design and implementation of cyber security standards and procedures across multiple IT platforms. Functional Responsibility: Responsible for the design and implementation of computer systems security across multiple IT platforms, including Industrial Control, SCADA, Mainframe, Client Server, Web-based, and Cloud systems. Possesses an understanding of capabilities associated with the security assessment and monitoring products and procedures. Supports the development and updating of policies based on current standards and guidelines, including FISMA NIST Risk Management Framework, applicable DoD guidance and other industry standards such as ISO and NERC. Monitors compliance and conducts periodic reviews of policies.
Minimum Education: BA/BS degree or four years of additional equivalent experience in engineering, information systems, computer science or related fields. Relevant industry recognized technical certifications such as CISSP, CEH, CISM, CISA, or other comparable certifications may be substituted for the degree.

Job Title: Cyber Security Process Developer
Minimum/General Experience: Four years of combined technical writing and general IT experience with a focus on cyber security standards and procedures. Functional Responsibility: Develop documents in support of cybersecurity quality and regulatory activities. This includes but not limited to cyber security infrastructure, critical digital asset remediation, policies, procedures, and training development. Conduct quality assurance reviews/audits of existing cybersecurity program documentation to identify gaps or weaknesses in the programs for compliance with regulatory requirements or industry best practices and update the documentation and procedures accordingly.
Minimum Education: Associates degree or two years of additional equivalent experience in information systems or related fields. Relevant industry recognized technical certifications such as Security+, CCNA Security, CCNP-Security, CISA, or other comparable certifications may be substituted for the degree.

Job Title: Project Manager
Minimum/General Experience: Seven years of experience managing IT or Cyber Security projects. Functional Responsibility: Manages IT or Cyber Security project teams of multi-disciplined professionals. Organizes and directs planning and execution of tasks. Provides oral and written project reports to the customer and corporate management. Ensures conformance with project/task order provisions and quality of deliverables. May provide subject matter expert technical support for the team. Responsible for meeting project technical and schedule objectives.
Minimum Education: BS or BA degree or four years of additional equivalent experience.

Job Title: Lead Technical Specialist
Minimum/General Experience: Six years IT experience, with two years specialized experience as a team lead in the design and implementation of cyber security standards and procedures, security assessments, or cyber security architecture across multiple IT platforms. Functional Responsibility: Provides technical and strategic cyber security planning, leading multi-disciplinary teams of engineering, cyber security, and operational technology staff, the identification, review and analysis of assets using recognized standards such as NIST Special Publications, FIPS, and cyber security requirements set forth in 10 CFR 73.54.
Minimum Education: BS or BA degree or certifications such as CISSP, CEH, or other comparable industry recognized technical certifications may be substituted for the degree.

Job Title: Senior IT Security Engineer/Architect
Minimum/General Experience: Ten years IT experience, with six years specialized experience in cyber security architecture and engineering across multiple IT platforms, network architectures, and databases. Functional Responsibility: Responsible for the architecture, engineering, and modifications of cyber security solutions across multiple IT platforms, including Industrial Control, SCADA, Mainframe, Client Server, Web based, and Cloud systems. Experience with configuring cyber security solutions including product evaluations,
selection and integration to solve complex cybersecurity challenges. Ensures that policies and solutions reflect current standards in place including FISMA, NIST Risk Management Framework, applicable DoD guidance and other industry standards such as ISO and NERC. Interfaces with subject matter experts and senior management. Monitors compliance and conducts periodic reviews of policies.

**Minimum Education:** BA/BS degree or five years of additional equivalent experience in engineering, information systems, computer science or related fields. Information Security Certification such as CISSP, CEH, CISM, ISSAP, GIACSP or other comparable certifications may be substituted for the degree.