GENERAL SERVICES ADMINISTRATION
FEDERAL SUPPLY SERVICE
AUTHORIZED FEDERAL SUPPLY SCHEDULE PRICE LIST

On-line access to contract ordering information, terms and conditions, up-to-date pricing, and the option to create an electronic delivery order are available through GSA Advantage!, a menu-driven database system. The Internet address for GSA Advantage! is: http://www.gsaadvantage.gov

WORLDWIDE FEDERAL SUPPLY SCHEDULE CONTRACT
MULTIPLE AWARD SCHEDULE (MAS)
LARGE CATEGORY F: INFORMATION TECHNOLOGY

CONTRACT NUMBER:
47QTCA20D006C

PERIOD COVERED BY CONTRACT:
February 19, 2020 – February 18, 2025

SOFTWARE, INC. D/B/A QUADRANT INFORMATION SECURITY (“QUADRANT”)
4651 SALISBURY ROAD, SUITE 185
JACKSONVILLE, FL 32256
(P) 904-296-9100
(F) 866-582-2930
www.quadrantsec.com

Contractor’s Administration Source:
Ian Bush, ibush@quadrantsec.com

General Services Administration
Modification #PS-A812, dated February 21, 2020
Business Size: Small
DUNS: 784677424

For more information on ordering from Federal Supply Schedules click on the FSS Schedules button at http://www.fss.gsa.gov.
1a. **TABLE OF AWARDED SPECIAL ITEM NUMBERS (SIN)**

   **SIN 54151ECOM:** Electronic commerce and Subscription Services

1b. **LOWEST PRICED MODEL NUMBER AND PRICE FOR EACH SIN:**

   Refer to Pricelist

1c. **HOURLY RATES (Services Only):** Refer to Pricelist

2. **MAXIMUM ORDER THRESHOLD*:**

   SIN 54151ECOM: $500,000

   *If the “best value” selection places your order over this Maximum Order identified in this catalog/pricelist, you have an opportunity to obtain a better schedule contract price. Before placing your order, contact the aforementioned contractor for a better price. The contractor may (1) offer a new price for this requirement; (2) offer the lowest price available under this contract; or (3) decline the order. A delivery order that exceeds the maximum order may be placed under the Schedule contract in accordance with FAR 8.404

3. **MINIMUM ORDER:** $100

4. **GEOGRAPHIC COVERAGE:** 48 Contiguous States including Alaska, Hawaii, and Washington D.C.

5. **POINT(S) OF PRODUCTION:** 4651 Salisbury Road, Suite 185, Jacksonville, FL 32256

6. **DISCOUNT FROM LIST PRICES:** Net GSA pricing is listed in the attached pricing table

7. **QUANTITY DISCOUNT(S):** 1% for task orders of $500,000 and above

   - 201-1000 Data Sources = additional $10,000 per 200 Data Sources
   - 1001-5000 Data Sources = additional $6,000 per 200 Data Sources
   - 5001-10000 Data Sources = additional $3,000 per 200 Data Sources
   - 10001-15000 Data Sources = additional $2,000 per 200 Data Sources
   - 15001+ Data Sources = additional $1,000 per 200 Data Sources

8. **PROMPT PAYMENT TERMS:** None. 0%, Net 30 Days

9a. Government purchase cards *are accepted* at or below the micro-purchase threshold

9b. Government purchase cards *are not accepted* above the micro-purchasethreshold

10. **FOREIGN ITEMS:** None
11a. **TIME OF DELIVERY:** As negotiated between Contractor and Ordering Activity

11b. **EXPEDITED DELIVERY:** As negotiated between Contractor and Ordering Activity

11c. **OVERNIGHT AND 2-DAY DELIVERY:** As negotiated between Contractor and Ordering Activity

11d. **URGENT REQUIREMENTS:** Customers are encouraged to contact the contractor for the purpose of requesting accelerated delivery

12. **FOB POINT:** Destination

13a. **ORDERING ADDRESS:**
SOFTWINK, INC. D/B/A QUADRANT INFORMATION SECURITY
4651 Salisbury Road, Suite 185
Jacksonville, FL 32256
Phone: 904-296-9100
Fax: 866-582-2930

13b. **ORDERING PROCEDURES:** For supplies and services, the ordering procedures, information on Blanket Purchase Agreements (BPA’s) are found in FAR 8.405-3

14. **PAYMENT ADDRESS:**
SOFTWINK, INC. D/B/A QUADRANT INFORMATION SECURITY
4651 Salisbury Road, Suite 185
Jacksonville, FL 32256
Phone: 904-296-9100
Fax: 866-582-2930

15. **WARRANTY PROVISION:** Standard Commercial Warranty

16. **EXPORT PACKING CHARGES:** N/A

17. **TERMS AND CONDITIONS OF GOVERNMENT PURCHASE CARD ACCEPTANCE:**
Accepted at and below the micro-purchase threshold

18. **TERMS AND CONDITIONS OF RENTAL, MAINTENANCE, AND REPAIR (if applicable):** N/A

19. **TERMS AND CONDITIONS OF INSTALLATION (IF APPLICABLE):** N/A

20. **TERMS AND CONDITIONS OF REPAIR PARTS INDICATING DATE OF PARTS PRICE LISTS AND ANY DISCOUNTS FROM LIST PRICES (IF AVAILABLE):** N/A

20a. **TERMS AND CONDITIONS FOR ANY OTHER SERVICES (IF APPLICABLE):** N/A

21. **LIST OF SERVICE AND DISTRIBUTION POINTS (IF APPLICABLE):** N/A

22. **LIST OF PARTICIPATING DEALERS (IF APPLICABLE):** N/A

23. **PREVENTIVE MAINTENANCE (IF APPLICABLE):** N/A
24a. SPECIAL ATTRIBUTES SUCH AS ENVIRONMENTAL ATTRIBUTES (e.g. recycled content, energy efficiency, and/or reduced pollutants): N/A

24b. Section 508 Compliance for EIT: As applicable

25. DUNS NUMBER: 784677424

26. NOTIFICATION REGARDING REGISTRATION IN SYSTEM FOR AWARD MANAGEMENT (SAM) DATABASE: Active in SAM. CAGE Code 6ZA47
<table>
<thead>
<tr>
<th>MFR NAME</th>
<th>PART NO</th>
<th>PRODUCT NAME</th>
<th>PRODUCT DESCRIPTION</th>
<th>UOI</th>
<th>GSA Price</th>
</tr>
</thead>
<tbody>
<tr>
<td>Softwink, Inc. d/b/a Quadrant Informatio n Security</td>
<td>SMSS 1-2-0-200</td>
<td>&quot;Sagan/Managed Security Services 1-2 INGRESS / EGRESS&quot;</td>
<td>&quot;Quadrant's Sagan Solution offers real-time, 24/7/365 identification, validation, and notification of malicious activity across an Organization's enterprise network. In an effort to identify risk, the Sagan Log Analysis and Sagan Packet Inspection technologies are deployed along with around-the-clock monitoring, alerting, reporting, and overall management, which creates an ecosystem of solutions and EC services. Price is per year, however customers have the ability to pay annually or on a monthly basis with zero upfront costs. This all inclusive ecosystem includes the following: -Hardware (or Virtual) -Sagan Log Analysis -Sagan Packet Inspection (Network Analysis) -24/7/365 Security Operations Center (SOC) -On-Site Deployment -Full Support from Quadrant's Engineers and System Administrators -BlueDot Threat Intelligence -Incident Response/Root-Cause Analysis -Custom Rules and Reporting -Malware Detonation (Virus Detection) -Domain Tracking -Internal Honeypots -0-200 Data Sources* *Additional Data Sources are available and priced extra (see Quantity Discounts)&quot;</td>
<td>0-200</td>
<td>$21,279.60</td>
</tr>
<tr>
<td>Softwink, Inc. d/b/a Quadrant Informatio n Security</td>
<td>SMSS 3-4-0-200</td>
<td>&quot;Sagan/Managed Security Services 3-4 INGRESS / EGRESS&quot;</td>
<td>&quot;Quadrant's Sagan Solution offers real-time, 24/7/365 identification, validation, and notification of malicious activity across an Organization's enterprise network. In an effort to identify risk, the Sagan Log Analysis and Sagan Packet Inspection technologies are deployed along with around-the-clock monitoring, alerting, reporting, and overall management, which creates an ecosystem of solutions and EC services. Price is per year, however customers have the ability to pay annually or on a monthly basis with zero upfront costs. This all inclusive ecosystem includes the following: -Hardware (or Virtual) -Sagan Log Analysis -Sagan Packet Inspection (Network Analysis) -24/7/365 Security Operations Center (SOC) -On-Site Deployment -Full Support from Quadrant's Engineers and System Administrators -BlueDot Threat Intelligence -Incident Response/Root-Cause Analysis -Custom Rules and Reporting -Malware Detonation (Virus Detection) -Domain Tracking -Internal Honeypots -0-200 Data Sources* *Additional Data Sources are available and priced extra (see Quantity Discounts)&quot;</td>
<td>0-200</td>
<td>$30,146.10</td>
</tr>
<tr>
<td>Softwink, Inc. d/b/a Quadrant Informatio n Security</td>
<td>SMSS 5-6-0-200</td>
<td>&quot;Sagan/Managed Security Services 5-6 INGRESS / EGRESS&quot;</td>
<td>Quadrant's Sagan Solution offers real-time, 24/7/365 identification, validation, and notification of malicious activity across an Organization's enterprise network. In an effort to identify risk, the Sagan Log Analysis and Sagan Packet Inspection technologies are deployed along with around-the-clock monitoring, alerting, reporting, and overall management, which creates an ecosystem of solutions and EC services. Price is per year, however customers have the ability to pay annually or on a monthly basis with zero upfront costs. This all inclusive ecosystem includes the following: -Hardware (or Virtual) -Sagan Log Analysis -Sagan Packet Inspection (Network Analysis) -24/7/365 Security Operations Center (SOC) -On-Site Deployment -Full Support from Quadrant's Engineers and System Administrators -BlueDot Threat Intelligence -Incident Response/Root-Cause Analysis -Custom Rules and Reporting -Malware Detonation (Virus Detection) -Domain Tracking -Internal Honeypots -0-200 Data Sources* *Additional Data Sources are available and priced extra (see Quantity Discounts)&quot;</td>
<td>0-200</td>
<td>$39,012.59</td>
</tr>
<tr>
<td>MFR NAME</td>
<td>PART NO</td>
<td>PRODUCT NAME</td>
<td>PRODUCT DESCRIPTION</td>
<td>UOI</td>
<td>GSA Price</td>
</tr>
<tr>
<td>----------</td>
<td>---------</td>
<td>--------------</td>
<td>---------------------</td>
<td>-----</td>
<td>-----------</td>
</tr>
<tr>
<td>Softwink, Inc. d/b/a Quadrant Information Security</td>
<td>SMSS 7-8-0-200</td>
<td>&quot;Sagan/Managed Security Services&quot;</td>
<td>Quadrant's Sagan Solution offers real-time, 24/7/365 identification, validation, and notification of malicious activity across an Organization's enterprise network. In an effort to identify risk, the Sagan Log Analysis and Sagan Packet Inspection technologies are deployed along with around-the-clock monitoring, alerting, reporting, and overall management, which creates an ecosystem of solutions and EC services. Price is per year, however customers have the ability to pay annually or on a monthly basis with zero upfront costs. This all inclusive ecosystem includes the following: &lt;br&gt;-Hardware (or Virtual) &lt;br&gt;-Sagan Log Analysis &lt;br&gt;-Sagan Packet Inspection (Network Analysis) &lt;br&gt;-24/7/365 Security Operations Center (SOC) &lt;br&gt;-On-Site Deployment &lt;br&gt;-Full Support from Quadrant's Engineers and System Administrators &lt;br&gt;-BlueDot Threat Intelligence &lt;br&gt;-Incident Response/Root-Cause Analysis &lt;br&gt;-Custom Rules and Reporting &lt;br&gt;-Malware Detonation (Virus Detection) &lt;br&gt;-Domain Tracking &lt;br&gt;-Internal Honeypots &lt;br&gt;-0-200 Data Sources* &lt;br&gt;*Additional Data Sources are available and priced extra (see Quantity Discounts)</td>
<td>'0-200 Data Sources</td>
<td>$47,879.09</td>
</tr>
<tr>
<td>Softwink, Inc. d/b/a Quadrant Information Security</td>
<td>SMSS 9-10-0-200</td>
<td>&quot;Sagan/Managed Security Services&quot;</td>
<td>Quadrant's Sagan Solution offers real-time, 24/7/365 identification, validation, and notification of malicious activity across an Organization's enterprise network. In an effort to identify risk, the Sagan Log Analysis and Sagan Packet Inspection technologies are deployed along with around-the-clock monitoring, alerting, reporting, and overall management, which creates an ecosystem of solutions and EC services. Price is per year, however customers have the ability to pay annually or on a monthly basis with zero upfront costs. This all inclusive ecosystem includes the following: &lt;br&gt;-Hardware (or Virtual) &lt;br&gt;-Sagan Log Analysis &lt;br&gt;-Sagan Packet Inspection (Network Analysis) &lt;br&gt;-24/7/365 Security Operations Center (SOC) &lt;br&gt;-On-Site Deployment &lt;br&gt;-Full Support from Quadrant's Engineers and System Administrators &lt;br&gt;-BlueDot Threat Intelligence &lt;br&gt;-Incident Response/Root-Cause Analysis &lt;br&gt;-Custom Rules and Reporting &lt;br&gt;-Malware Detonation (Virus Detection) &lt;br&gt;-Domain Tracking &lt;br&gt;-Internal Honeypots &lt;br&gt;-0-200 Data Sources* &lt;br&gt;*Additional Data Sources are available and priced extra (see Quantity Discounts)</td>
<td>'0-200 Data Sources</td>
<td>$56,745.59</td>
</tr>
<tr>
<td>Softwink, Inc. d/b/a Quadrant Information Security</td>
<td>SMSS 11-12-0-200</td>
<td>&quot;Sagan/Managed Security Services&quot;</td>
<td>Quadrant's Sagan Solution offers real-time, 24/7/365 identification, validation, and notification of malicious activity across an Organization's enterprise network. In an effort to identify risk, the Sagan Log Analysis and Sagan Packet Inspection technologies are deployed along with around-the-clock monitoring, alerting, reporting, and overall management, which creates an ecosystem of solutions and EC services. Price is per year, however customers have the ability to pay annually or on a monthly basis with zero upfront costs. This all inclusive ecosystem includes the following: &lt;br&gt;-Hardware (or Virtual) &lt;br&gt;-Sagan Log Analysis &lt;br&gt;-Sagan Packet Inspection (Network Analysis) &lt;br&gt;-24/7/365 Security Operations Center (SOC) &lt;br&gt;-On-Site Deployment &lt;br&gt;-Full Support from Quadrant's Engineers and System Administrators &lt;br&gt;-BlueDot Threat Intelligence &lt;br&gt;-Incident Response/Root-Cause Analysis &lt;br&gt;-Custom Rules and Reporting &lt;br&gt;-Malware Detonation (Virus Detection) &lt;br&gt;-Domain Tracking &lt;br&gt;-Internal Honeypots &lt;br&gt;-0-200 Data Sources* &lt;br&gt;*Additional Data Sources are available and priced extra (see Quantity Discounts)</td>
<td>'0-200 Data Sources</td>
<td>$65,612.09</td>
</tr>
</tbody>
</table>