GENERAL SERVICES ADMINISTRATION
FEDERAL SUPPLY SERVICE
AUTHORIZED FEDERAL SUPPLY SCHEDULE PRICE LIST

Schedule Title: Multiple Award Schedule
General Purpose Commercial Information Technology Equipment, Software, and Services
SPECIAL ITEM NUMBER 54151HACS – Highly Adaptive Cybersecurity Services
SPECIAL ITEM NUMBER 54151S - Information Technology Professional Services

Cyber Security Innovations, LLC
1717 Pennsylvania Avenue
Suite 1025, NW
Washington, DC 20006
Email: aconteh@csinnovations.net
Website: https://www.csinnovations.net
Business Size: Small Business

Contract Number: 47QTCA21D003Z
Period Covered by Contract: January 11, 2021 – January 11, 2026

On-line access to contract ordering information, terms and conditions, up-to-date pricing, and the option to create an electronic delivery order are available through GSAAdvantage!®, a menu-driven database system. The INTERNET address for GSAAdvantage!® is: http://www.GSAAdvantage.gov.

For more information on ordering from Federal Supply Schedules click on the GSA Schedules link at www.gsa.gov
1a. TABLE OF AWARDED SPECIAL ITEM NUMBERS (SINs)

<table>
<thead>
<tr>
<th>SIN</th>
<th>SIN Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>54151HACS</td>
<td>Highly Adaptive Cybersecurity Services</td>
</tr>
<tr>
<td>54151S</td>
<td>Information Technology Professional Services</td>
</tr>
</tbody>
</table>

1b. LOWEST PRICED MODEL NUMBER AND PRICE PER SIN: See Awarded Price List

1c. HOURLY RATES: See Awarded Price List

2. MAXIMUM ORDER:
- 54151HACS- $500,000
- 54151S-$500,000

3. MINIMUM ORDER:
- 54151HACS- $100
- 54151S-$100

4. GEOGRAPHIC COVERAGE: Domestic Delivery

5. POINT OF PRODUCTION: USA

6. DISCOUNT FROM LIST PRICES: The following chart reflects all agreed upon pricing or discounts, whether accepted as proposed or negotiated. The data also includes other proposed or negotiated discounts, e.g. volume discounts, prompt payment terms, etc. Attached a Final Price Proposal Template including 5 year rates, reflects all agreed upon pricing and discount accepted and will be incorporated into the contract it its entirety.

<table>
<thead>
<tr>
<th>Terms</th>
<th>Offered</th>
<th>Agreed Pricing</th>
</tr>
</thead>
<tbody>
<tr>
<td>Basic Discounts</td>
<td>7% discount</td>
<td>7% discount</td>
</tr>
<tr>
<td>Quantity/Volume</td>
<td>0%</td>
<td>2% discount for all single orders that exceed $250,000</td>
</tr>
<tr>
<td>FOB Terms</td>
<td>Destination</td>
<td>Destination</td>
</tr>
<tr>
<td>Prompt Payment Terms</td>
<td>0%</td>
<td>0%</td>
</tr>
<tr>
<td>----------------------</td>
<td>----</td>
<td>----</td>
</tr>
<tr>
<td>EPA</td>
<td>2.5%</td>
<td>2.5%</td>
</tr>
</tbody>
</table>

7a. **Government Purchase Cards** are accepted at or below the micro-purchase threshold.

8. **FOREIGN ITEMS:** None

9a. **TIME OF DELIVERY:** As Negotiated

9b. **EXPEDITED DELIVERY:** To be negotiated at the task order level.

9c. **OVERNIGHT AND 2-DAY DELIVERY:** To be negotiated at the task order level.

9d. **URGENT REQUIREMENTS:** When the Federal Supply Schedule contract delivery period does not meet the bona fide urgent delivery requirements of an ordering activity, ordering activities are encouraged, if time permits, to contact the Contractor for the purpose of obtaining accelerated delivery. The Contractor shall reply to the inquiry within 3 workdays after receipt. (Telephonic replies shall be confirmed by the Contractor in writing.) If the Contractor offers an accelerated delivery time acceptable to the ordering activity, any order(s) placed pursuant to the agreed upon accelerated delivery time frame shall be delivered within this shorter delivery time and in accordance with all other terms and conditions of the contract.

10. **FOB POINT:** Destination

11a. **ORDERING ADDRESS:** Cyber Security Innovations, LLC 1717 Pennsylvania Ave Suite 1025, NW Washington, DC 20006 Phone: 202-559-9096 Website: [http://www.csinnovations.net](http://www.csinnovations.net)

11b. **ORDERING PROCEDURES:** For supplies and services, the ordering procedures, information on Blanket Purchase Agreements (BPA’s) are found in FAR 8.405-3
12. **PAYMENT ADDRESS:** Cyber Security Innovations, LLC  
1717 Pennsylvania Ave Suite 1025, NW  
Washington, DC 20006  
Phone: 202-559-9096  
Website: [http://www.csinnovations.net](http://www.csinnovations.net)

13. **WARRANTY PROVISION:** Standard Commercial Warranty

14. **EXPORT PACKING CHARGES:** None

15. **TERMS AND CONDITIONS OF GOVERNMENT PURCHASE CARD ACCEPTANCE:** None. Credit cards accepted above and below the micro-purchase threshold.

16. **TERMS AND CONDITIONS OF RENTAL, MAINTENANCE, AND:** N/A

17. **TERMS AND CONDITIONS OF INSTALLATION:** N/A

18. **TERMS AND CONDITIONS OF REPAIR PARTS INDICATING DATE OF PARTS PRICE LISTS AND ANY DISCOUNTS FROM LIST PRICES:** N/A

18a. **TERMS AND CONDITIONS FOR ANY OTHER SERVICES:** N/A

19. **LIST OF SERVICE AND DISTRIBUTION POINTS:** N/A

20. **LIST OF PARTICIPATING DEALERS:** N/A

21. **PREVENTIVE MAINTENANCE:** N/A

22a. **SPECIAL ATTRIBUTES SUCH AS ENVIRONMENTAL ATTRIBUTES (e.g. recycled content, energy efficiency, and/or reduced pollutants):** N/A

22b. **SECTION 508 COMPLIANCE:** If applicable, Section 508 compliance information is available on Electronic and Information Technology (EIT) supplies and services and will be addressed on a task order basis. The EIT standards can be found at: [www.Section508.gov](http://www.Section508.gov)

23. **DUNS NUMBER:** 062839858

24. **NOTIFICATION REGARDING IN SYSTEM FOR AWARD MANAGEMENT (SAM) DATABASE:** Cyber Security Innovations, LLC has an Active Registration in the SAM database. CAGE CODE: 7AR72
<table>
<thead>
<tr>
<th>SIN(s)</th>
<th>Labor Category</th>
<th>GSA Price Year 1</th>
<th>GSA Price Year 2</th>
<th>GSA Price Year 3</th>
<th>GSA Price Year 4</th>
<th>GSA Price Year 5</th>
</tr>
</thead>
<tbody>
<tr>
<td>54151HACS, 54151S</td>
<td>SAAS Security SME</td>
<td>$156.41</td>
<td>$160.31</td>
<td>$164.32</td>
<td>$168.42</td>
<td>$172.64</td>
</tr>
<tr>
<td>54151HACS, 54151S</td>
<td>Business Analyst</td>
<td>$81.76</td>
<td>$83.81</td>
<td>$85.91</td>
<td>$88.05</td>
<td>$90.26</td>
</tr>
<tr>
<td>54151HACS, 54151S</td>
<td>Cross Functional ISSO SME/IT SM Specialist</td>
<td>$117.18</td>
<td>$120.11</td>
<td>$123.11</td>
<td>$126.19</td>
<td>$129.34</td>
</tr>
<tr>
<td>54151HACS, 54151S</td>
<td>Cross Functional ISSO/IA Developer Engineer</td>
<td>$101.02</td>
<td>$103.55</td>
<td>$106.14</td>
<td>$108.79</td>
<td>$111.51</td>
</tr>
<tr>
<td>54151HACS, 54151S</td>
<td>Cloud Security Engineer/IT SM Specialist</td>
<td>$125.25</td>
<td>$128.38</td>
<td>$131.60</td>
<td>$134.89</td>
<td>$138.27</td>
</tr>
<tr>
<td>54151HACS, 54151S</td>
<td>FedRAMP ISSO/IA DeveloperEngineer</td>
<td>$80.81</td>
<td>$82.83</td>
<td>$84.91</td>
<td>$87.03</td>
<td>$89.21</td>
</tr>
<tr>
<td>54151HACS, 54151S</td>
<td>Threat Hunting As Service/IT SM Specialist</td>
<td>$123.26</td>
<td>$126.32</td>
<td>$129.48</td>
<td>$132.72</td>
<td>$136.03</td>
</tr>
<tr>
<td>54151HACS, 54151S</td>
<td>Software Assurance As Service/IT SM Specialist</td>
<td>$113.14</td>
<td>$115.97</td>
<td>$118.87</td>
<td>$121.84</td>
<td>$124.89</td>
</tr>
</tbody>
</table>
LABOR CATEGORY DESCRIPTIONS

SAAS Security SME

Functional Responsibility: Responsible for protecting system boundaries and ensuring that IT systems, applications and network devices are hardened against threats. SME must possess exceptional communication skills to interact with both technical and non-technical colleagues, and to provide technical leadership for your colleagues and the organization.

Minimum/General Experience: 8 Years

Minimum Education: A Bachelor’s degree from an accredited college or university in a related field of study. Relevant industry recognized technical certifications such as Security+, CCNA-Security, CCNP-Security, CASP, CAP, CISSP, CEH or other comparable certifications may be substituted for the degree.

Business Analyst

Functional Responsibility: Under general direction, formulates and defines the business systems to include scope and objectives. This formulation is based on both user needs and a good understanding of applicable business systems and industry requirements. Devises or modifies procedures to solve complex problems considering business processes limitations imposed by government regulations and laws. Includes analysis of business and user needs, documentation of requirements, and translation of business processes requirements. Guides and advises less-experienced Business Systems Analysts. Leads facilitation sessions to gather business process data. Uses Business Processing Modeling. Competent to work at the highest technical level of most phases of analysis while considering the business implications of the application of technology to the current and future business environment.

Minimum/General Experience: 2 Years

Minimum Education: A Bachelor’s degree from an accredited college or university in a related field of study. Relevant industry recognized technical certifications such as Security+, CCNA-Security, CCNP-Security, CASP, CAP, CISSP, CEH or other comparable certifications may be substituted for the degree.

Cross Functional ISSO SME/IT SM Specialist

Functional Responsibility: Specialist/Responsibilities include assisting in monitoring and adjusting network constraints to ensure optimum performance. Works with operation management and client in aiding implementation of specific technology approach. Installs and supports LAN and configures networks. Analyzes network characteristics (e.g. traffic, transmission speeds, throughput, etc.). Also assists in troubleshooting fiber transmission facilities and over-all maintenance of network equipment. Creates documentation for system support and users. Supports the evaluation of hardware and software. Assists in testing of system and application software.

Minimum/General Experience: 5 Years

Minimum Education: Bachelor’s degree from an accredited college or university in a related field of study. Relevant industry recognized technical certifications such as Security+, CCNA-Security, CCNP-Security, CASP, CAP, CISSP, CEH or other comparable certifications may be substituted for the degree.
Cross Functional ISSO/IA Developer Engineer
Functional Responsibility: Verifies all products, and reviews documentation for quality and completeness. Provides design solutions to the most complex and sophisticated software or IT challenges. Responsible for the overall architecture design, specifications, and approves all test procedures to prove software or IT requirements are met. Creates detailed instructions for implementation, distribution, testing and support. Ability to clearly and concisely articulate a detailed understanding of the core requirement concepts
Minimum/General Experience: 5 Years
Minimum Education: A Bachelor’s degree from an accredited college or university in a related field of study. Relevant industry recognized technical certifications such as Security+, CCNA-Security, CCNP-Security, CASP, CAP, CISSP, CEH or other comparable certifications may be substituted for the degree.

Cloud Security Engineer/IT SM Specialist
Functional Responsibility: Strong understanding of Cloud information flows and process architecture necessary for implementation of cloud security. Uses information technology to plan, prepare, and execute cloud related security tasks. Prepares and reviews Cloud security architecture. Applies knowledge of security requirements, documentation, and risk mitigation strategies. Develops Cloud design documentation. Implements Cloud security policies and procedures. Conducts Cloud security audits against contractual requirements
Minimum/General Experience: 2 Years
Minimum Education: A Bachelor’s degree from an accredited college or university in a related field of study. Relevant industry recognized technical certifications such as Security+, CCNA-Security, CCNP-Security, CASP, CAP, CISSP, CEH or other comparable certifications may be substituted for the degree.

FedRAMP ISSO/IA Developer Engineer
Functional Responsibility: Create software applications using FedRAMP or similar engines. Analyzes information to create software solutions, studying systems flow, data usage and work processes. Debugs code to ensure flawless execution of developed software.
Minimum/General Experience: 2 Years
Minimum Education: A Bachelor’s degree from an accredited college or university in a related field of study. Relevant industry recognized technical certifications such as Security+, CCNA-Security, CCNP-Security, CASP, CAP, CISSP, CEH or other comparable certifications may be substituted for the degree.
**Threat Hunting As Service/IT SM Specialist**

**Functional Responsibility:** Participates in the conduct of controls and security assessments to assess risk of exposure of proprietary data through weaknesses in platforms, access procedures, or forms of access to the organization’s systems and the data contained in them. Duties may include: develop, document and execute containment strategies; document and brief the business on remediation options and execute the plan with stakeholders; produce final report and recommendation; coordinate efforts of, and provide timely updates to, multiple business units during response; performing in-depth analysis in support of incident response operations; develop requirements for technical capabilities for cyber incident management; investigate major breaches of security and recommending appropriate control improvements; work with infrastructure and application support teams to drive closure of follow up actions identified through incident and problem management; performs Security Control Assessments on systems to validate the results of risk assessments and ensure controls in the security plan are present and operating correctly on the system; provides thorough report of the risks to the system and its data; and, develop and analyze system and security documentation.

**Minimum/General Experience:** 4 Years

**Minimum Education:** A Bachelor’s degree from an accredited college or university in a related field of study. Relevant industry recognized technical certifications such as Security+, CCNA-Security, CCNP-Security, CASP, CAP, CISSP, CEH or other comparable certifications may be substituted for the degree.

**Software Assurance As Service/ IT SM Specialist**

**Functional Responsibility:** Architect /Design cloud solutions to meet scalability, capacity, availability, performance, storage, cost and application/platform requirements. Design Security, access control, Experience with access / identity management technologies (OAuth, OpenID, SAML) Design public, private and hybrid cloud solutions, Integrate tools and services for all areas of cloud computing, such as data and networks. Work with customers, team members to understand their requirements and translate into effective cloud patterns. Design and Implement Continuous Integration/Continuous Delivery Services. Design, deploy, and maintain Server environments. Assist in moving existing private cloud workloads to public or hybrid clouds, Setup monitoring, notification of critical system indicators to monitor system health, status and troubleshooting, Implement private, public and hybrid cloud for smoother and faster software delivery.

**Minimum/General Experience:** 8 Years

**Minimum Education:** A Bachelor’s degree from an accredited college or university in a related field of study. Relevant industry recognized technical certifications such as Security+, CCNA-Security, CCNP-Security, CASP, CAP, CISSP, CEH or other comparable certifications may be substituted for the degree.