GENERAL SERVICES ADMINISTRATION
Federal Supply Service
Authorized Federal Supply Schedule Price List

On-line access to contract ordering information, terms and conditions, up-to-date pricing, and the option to create an electronic delivery order are available through GSA Advantage®, a menu-driven database system. The INTERNET address GSA Advantage® is: GSAAdvantage.gov.

Multiple Award Schedule

FSC Group:
- DJ01 - IT and Telecom - Security And Compliance Support Services (Labor)
- DA01 - IT and Telecom – Business Application/Application Development Support Services (Labor)

FSC Class:   N/A

Contract number:   47QTCA21D00AJ

For more information on ordering from Federal Supply Schedules go to the GSA Schedules page at GSA.gov.

Contract period:   June 3, 2021 through June 2, 2026

Wyvern Security
750 South Orange Blossom Trail, Suite 240
Orlando, FL 32805
Phone: 407-674-9700
Email: chanelsuggs@wyvsecurity.com
www.wyvsecurity.com

Contract Administrator
Chanel Suggs, CEO/President
750 South Orange Blossom Trail, Suite 240
Orlando, FL 32805
Phone: 407-674-9700
Email: chanelsuggs@wyvsecurity.com

Business size:   Small, WOSB

For more information on ordering from Federal Supply Schedules go to the GSA Schedules page at GSA.gov.

Price list current as of Modification #PS-0003 effective February 17, 2022.

*This is the MOST RECENTLY awarded Contractor Initiated Modification and does NOT include any Mass Modifications

Prices Shown Herein are Net (discount deducted)
CUSTOMER INFORMATION

1a. Table of awarded special item number(s) with appropriate cross-reference to item descriptions and awarded price(s).

<table>
<thead>
<tr>
<th>SINs</th>
<th>Recovery</th>
<th>SIN Title</th>
</tr>
</thead>
<tbody>
<tr>
<td>54151HACS</td>
<td>54151HACSRC</td>
<td>Highly Adaptive Cybersecurity Services</td>
</tr>
<tr>
<td>54151S</td>
<td>54151SRC</td>
<td>Senior Computer Systems Analyst</td>
</tr>
</tbody>
</table>

1b. Identification of the lowest priced model number and lowest unit price for that model for each special item number awarded in the contract. This price is the Government price based on a unit of one, exclusive of any quantity/dollar volume, prompt payment, or any other concession affecting price. Those contracts that have unit prices based on the geographic location of the customer, should show the range of the lowest price, and cite the areas to which the prices apply. See Pricelist

1c. If the Contractor is proposing hourly rates, a description of all corresponding commercial job titles, experience, functional responsibility and education for those types of employees or subcontractors who will perform services shall be provided. If hourly rates are not applicable, indicate “Not applicable” for this item. See Pricelist (includes discount and IFF)

2. Maximum order: $500,000

3. Minimum order: $100

4. Geographic coverage (delivery area). Domestic

5. Point(s) of production (city, county, and State or foreign country). 750 South Orange Blossom Trail, Suite 240, Orlando, FL 32805

6. Discount from list prices or statement of net price. Government Net Prices (discounts already deducted.)

7. Quantity discounts. 3% for orders of $350,000 or more

8. Prompt payment terms. Information for Ordering Offices: Prompt payment terms cannot be negotiated out of the contractual agreement in exchange for other concessions. 2% if paid within 25 days; Net 30 days.

9. Foreign items (list items by country of origin). Not Applicable

10a. Time of delivery. (Contractor insert number of days.) Contact Contractor

10b. Expedited Delivery. Items available for expedited delivery are noted in this price list. Contact Contractor

10c. Overnight and 2-day delivery. Contact Contractor

10d. Urgent Requirements. Contact Contractor

11. F.O.B. point(s). Destination
12a. Ordering address(es).  750 South Orange Blossom Trail, Suite 240, Orlando, FL 32805

12b. Ordering procedures: For supplies and services, the ordering procedures, information on Blanket Purchase Agreements (BPA’s) are found in Federal Acquisition Regulation (FAR) 8.405-3.

13. Payment address(es).  750 South Orange Blossom Trail, Suite 240, Orlando, FL 32805

14. Warranty provision.  Standard Commercial Warranty Terms & Conditions

15. Export packing charges, if applicable.  Not Applicable

16. Terms and conditions of rental, maintenance, and repair (if applicable).  Not Applicable

17. Terms and conditions of installation (if applicable).  Not Applicable

18a. Terms and conditions of repair parts indicating date of parts price lists and any discounts from list prices (if applicable).  Not Applicable

18b. Terms and conditions for any other services (if applicable).  Not Applicable

19. List of service and distribution points (if applicable).  Not Applicable

20. List of participating dealers (if applicable).  Not Applicable

21. Preventive maintenance (if applicable).  Not Applicable

22a. Special attributes such as environmental attributes (e.g., recycled content, energy efficiency, and/or reduced pollutants).  Not Applicable

22b. If applicable, indicate that Section 508 compliance information is available on Electronic and Information Technology (EIT) supplies and services and show where full details can be found (e.g. contractor’s website or other location.) The EIT standards can be found at: www.Section508.gov/.  Not Applicable

23. Unique Entity ID:  XYS2RDKLWGM7

24. Notification regarding registration in System for Award Management (SAM) database.  Contractor registered and active in SAM
<table>
<thead>
<tr>
<th>Labor Categories</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Cybersecurity Consultant III</strong></td>
</tr>
</tbody>
</table>

|-------------------|----------------------------------------------------------------------------------------------------------------------------------|
| Minimum Years’ Experience: | Four (4) or more years within the field of cybersecurity or IT consulting.  
Candidate may have one or more of the following certifications such as Certified Information Security Manager (CISM), Certified Information System Security Professional (CISSP), Certified Ethical Hacker (CEH), CompTIA Security + or GIAC Information Security Fundamentals. |

<table>
<thead>
<tr>
<th>Responsibilities:</th>
</tr>
</thead>
<tbody>
<tr>
<td>• Analyze security requirements for information systems such as computer systems, network layer hardware, servers and workstations.</td>
</tr>
<tr>
<td>• Understanding and capabilities to design, development and implementation for solutions that are required by client to meet security requirements.</td>
</tr>
<tr>
<td>• Understanding of incident handling procedures</td>
</tr>
<tr>
<td>• Ability to draft, modify and create SOP</td>
</tr>
<tr>
<td>• Understanding of security threats and how to apply actionable data to processes and procedures</td>
</tr>
<tr>
<td>• Understanding of correlation analysis and monitoring programs</td>
</tr>
<tr>
<td>• Responsible for implementations and integrations for system security solutions</td>
</tr>
<tr>
<td>• Conduct assessment and evaluation for system architectures</td>
</tr>
<tr>
<td>• Understanding of malware and forensic analysis</td>
</tr>
<tr>
<td>• Ensure proposed solutions meets compliance of existing and emerging policies</td>
</tr>
<tr>
<td>• Understanding and capabilities to implement intrusion detection and prevention systems</td>
</tr>
<tr>
<td>• Understanding of operating systems and interfaces</td>
</tr>
<tr>
<td>• Conduct risk analysis of systems and applications</td>
</tr>
<tr>
<td>• Understand requirements and phases within system development lifecycle</td>
</tr>
<tr>
<td>• Understanding and capabilities to implement security best practices, security tools, hardware and software</td>
</tr>
<tr>
<td>• Understanding and capabilities to implement communication protocols, encryption techniques and technologies</td>
</tr>
<tr>
<td>• Strong verbal and written communication skills</td>
</tr>
</tbody>
</table>
## Cybersecurity Senior Consultant

### Minimum Education:

**BS/BA** - Information Assurance, Information Security, Engineering or other related technical discipline.

### Minimum Years’ Experience:

**Seven (7)** or more years within the field of cybersecurity or IT consulting.

Candidate may have two or more of the following certifications such as Certified Information Security Manager (CISM), Certified Information System Security Professional (CISSP), Certified Ethical Hacker (CEH), CompTIA Security+, GIAC Information Security Fundamentals, GIAC Forensics Examiner, GIAC Reverse Engineering Malware, GIAC Certified Forensic Analyst, CompTIA Advanced Security Practitioner, Cisco Certified Network Associate, Cisco Network Professional or Cisco Internetwork Expert.

### Responsibilities:

- Analyze security requirements for information systems such as computer systems, network layer hardware, servers and workstations.
- Understanding and capabilities to design, development and implementation for solutions that are required by client to meet security requirements.
- Understanding of incident handling procedures
- Ability to draft, modify and create SOP
- Understanding of security threats and how to apply actionable data to processes and procedures
- Understanding of correlation analysis and monitoring programs
- Responsible for implementations and integrations for system security solutions
- Conduct assessment and evaluation for system architectures
- In-depth understanding of malware and forensic analysis
- Ensure proposed solutions meets compliance of existing and emerging policies
- Understanding of operating systems and interfaces
- Conduct risk analysis of systems and applications
- Understanding and capabilities to implement intrusion detection and prevention systems
- Knowledge of Risk Management Framework
- Understand requirements and phases within system development lifecycle
- Understanding and capabilities to implement security best practices, security tools, hardware and software
- Understanding and capabilities to implement communication protocols, encryption techniques and technologies
- Strong verbal and written communication skills
**Senior Computer Systems Analyst**

<table>
<thead>
<tr>
<th>Minimum Education:</th>
<th>BS/BA - Computer Science, Mathematics, Engineering, or a related discipline</th>
</tr>
</thead>
<tbody>
<tr>
<td>Minimum Years’ Experience:</td>
<td>8 years of computer experience on complex application problems involving system analysis—five years in analysis and design of business applications for complex large-scale or mid-tier computer systems, or LAN-based systems, including experience with database management systems (DBMS), and programming languages. Must also be familiar with contemporary storage and retrieval methods and be able to write specifications for computer programmers to utilize in the development, testing, and debugging of computer programs.</td>
</tr>
</tbody>
</table>

**Responsibilities:**

- Analyzes, develops, and/or reviews computer software with a broad range of capabilities, such as engineering, business, and records management operations.
- From project idea to completion, develops and/or oversees strategies for automated data processing systems.
- Analyzes the data that will be processed. Defines and analyzes problems, as well as creating system requirements and program specifications from which programmers create thorough flow charts, codes, and tests.
- Closely collaborates with programmers to ensure that program and system specifications are followed. Designs, develops, troubleshoots, debugs, and implements software code.
## Pricing

<table>
<thead>
<tr>
<th>SINS</th>
<th>Labor Category</th>
<th>Rate per Hour (including IFF)</th>
</tr>
</thead>
<tbody>
<tr>
<td>54151HACS</td>
<td>Cybersecurity Consultant III</td>
<td>$97.73</td>
</tr>
<tr>
<td>54151HACS</td>
<td>Cybersecurity Senior Consultant</td>
<td>$195.47</td>
</tr>
<tr>
<td>54151S</td>
<td>Senior Computer Systems Analyst</td>
<td>$87.96</td>
</tr>
</tbody>
</table>

## Service Contract Labor Standards Matrix:

<table>
<thead>
<tr>
<th>SCLS Eligible Contract Labor Category/Fixed Price Service</th>
<th>SCLS Equivalent Code Title</th>
<th>WD Number</th>
</tr>
</thead>
<tbody>
<tr>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
</tr>
</tbody>
</table>