GENERAL SERVICES ADMINISTRATION
Federal Supply Schedule
Final Authorized Federal Supply Schedule Price List

On-line access to contract ordering information, terms and conditions, up-to-date pricing, and the option to create an electronic delivery order are available through GSA Advantage!®, a menu-driven database system. The INTERNET address GSA Advantage!® is:
http://www.gsaadvantage.gov

Special Item Number (SIN) 54151HACS --- Highly Adapted Cybersecurity Services

DATA CENTER SERVICES INC.
6000 TECHNOLOGY BLVD
SANDSTON, VA 23150
(804) 419-5173
www.d8acenter.com
Contract Administrator: ROBERT HERMANNS
Robert.Hermanns@d8acenter.com

For more information on ordering from Federal Supply Schedules click on the FSS Schedules button at fss.gsa.gov

Contract Number: 47QTCA21D00B9
Period Covered by Contract: June 16, 2021 through June 15, 2026
DUNS: 790213347

Business Size: Small
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1a. AWARDED SPECIAL ITEM NUMBER:

<table>
<thead>
<tr>
<th>SIN</th>
<th>DESCRIPTION</th>
</tr>
</thead>
<tbody>
<tr>
<td>54151HACS</td>
<td>HIGHLY ADAPTIVE CYBERSECURITY SERVICES</td>
</tr>
</tbody>
</table>

1b. LOWEST PRICED ITEM. (Government net price based on a unit of one) See Pricelist

1c. HOURLY RATES: See Pricelist. (Includes discount and IFF)

2. MAXIMUM ORDER GUIDELINE. $500,000 per order

3. MINIMUM ORDER. $100 per order or negotiated at the task order level.

NOTE TO ORDERING ACTIVITIES: *If the best value selection places your order over the Maximum Order identified in this catalog/pricelist, you have an opportunity to obtain a better schedule contract price. Before placing your order, contact the aforementioned contactor for a better price. The contractor may (1) offer a new price for this requirement (2) offer the lowest price available under this contract or (3) decline the order. A delivery order that exceeds the maximum order may be placed under the schedule contract in accordance with FAR 8.404.

4. GEOGRAPHIC COVERAGE. 50 States, Washington DC

5. PRODUCTION POINT. N/A

6. DISCOUNT FROM LIST PRICES OR STATEMENT OF NET PRICE. 

*GSA Net Prices are shown on the attached GSA Pricelist. Negotiated discount has been applied.*

7. QUANTITY DISCOUNTS. None

8. PROMPT PAYMENT TERMS. Net 30.

9a. GOVERNMENT PURCHASE CARDS. Accepted at or below the micro-purchase threshold
9b. GOVERNMENT PURCHASE CARDS. Accepted above the micro-purchase threshold

10. FOREIGN ITEMS. None

11a. TIME OF DELIVERY. 30 days or negotiated at the task order level

11b. EXPEDITED DELIVERY. 15 days or negotiated at the task order level.

11c. OVERNIGHT AND 2-DAY DELIVERY. As mutually agreed on between the vendor and ordering activity.

11d. URGENT REQUIREMENTS. As mutually agreed on between the vendor and ordering activity.

12. FOB POINT. Destination

13a. ORDERING ADDRESS. 6000 TECHNOLOGY BLVD, SANDSTON, VA 23150

13b. ORDERING PROCEDURES. Ordering activities shall use the ordering procedures of Federal Acquisition Regulation (FAR) 8.405 when placing an establishing BPA for services. These procedures apply to all schedules. (BPA attached)
   a. FAR 8.405-2 Ordering procedures for services requiring a statement of work.

14. PAYMENT ADDRESS. 6000 TECHNOLOGY BLVD, SANDSTON, VA 23150

15. WARRANTY PROVISION. Contractor’s standard commercial warranty.

16. EXPORT PACKING CHARGES. Not applicable
17. TERMS AND CONDITIONS OF GOVERNMENT PURCHASE CARD ACCEPTANCE. See 9a and 9b above.

18. TERMS AND CONDITIONS OF RENTAL, MAINTENANCE, AND REPAIR. Not applicable

19. TERMS AND CONDITIONS OF INSTALLATION. Not applicable.

20. TERMS AND CONDITIONS OF REPAIR PARTS INDICATING DATE OF PARTS PRICE LISTS AND ANY DISCOUNTS FROM LIST PRICES. Not applicable

20a. CUSTOMER INFORMATION. Not applicable

21. LIST OF SERVICE AND DISTRIBUTION POINTS. Not applicable

22. LIST OF PARTICIPATING DEALERS. Not applicable

23. PREVENTIVE MAINTENANCE. Not applicable

24a. SPECIAL ATTRIBUTES SUCH AS ENVIRONMENTAL ATTRIBUTES. Not applicable

24b. INDICATE SECTION 508 COMPLIANCE INFORMATION IS AVAILABLE ON ELECTRONIC AND INFORMATION TECHNOLOGY SUPPLIES AND SERVICES. www.Section508.gov/.

25. DATA UNIVERSAL NUMBER SYSTEM (DUNS) NUMBER. 790213347
26. NOTIFICATION REGARDING REGISTRATION IN SYSTEM FOR AWARD MANAGEMENT (SAM), PREVIOUSLY CENTRAL CONTRACTOR REGISTRATION (CCR) DATABASE. Registration valid

LABOR CATEGORY DESCRIPTIONS

<table>
<thead>
<tr>
<th><strong>Principal Cyber Security Architect</strong></th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Minimum Education:</strong></td>
</tr>
<tr>
<td><strong>Minimum Years’ Experience:</strong></td>
</tr>
<tr>
<td><strong>Responsibilities:</strong></td>
</tr>
<tr>
<td>• Responsible for creating the cybersecurity technology road-maps and defining / technical plans for the client’s cybersecurity system solution.</td>
</tr>
<tr>
<td>• Directs and motivates co-workers and works closely with others while multitasking and prioritizing resource requirements</td>
</tr>
<tr>
<td>• Manages business development initiatives as assigned, to include but not limited to: providing input to white papers, cybersecurity past performance writeups, technical presentation development, data calls, and proposals.</td>
</tr>
<tr>
<td>• Leads team that performs Risk and Vulnerability Assessments (RVA) which assesses threats and vulnerabilities, determines deviations from acceptable configurations, enterprise or local policy, assesses the level of risk, and develops and/or recommends appropriate mitigation countermeasures in operational and non-operational situations</td>
</tr>
<tr>
<td>• Performs Security Architecture Review (SAR) evaluates a subset of the environments assets security posture to determine whether the environment has been properly architected its cybersecurity solutions and ensures that organizations leadership fully understands the risks inherent in the implemented cybersecurity solution. The SAR process utilizes in-person interviews, documentation reviews, and leading practice evaluations of the environment and supporting systems.</td>
</tr>
<tr>
<td>• Acts as Subject Matter Expert (SME) in the seven-step NIST Risk Management Framework (RMF) including preparation, information security categorization; control selection, implementation, and assessment; system and common control authorizations; and continuous monitoring.</td>
</tr>
<tr>
<td>• Acts as Subject Matter Expert (SME) in the design and implementation of NIST Cybersecurity Framework.</td>
</tr>
</tbody>
</table>
Data Center Services Inc.

GSA MAS Schedule

- Designs client process improvement road maps, identifying organizational constraints and tool configuration guidelines related to cybersecurity technology solutions.
- Provides input to senior management teams including business development, operations, and technical groups.

Principal Cyber Security Engineer

<table>
<thead>
<tr>
<th>Minimum Education:</th>
<th>Bachelor’s Degree in technology related field</th>
</tr>
</thead>
<tbody>
<tr>
<td>Minimum Years’ Experience:</td>
<td>Minimum 5 years in senior information technology position with 3 years of cybersecurity related experience</td>
</tr>
</tbody>
</table>

Responsibilities:

- Responsible for implementing cybersecurity technology road-maps and defining technical project plans for the implementation client’s cybersecurity solutions.
- Directs and motivates co-workers and works closely with others while multitasking and prioritizing resource requirements.
- Executes Cyber Hunt activities in response to crises or urgent situations within the pertinent domain to mitigate immediate and potential threats.
- Leads Incident Response teams to help organizations impacted by a cybersecurity compromise determine the extent of the incident, remove the adversary from their systems, and restore their networks to a more secure state.
- Leads Penetration Testing Teams in testing which assessors mimic real-world attacks to identify methods for circumventing the security features of an application, system, or network.
- Acts as Subject Matter Expert (SME) in the execution of the NIST Risk Management Framework (RM) activities including Information Security Continuous Monitoring Assessment (ISCMA), which evaluate organization-wide ISCM implementations, and also Federal Incident Response Evaluations (FIREs), which assess an organization’s incident management functions.
- Acts as Subject Matter Expert (SME) in the design and implementation of NIST Cybersecurity Framework.
- Implements client process improvement road maps, identifying organizational constraints and tool configuration guidelines related to cybersecurity technology solutions.

Due to the availability or limitation of education, occasionally substitution of experience as referenced below for a professional labor type with additional years of experience will be
provided to the Federal Agency when responding to their MAS Schedule requirements and it is solely the acquiring agency’s determination, if the substitution is considered acceptable prior to an award.

Experience Substitutions:

- A Bachelor’s Degree may be substituted with Associate Degree + 2 years additional relevant IT experience
- A Bachelor’s Degree may be substituted for 6 years of required relevant IT experience with a High School Diploma or
- A Bachelor’s Degree may be substituted for 3 years of military service in a Cyber Operations military occupational specialty (MOS)
- A Master’s Degree may be substituted for 2 years of required relevant IT experience with a Bachelor’s Degree
- A Master’s Degree may be substituted for 5 years of military service in a Cyber Operations military occupational specialty (MOS)
- A Ph.D. may be substituted with Master’s Degree + 4 years additional relevant IT experience
- A Ph.D. may be substituted with a Bachelor’s Degree + 6 years relevant IT experience

### PRICING

<table>
<thead>
<tr>
<th>SIN</th>
<th>Labor Category</th>
<th>GSA PRICE incl. IFF (Year 1)</th>
<th>GSA PRICE incl. IFF (Year 2)</th>
<th>GSA PRICE incl. IFF (Year 3)</th>
<th>GSA PRICE incl. IFF (Year 4)</th>
<th>GSA PRICE incl. IFF (Year 5)</th>
</tr>
</thead>
<tbody>
<tr>
<td>54151HACS</td>
<td>Principal Cyber Security Engineer</td>
<td>$81.25</td>
<td>$82.87</td>
<td>$84.53</td>
<td>$86.22</td>
<td>$87.95</td>
</tr>
<tr>
<td>54151HACS</td>
<td>Principal Cyber Security Architect</td>
<td>$116.07</td>
<td>$118.39</td>
<td>$120.76</td>
<td>$123.17</td>
<td>$125.64</td>
</tr>
</tbody>
</table>