GENERAL SERVICES ADMINISTRATION SERVICES

FEDERAL SUPPLY SERVICE AUTHORIZED
FEDERAL SUPPLY SCHEDULE CATALOG/PRICE LIST

On-line access to contract ordering information, terms and conditions, up-to-date pricing, and the option to create an electronic delivery order is available through GSA Advantage!, a menu-driven database system. The INTERNET address for GSA Advantage! is http://www.gsaadvantage.gov

Schedule Title: Multiple Award Schedule (MAS)

<table>
<thead>
<tr>
<th>Large Category</th>
<th>Subcategory</th>
<th>PSC</th>
</tr>
</thead>
<tbody>
<tr>
<td>Information Technology</td>
<td>IT Services</td>
<td>DJ01</td>
</tr>
<tr>
<td></td>
<td></td>
<td>DA01</td>
</tr>
<tr>
<td>Miscellaneous</td>
<td>Complementary Special Item Numbers (SINs)</td>
<td>0000</td>
</tr>
</tbody>
</table>

For more information on ordering from Federal Supply Schedules click on the GSA Schedules link at www.gsa.gov

Contract Number: 47QTCA22D0030

Contract Period: January 5, 2022 to January 4, 2027

Contractor: BMB CONSULTING LLC
360 Motor Pkwy Ste 650
Hauppauge, NY 11788
www.bmbsolutions.com

Contractor’s Administration Source:
Brian Busto
Phone: 631-864-1203
Fax: 631-864-1207
Email: bbusto@bmbsolutions.com

Business Size: Small Business

Prices shown herein are Net (Discount deducted)
FEDERAL SUPPLY SERVICE

CUSTOMER INFORMATION:

1a. Awarded Special Item Numbers (SINs)

<table>
<thead>
<tr>
<th>Large Category</th>
<th>Subcategory</th>
<th>SINs</th>
<th>SIN Title</th>
</tr>
</thead>
<tbody>
<tr>
<td>Information Technology</td>
<td>IT Services</td>
<td>54151HACS</td>
<td>Highly Adaptive Cybersecurity Services (HACS)</td>
</tr>
<tr>
<td>Information Technology</td>
<td>IT Services</td>
<td>54151S</td>
<td>Information Technology Professional Services</td>
</tr>
<tr>
<td>Miscellaneous</td>
<td>Complementary Special Item Numbers (SINs)</td>
<td>OLM</td>
<td>Order Level Materials</td>
</tr>
</tbody>
</table>

1b. Lowest Priced Model Number and Price For Each SIN: N/A

1c. Hourly & Service Rates: See price list on page 6

2. MAXIMUM ORDER:

<table>
<thead>
<tr>
<th>Large Category</th>
<th>Subcategory</th>
<th>SINs</th>
<th>Maximum Order</th>
</tr>
</thead>
<tbody>
<tr>
<td>Information Technology</td>
<td>IT Services</td>
<td>54151HACS</td>
<td>$500,000</td>
</tr>
<tr>
<td>Information Technology</td>
<td>IT Services</td>
<td>54151S</td>
<td>$500,000</td>
</tr>
<tr>
<td>Miscellaneous</td>
<td>Complementary Special Item Numbers (SINs)</td>
<td>OLM</td>
<td>$250,000</td>
</tr>
</tbody>
</table>

3. MINIMUM ORDER: $100

4. GEOGRAPHIC COVERAGE: Domestic

5. POINT(S) OF PRODUCTION: Same as contractor

6. DISCOUNT FROM LIST PRICES: Prices shown are GSA Net, discount deducted.

7. QUANTITY DISCOUNT(S): None

8. PROMPT PAYMENT TERMS: 1% Net 20 Days
Information for Ordering Offices: Prompt payment terms cannot be negotiated out of the contractual agreement in exchange for other concessions.

9. FOREIGN ITEMS: Not Applicable

10a. TIME OF DELIVERY: Determined on the Task Order Level

10b. EXPEDITED DELIVERY: Contact contractor

10c. OVERNIGHT AND 2-DAY DELIVERY: Contact contractor

10d. URGENT REQUIREMENTS: Agencies can contact the Contractor’s representative to affect a faster delivery. Customers are encouraged to contact the contractor for the purpose of requesting accelerated delivery.

11. FOB POINT: Destination

12a. ORDERING ADDRESS: Same as contractor

12b. ORDERING PROCEDURES: For supplies and services, the ordering procedures, information on Blanket Purchase Agreements (BPA’s) are found in Federal Acquisition Regulation (FAR) 8.405-3

13. PAYMENT ADDRESS: Same as contractor

14. WARRANTY PROVISION: Not Applicable

15. EXPORT PACKING CHARGES: N/A

16. TERMS AND CONDITIONS OF RENTAL, MAINTENANCE, AND REPAIR (IF APPLICABLE): N/A

17. TERMS AND CONDITIONS OF INSTALLATION (IF APPLICABLE): N/A

18a. TERMS AND CONDITIONS OF REPAIR PARTS INDICATING DATE OF PARTS PRICE LISTS AND ANY DISCOUNTS FROM LIST PRICES (IF AVAILABLE): N/A

18b. TERMS AND CONDITIONS FOR ANY OTHER SERVICES (IF APPLICABLE): N/A

19. LIST OF SERVICE AND DISTRIBUTION POINTS (IF APPLICABLE): N/A

20. LIST OF PARTICIPATING DEALERS (IF APPLICABLE): N/A
21. PREVENTIVE MAINTENANCE (IF APPLICABLE): N/A

22a. SPECIAL ATTRIBUTES SUCH AS ENVIRONMENTAL ATTRIBUTES (e.g. recycled content, energy efficiency, and/or reduced pollutants): N/A

22b. Section 508 Compliance for EIT: N/A

23. Unique Entity Identifier (UEI) Number: 009857884

24. Contractor has an active registration in the SAM database.
PROFESSIONAL SERVICES WORK SCOPE

<table>
<thead>
<tr>
<th>SIN</th>
<th>SIN Title</th>
<th>Subcategory</th>
</tr>
</thead>
<tbody>
<tr>
<td>54151S</td>
<td>Information Technology Professional Services</td>
<td>IT Services</td>
</tr>
</tbody>
</table>

**DESCRIPTION:** IT Professional Services and/or labor categories for database planning and design; systems analysis, integration, and design; programming, conversion and implementation support; network services, data/records management, and testing.

NOTE: Subject to Cooperative Purchasing

<table>
<thead>
<tr>
<th>SIN</th>
<th>SIN Title</th>
<th>Subcategory</th>
</tr>
</thead>
<tbody>
<tr>
<td>54151HACS</td>
<td>Highly Adaptive Cybersecurity Services (HACS)</td>
<td>IT Services</td>
</tr>
</tbody>
</table>

**DESCRIPTION:** Includes a wide range of fields such as, the seven-step Risk Management Framework services, information assurance, virus detection, network management, situational awareness and incident response, secure web hosting, and backup, security services and, Security Operations Center (SOC) services. HACS vendors are cataloged under the 5 subcategories of High Value Asset Assessments; Risk and Vulnerability Assessments, Cyber Hunt, Incident Response, and Penetration Testing.

NOTE: Subject to Cooperative Purchasing

<table>
<thead>
<tr>
<th>SIN</th>
<th>SIN Title</th>
<th>Subcategory</th>
</tr>
</thead>
<tbody>
<tr>
<td>OLM</td>
<td>Order-Level Materials (OLM)</td>
<td>Complementary Special Item Numbers (SINs)</td>
</tr>
</tbody>
</table>

**DESCRIPTION:** OLMs are supplies and/or services acquired in direct support of an individual task or delivery order placed against a Schedule contract or BPA. OLM pricing is not established at the Schedule contract or BPA level, but at the order level. Since OLMs are identified and acquired at the order level, the ordering contracting officer (OCO) is responsible for making a fair and reasonable price determination for all OLMs. OLMs are procured under a special ordering procedure that simplifies the process for acquiring supplies and services necessary to support individual task or delivery orders placed against a Schedule contract or BPA. Using this new procedure, ancillary supplies and services not known at the time of the Schedule award may be included and priced at the order level.

**OLM SIN-Level Requirements/Ordering Instructions:**

OLMs are:
- Purchased under the authority of the FSS Program
- Unknown until an order is placed
- Defined and priced at the ordering activity level in accordance with GSAR clause 552.238-115 Special Ordering Procedures for the Acquisition of Order-Level Materials. (Price analysis for OLMs is not conducted when awarding the FSS contract or FSS BPA; therefore, GSAR 538.270 and 538.271 do not apply to OLMs)
- Only authorized for use in direct support of another awarded SIN.
- Only authorized for inclusion at the order level under a Time-and-Materials (T&M) or Labor-Hour (LH) Contract Line Item Number (CLIN)
- Subject to a Not To Exceed (NTE) ceiling price

OLMs are not:
- Open Market Items.
- Items awarded under ancillary supplies/services or other direct cost (ODC) SINs (these items are defined, priced, and awarded at the FSS contract level)

**OLM Pricing:**
- Prices for items provided under the Order-Level Materials SIN must be inclusive of the Industrial Funding Fee (IFF).
- The value of OLMs in a task or delivery order, or the cumulative value of OLMs in orders against an FSS BPA awarded under an FSS contract, cannot exceed 33.33%.

NOTE: When used in conjunction with a Cooperative Purchasing eligible SIN, this SIN is Cooperative Purchasing Eligible.
PROFESSIONAL SERVICES AWARDED PRICES & LABOR CATEGORIES

<table>
<thead>
<tr>
<th>SIN</th>
<th>SIN Title</th>
<th>Subcategory</th>
</tr>
</thead>
<tbody>
<tr>
<td>54151HACS</td>
<td>Highly Adaptive Cybersecurity Services (HACS)</td>
<td>IT Services</td>
</tr>
</tbody>
</table>

**Labor Category**

- **Security Analyst**

**GSA Price w/ IFF**

- **Unit of Issue**

**Functional Responsibilities:**

The security analyst will monitor computer networks for security issues and investigate security breaches or other cyber security incidents. The security analyst is responsible to implement security measures and protect systems and information infrastructure, including firewalls and data encryption systems. Document security breaches and assess the damage they cause. Work with the team to perform tests and uncover network vulnerabilities. Fix detected vulnerabilities to maintain a high-security standard through each organization. Stay current on IT security trends and news and perform required training. Develop company-wide best practices for IT security. Perform penetration testing and reverse software engineering. Research security enhancements and make recommendations to management.

**Minimum Education:** Bachelor’s Degree

**Minimum Years’ Experience:** 5

**Applicable Training/Licenses:** CISSP

<table>
<thead>
<tr>
<th>SIN</th>
<th>SIN Title</th>
<th>Subcategory</th>
</tr>
</thead>
<tbody>
<tr>
<td>54151S</td>
<td>Information Technology Professional Services</td>
<td>IT Services</td>
</tr>
</tbody>
</table>

**Labor Category**

- **Network Engineer II**

**GSA Price w/ IFF**

- **Unit of Issue**

**Functional Responsibilities:**

The Network Engineer II is responsible for designing and deploying functional networks (LAN, WLAN, WAN) for clients. The senior engineer must configure and implement software, servers, routers and other network devices as well as monitor network performance and integrity. The senior engineer will resolve level 3 technical escalations from network engineers troubleshooting those systems. The Network Engineer II is responsible for mentoring team members on technical issues as well as create, oversee and test security measures. The senior engineer will maintain complete technical documentation and suggest improvements to network performance, capacity and scalability.

**Minimum Education:** Bachelor’s Degree

**Minimum Years’ Experience:** 3

**Applicable Training/Licenses:** MSCE

<table>
<thead>
<tr>
<th>SIN</th>
<th>SIN Title</th>
<th>Subcategory</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Network Engineer</td>
<td>IT Services</td>
</tr>
</tbody>
</table>

**GSA Price w/ IFF**

- **Unit of Issue**

**Functional Responsibilities:**

Our network engineers are responsible to maintain and administering client computer networks and related computing environments. This includes systems software, applications software, hardware, and configurations. Network engineers will be performing disaster recovery operations and data backups / restores as required. Network engineers are responsible for protecting all data, software, and hardware by coordinating, planning and implementing network security measures. Network engineers will perform troubleshooting, diagnosing and resolving hardware, software, and other network and system problems. The engineer may need to replace faulty network hardware components when required. The network engineer will maintain, configure, and monitoring virus protection software and email applications as well as monitoring network performance to determine if adjustments need to be made. Directory services management or maintenance.

**Minimum Education:** Bachelor’s Degree

**Minimum Years’ Experience:** 2

**Applicable Training/Licenses:** Network+
### Managed Services Lead

<table>
<thead>
<tr>
<th>Description</th>
<th>Rate</th>
</tr>
</thead>
<tbody>
<tr>
<td>Managed Services Lead</td>
<td>$186.20</td>
</tr>
</tbody>
</table>

**Functional Responsibilities:**

Managed services lead engineer is responsible for overseeing the disaster recovery systems, ram systems, backups, monitoring systems and seim solutions. This requires the managed services lead engineer to perform weekly audits of the services offered including reviewing the access and logs to the systems including email systems. Out managed services lead engineer will lead the testing of restores for DR and backup systems as well as automation using scripts to perform repeat services automatically. The managed services lead will review av deployments, firewall changes requested and approval of any client changes to systems.

**Minimum Education:** Bachelor’s Degree  
**Minimum Years’ Experience:** 3  
**Applicable Training/Licenses:** Network+

### Managed Services Engineer

<table>
<thead>
<tr>
<th>Description</th>
<th>Rate</th>
</tr>
</thead>
<tbody>
<tr>
<td>Managed Services Engineer</td>
<td>$124.13</td>
</tr>
</tbody>
</table>

**Functional Responsibilities:**

The managed services engineer will perform the day to day functions of the change managements approved by the lead. The managed services engineer will test backups and report findings to the lead. The managed services engineer will roll out the av, backup systems and is responsible to review the event of each every day. The events captured that need to be address will be handled by the managed services engineer. Submit a daily checklist of managed services reviewed.

**Minimum Education:** Bachelor’s Degree  
**Minimum Years’ Experience:** 2  
**Applicable Training/Licenses:** Network+

**Service Contract Labor Standards:** The Service Contract Labor Standards (SCLS), formerly the Service Contract Act (SCA), apply to this contract as it applies to the entire Multiple Award Schedule and all services provided. While no specific labor categories/services have been identified as being subject to SCLS due to exemptions for professional employees (FAR 22.1101, 22.1102 and 29 CFR 541.300), this contract still maintains the provisions and protections for SCLS eligible labor categories. If and/or when the contractor adds SCLS labor categories/employees to the contract through the modification process, the contractor must inform the Contracting Officer and establish a SCLS/SCA matrix identifying the GSA labor category titles, the occupational code, SCLS labor category titles and the applicable WD number. Failure to do so may result in cancellation of the contract.