GENERAL SERVICES ADMINISTRATION

Federal Supply Service

Authorized Federal Supply Schedule Price List

On-line access to contract ordering information, terms and conditions, up-to-date pricing, and the option to create an electronic delivery order are available through GSA Advantage®, a menu-driven database system. The INTERNET address GSA Advantage!® is: GSAAAdvantage.gov.

Multiple Award Schedule

FSC Group: Information Technology
Contract number: 47QTCA22D0046

Contract period: Feb 3, 2022 to Feb 2, 2027

Taranet Inc.
4542 Ruffner Street, Suite #150
San Diego, CA 92111
Phone: 858-292-6071

https://www.taranet.com

Contract administration source:
Heidi Jaynes
Heidi.jaynes@taranet.com
858-292-6071

Business size: Small Business
List Socioeconomic status: Veteran Owned Small business, SBA Certified Small Disadvantaged business, SBA Certified 8(a) Firm

For more information on ordering from Federal Supply Schedules go to the GSA Schedules page at GSA.gov.

Prices Shown Herein are Net (discount deducted)
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CUSTOMER INFORMATION

1a. Table of awarded special item number(s) with appropriate cross-reference to item descriptions and awarded price(s).

<table>
<thead>
<tr>
<th>SINs</th>
<th>Recovery</th>
<th>SIN Title</th>
</tr>
</thead>
<tbody>
<tr>
<td>54151HACS</td>
<td>54151HACS/RC</td>
<td>Highly Adaptive Cybersecurity Services (HACS) – Information Technology -</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Includes a wide range of fields such as, the seven-step Risk Management</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Framework services, information assurance, virus detection, network</td>
</tr>
<tr>
<td></td>
<td></td>
<td>management, situational awareness and incident response, secure web</td>
</tr>
<tr>
<td></td>
<td></td>
<td>hosting, and backup, security services and, Security Operations Center</td>
</tr>
<tr>
<td></td>
<td></td>
<td>(SOC) services.</td>
</tr>
</tbody>
</table>

1b. Identification of the lowest priced model number and lowest unit price for that model for each special item number awarded in the contract. This price is the Government price based on a unit of one, exclusive of any quantity/dollar volume, prompt payment, or any other concession affecting price. Those contracts that have unit prices based on the geographic location of the customer, should show the range of the lowest price, and cite the areas to which the prices apply. See Page 6

1c. If the Contractor is proposing hourly rates, a description of all corresponding commercial job titles, experience, functional responsibility and education for those types of employees or subcontractors who will perform services shall be provided. If hourly rates are not applicable, indicate “Not applicable” for this item. See page 5-6

2. Maximum order: 54151HACS = $500,000.00

3. Minimum order: $100

4. Geographic coverage (delivery area). Domestic

5. Point(s) of production (city, county, and State or foreign country). 4542 Ruffner Street, Suite #150 San Diego, CA 92111

6. Discount from list prices or statement of net price. Government Net Prices (discounts already deducted.)

7. Quantity discounts. None

8. Prompt payment terms. Information for Ordering Offices: Prompt payment terms cannot be negotiated out of the contractual agreement in exchange for other concessions. Net 30 days

9. Foreign items (list items by country of origin). Not Applicable
10a. Time of delivery. (Contractor insert number of days.) Contact Contractor

10b. Expedited Delivery. Items available for expedited delivery are noted in this price list. Contact Contractor

10c. Overnight and 2-day delivery. Contact Contractor

10d. Urgent Requirements. Contact Contractor

11. F.O.B. point(s). Destination

12a. Ordering address(es). 4542 Ruffner Street, Suite #150, San Diego, CA 92111

12b. Ordering procedures: For supplies and services, the ordering procedures, information on Blanket Purchase Agreements (BPA’s) are found in Federal Acquisition Regulation (FAR) 8.405-3.

13. Payment address(es). Ordering Address

14. Warranty provision. Standard Commercial Warranty Terms & Conditions

15. Export packing charges, if applicable. Not Applicable

16. Terms and conditions of rental, maintenance, and repair (if applicable). Not Applicable

17. Terms and conditions of installation (if applicable). Not Applicable

18a. Terms and conditions of repair parts indicating date of parts price lists and any discounts from list prices (if applicable). Not Applicable

18b. Terms and conditions for any other services (if applicable). Not Applicable

19. List of service and distribution points (if applicable). Not Applicable

20. List of participating dealers (if applicable). Not Applicable

21. Preventive maintenance (if applicable). Not Applicable

22a. Special attributes such as environmental attributes (e.g., recycled content, energy efficiency, and/or reduced pollutants). Not Applicable

22b. If applicable, indicate that Section 508 compliance information is available on Electronic and Information Technology (EIT) supplies and services and show where full details can be found (e.g. contractor’s website or other location.) The EIT standards can be found at: www.Section508.gov/. Not Applicable

23. Unique Entity Identifier (UEI) number. 805358376
24. Notification regarding registration in System for Award Management (SAM) database. Contractor registered and active in SAM
### GSA Offerings

<table>
<thead>
<tr>
<th>SIN</th>
<th>Labor Category</th>
<th>Year 1</th>
<th>Year 2</th>
<th>Year 3</th>
<th>Year 4</th>
<th>Year 5</th>
</tr>
</thead>
<tbody>
<tr>
<td>54151S</td>
<td>Subject Matter Expert I</td>
<td>$194.76</td>
<td>$200.61</td>
<td>$206.62</td>
<td>$212.82</td>
<td>$219.21</td>
</tr>
<tr>
<td>54151S</td>
<td>Systems Security Engineer III</td>
<td>$165.62</td>
<td>$170.59</td>
<td>$175.70</td>
<td>$180.98</td>
<td>$186.40</td>
</tr>
<tr>
<td>54151S</td>
<td>Systems Security Engineer II (Analyst Mid)</td>
<td>$137.11</td>
<td>$141.22</td>
<td>$145.46</td>
<td>$149.82</td>
<td>$154.32</td>
</tr>
<tr>
<td>54151S</td>
<td>Systems Security Engineer I (Engineer Junior)</td>
<td>$126.65</td>
<td>$130.45</td>
<td>$134.37</td>
<td>$138.40</td>
<td>$142.55</td>
</tr>
<tr>
<td>54151S</td>
<td>Cyber Security Analyst I</td>
<td>$90.87</td>
<td>$93.60</td>
<td>$96.41</td>
<td>$99.30</td>
<td>$102.28</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Labor Category</th>
<th>Description</th>
<th>Minimum Education</th>
<th>Minimum Years of Experience</th>
</tr>
</thead>
<tbody>
<tr>
<td>Subject Matter Expert I</td>
<td>Establishes and satisfies complex system-wide cyber security requirements using expertise in cyber security processes and technologies. Provides leadership and guidance in the development, design and application of solutions implemented by more junior staff members. Applies expertise to government and commercial common user systems, as well as to dedicated special purpose systems requiring specialized security features and procedures. Examples could include classified intelligence, access control, biometrics, intrusion detection, and command and control-related networks and smart card technologies. Provides guidance and direction to other professionals, acts in a consulting and/or advisory capacity; coordinates resolution of highly complex problems and tasks, possesses ability to meet and operate under deadlines.</td>
<td>Bachelors</td>
<td>10</td>
</tr>
<tr>
<td>Systems Security Engineer III</td>
<td>Establishes and satisfies system-wide cyber security requirements based upon the analysis of user, policy, regulatory, and resource demands. Recommends solutions to customers in the development and implementation of systems security design and development. Provides expertise in the development, design and application of systems engineering solutions and technologies. Manages technical teams on specific projects. Reviews engineering of an organization's systems security infrastructure, including the implementation and design of systems integration and development to meet required security controls. Reviews results of security monitoring of systems and recommends supporting technologies as appropriate. Applies expertise to government and commercial common user systems, as well as to dedicated special purpose systems requiring specialized security features and procedures. Demonstrates expertise in a variety of the field’s concepts, practices, and</td>
<td>Bachelors</td>
<td>7</td>
</tr>
<tr>
<td>Labor Category</td>
<td>Description</td>
<td>Minimum Education</td>
<td>Minimum Years of Experience</td>
</tr>
<tr>
<td>----------------</td>
<td>-------------</td>
<td>-------------------</td>
<td>-----------------------------</td>
</tr>
<tr>
<td>Systems Security Engineer II (Analyst Mid) (Engineer Mid)</td>
<td>Establishes and satisfies system-wide cyber security requirements based upon the analysis of user, policy, regulatory, and resource demands. Counsels customers in the development and implementation of systems security doctrine and policies. Provides proficient expertise in the development, design and application of systems engineering solutions and technologies. Ability to lead technical teams on specific projects. Responsible for the planning and engineering of an organization's systems security infrastructure, including the implementation and design of systems integration and development to meet required security controls. Monitors the security of systems. Applies expertise to government and commercial common user systems, as well as to dedicated special purpose systems requiring specialized security features and procedures.</td>
<td>Bachelors</td>
<td>5</td>
</tr>
<tr>
<td>Systems Security Engineer I (Engineer Junior) (Data Analyst)</td>
<td>Establishes and satisfies system-wide cyber security requirements based upon the analysis of user, policy, regulatory, and resource demands. Supports customers in the development and implementation of systems security doctrine and policies. Provides support in the development, design and application of systems engineering solutions. Supports the planning and engineering of an organization's systems security infrastructure. Includes the implementation and design of systems integration and development to meet required security controls. Monitors the security of systems.</td>
<td>Bachelors</td>
<td>3</td>
</tr>
<tr>
<td>Cyber Security Analyst I</td>
<td>Provides technical knowledge and support to Cyber Security projects. Also provides functional systems analysis and implementation documentation on system security solutions. Applies principles, methods and skills to specific task order requirements in Cyber Security programs. Completes tasks designed to ensure security of the organization's systems and information assets. Protects against unauthorized access, modification, or destruction. Works with end users to determine needs of individual departments, implements policies or procedures, and tracks compliance through the organization.</td>
<td>Bachelors</td>
<td>3</td>
</tr>
</tbody>
</table>
**Service Contract Labor Standards:** The Service Contract Labor Standards (SCLS), formerly known as the Service Contract Act (SCA), is applicable to this contract as it applies to the entire Multiple Award Schedule (MAS) and all services provided. While no specific labor categories have been identified as being subject to SCLS/SCA due to exemptions for professional employees (FAR 22.1101, 22.1102 and 29 CRF 541.300), this contract still maintains the provisions and protections for SCLS/SCA eligible labor categories. If and/or when the contractor adds SCLS/SCA labor categories to the contract through the modification process, the contractor must inform the Contracting Officer and establish a SCLS/SCA matrix identifying the GSA labor category titles, the occupational code, SCLS/SCA labor category titles and the applicable WD number. Failure to do so may result in cancellation of the contract.