GENERAL SERVICES ADMINISTRATION
FEDERAL SUPPLY SERVICE
AUTHORIZED FEDERAL SUPPLY SCHEDULE PRICE LIST

On-line access to contract ordering information, terms and conditions, up-to-date pricing, and the option to create an electronic delivery order is available through GSA Advantage!®, a menu-driven database system. The INTERNET address is GSA Advantage!® is: GSAAAdvantage.gov.

Schedule Title: Multiple Award Schedule (MAS)
FSC Group: Information Technology- IT Services
PSC Group: DJ01
Contract Number: 47QTCA22D006W
Contract Period: 04/15/2022 and ends 04/14/2027

For more information on ordering from Federal Supply Schedules click on FSS Schedules at GSA.gov.

Contractor:
Propelled Technologies LLC
445 Dexter Ave Ste 4050
Montgomery, AL 36104
Phone Number: (334) 518-3341
Fax Number: (334) 557-7001
http://www.propelledtech.com/

Contractor’s Administration Source:
Anwar Shahid

Business Size:
Small Business Administration 8A
Minority Business Enterprise
Minority Owned Small Business
Self-Certified Small Disadvantaged Business, Veteran Owned Small Business
CUSTOMER INFORMATION:

1. TABLE OF AWARDED SPECIAL ITEM NUMBERS (SINs)

<table>
<thead>
<tr>
<th>SIN</th>
<th>DESCRIPTION</th>
</tr>
</thead>
<tbody>
<tr>
<td>54151HACS</td>
<td>Highly Adaptive Cybersecurity Services (HACS)</td>
</tr>
</tbody>
</table>

b. LOWEST PRICED MODEL NUMBER AND PRICE FOR EACH SIN: N/A

c. HOURLY & SERVICE RATES:

<table>
<thead>
<tr>
<th>SIN/SIN(s) Proposed</th>
<th>Labor Category/Service Title</th>
<th>Unit of Issue (e.g. Hour, Daily Rate, Task, Sq Ft)</th>
<th>Price Offered to GSA (including IFF)</th>
</tr>
</thead>
<tbody>
<tr>
<td>54151HACS</td>
<td>Information Systems Security Engineer (ISSE)</td>
<td>HR</td>
<td>$109.13</td>
</tr>
<tr>
<td>54151HACS</td>
<td>Cyber Security Project Manager</td>
<td>HR</td>
<td>$62.33</td>
</tr>
</tbody>
</table>

2. MAXIMUM ORDER*: $500,000

*Ordering activities may request a price reduction at any time before placing an order, establishing a BPA, or in conjunction with the annual BPA review. However, the ordering activity shall seek a price reduction when the order or BPA exceeds the simplified acquisition threshold. Schedule contractors are not required to pass on to all schedule users a price reduction extended only to an individual ordering activity for a specific order or BPA.

3. MINIMUM ORDER: $100
4. **GEOGRAPHIC COVERAGE:** 48 contiguous states, Alaska, Hawaii, Washington D.C., Puerto Rico, U.S. Territories, and to a port or consolidation point within the aforementioned locations for orders that are received from overseas activities.

5. **POINT(S) OF PRODUCTION:** N/A

6. **DISCOUNT FROM LIST PRICES:** 2%

7. **QUANTITY DISCOUNT(S):** N/A

8. **PROMPT PAYMENT TERMS:** 1% 15 days, NET 30

9. **FOREIGN ITEMS:** N/A

10. **TIME OF DELIVERY:** Determined on task order level
    a. **EXPEDITED DELIVERY:** Contact contractor
    b. **OVERNIGHT AND 2-DAY DELIVERY:** Contact contractor
    c. **URGENT REQUIREMENTS:** Agencies can contact the Contractor’s representative to affect a faster delivery. Customers are encouraged to contact the contractor for the purpose of requesting accelerated delivery.

11. **FOB POINT:** Destination

12. **ORDERING ADDRESS:**
    455 Dexter Ave, Ste 4050
    Montgomery, AL. 36104

    **ORDERING PROCEDURES:** For supplies and services, the ordering procedures, information on Blanket Purchase Agreements (BPA’s) are found in Federal Acquisition Regulation (FAR) 8.405-3

13. **PAYMENT ADDRESS:**
    455 Dexter Ave, Ste 4050
    Montgomery, AL. 36104

14. **WARRANTY PROVISION:** N/A

15. **EXPORT PACKING CHARGES:** N/A

16. **TERMS AND CONDITIONS OF RENTAL, MAINTENANCE, AND REPAIR (IF APPLICABLE):** N/A
17. TERMS AND CONDITIONS OF INSTALLATION (IF APPLICABLE): N/A

18. a. TERMS AND CONDITIONS OF REPAIR PARTS INDICATING DATE OF PARTS PRICE LISTS AND ANY DISCOUNTS FROM LIST PRICES (IF AVAILABLE): N/A
   b. TERMS AND CONDITIONS FOR ANY OTHER SERVICES (IF APPLICABLE): N/A

19. LIST OF SERVICE AND DISTRIBUTION POINTS (IF APPLICABLE): N/A

20. LIST OF PARTICIPATING DEALERS (IF APPLICABLE): N/A

21. PREVENTIVE MAINTENANCE (IF APPLICABLE): N/A

22. a. SPECIAL ATTRIBUTES SUCH AS ENVIRONMENTAL ATTRIBUTES (e.g. recycled content, energy efficiency, and/or reduced pollutants): N/A
   b. Section 508 Compliance for EIT: N/A

23. Unique Entity Identifier (UEI) Number: 149181211

24. Contractor has an active registration in the SAM database.
<table>
<thead>
<tr>
<th>Job Title</th>
<th>Detailed Position Description and functional responsibilities</th>
<th>Min Education Level</th>
<th>Min Years of Experience</th>
<th>Any Applicable Training</th>
</tr>
</thead>
<tbody>
<tr>
<td>Information Systems Security Engineer (ISSE)</td>
<td>The ISSE is responsible for conducting information system security engineering activities. The ISSE will:&lt;br&gt;• Capture and refine information security requirements and ensure they are effectively integrated into the environment through purposeful security architecting, design, development and configuration.&lt;br&gt;• Develops Sprint planning goals&lt;br&gt;• Report security incidents or vulnerabilities&lt;br&gt;• Perform security impact analyses on proposed or actual changes to the information system and its environment of operation&lt;br&gt;• Ensure software, hardware and firmware complies with appropriate security configuration guidelines (e.g., Security Technical Implementation Guides (STIGs), Security Requirement Guide (SRG)), Security Best Practices - • Employ best practices when implementing security controls, including software engineering methodologies, system/security engineering principles, secure design, secure architecture and secure coding techniques.&lt;br&gt;• Coordinate security-related activities with the information system architect, ISSO and common control provider.&lt;br&gt;• Develops Sprint planning goals and submits them to the Environment ISSMs&lt;br&gt;• Ensures the corresponding documentation states how we are meeting the technical controls. Updates/develops responses for the documentation which clearly state how the control requirement is met&lt;br&gt;• Work with the appropriate teams/personnel to develop documentation that allow us to meet administrative controls that are non-compliant&lt;br&gt;• Manage the technical Controls/CCIs in eMASS to include validation, managing the POA&amp;M and artifact mapping</td>
<td>Bachelor's Degree</td>
<td>7</td>
<td>Certified Information Systems Security Professional (CISSP)</td>
</tr>
<tr>
<td>Cyber Security Project Manager</td>
<td>Creating long- and short-term plans, including setting targets for milestones, adhering to deadlines and allocating resources&lt;br&gt;Delegating tasks on the project to employees best positioned to complete them&lt;br&gt;Identifying and managing potential risks and liabilities of multiple projects&lt;br&gt;Assisting in the definition of project scope and goals&lt;br&gt;Making effective decisions when presented with multiple options for how to progress with the project&lt;br&gt;Serving as a point of contact for teams when multiple units are assigned to the same project to ensure team actions remain in synergy</td>
<td>Masters Degree</td>
<td>7</td>
<td>Project Management Training Lean Six Sigma or Project Management Professional</td>
</tr>
<tr>
<td>Communicating with executives or the board to keep the project aligned with their goals</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Performing quality control on the project throughout development to maintain the standards expected</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Adjusting schedules and targets on the project as needed</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Motivating people involved in the project to complete tasks on time</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>