### GENERAL SERVICES ADMINISTRATION
### FEDERAL SUPPLY SERVICE
### AUTHORIZED FEDERAL SUPPLY SCHEDULE PRICE LIST

On-line access to contract ordering information, terms and conditions, up-to-date pricing, and the option to create an electronic delivery order are available through GSA Advantage®, a menu-driven database system. The INTERNET address GSA Advantage® is: GSAAdvantage.gov

**SCHEDULE TITLE:** Multiple Award Schedule

**Industrial Group:** Professional Services

**CONTRACT NUMBER:** GS-02F-0067T

**CONTRACT PERIOD:** March 16, 2017 – March 15, 2027

**BUSINESS SIZE:** Small, Disadvantaged, Veteran Owned, Service-Disabled Business

For more information on ordering from Federal Supply Schedules go to the GSA Schedules page at gsa.gov.

**CONTRACTOR:** Protection Strategies Incorporated  
9717 Cogdill Road, Suite 101  
Knoxville, TN 37932  
Ph: (865) 294-5101  
Fax: (865) 342-7221  
Website: [www.protectionsi.com](http://www.protectionsi.com)

**CONTRACTOR’S ADMINISTRATION POC:**  
Regan Baltasar, Special Projects Manager  
9717 Cogdill Road, Suite 101  
Knoxville, TN 37932  
Ph: (865) 585-8846  
Fax: (865) 342-7221  
Email: rbaltasar@protectionsi.com

Current as of Modification PA-0057 dated March 28, 2022
CUSTOMER INFORMATION:

1a. AWARDED SPECIAL ITEM NUMBERS (SINs):
   561611 HR Support: Pre Employment Background Investigations
   OLM Order Level Materials

1b. LOWEST PRICED MODEL NUMBER AND PRICE FOR EACH SIN: (Government net price based on a unit of one)

<table>
<thead>
<tr>
<th>SIN</th>
<th>MODEL/SERVICE</th>
<th>PRICE</th>
</tr>
</thead>
<tbody>
<tr>
<td>561611</td>
<td>Data Entry Specialist</td>
<td>$39.57/hour</td>
</tr>
</tbody>
</table>

1c. HOURLY RATES: See Approved Price List.

2. MAXIMUM ORDER GUIDELINE:

<table>
<thead>
<tr>
<th>SIN#</th>
<th>MAXIMUM ORDER*</th>
</tr>
</thead>
<tbody>
<tr>
<td>561611</td>
<td>$1,000,000.00</td>
</tr>
<tr>
<td>OLM</td>
<td>$250,000.00</td>
</tr>
</tbody>
</table>

*If the best value selection places your order over the Maximum Order identified in this catalog/pricelist, you have an opportunity to obtain a better schedule contract price. Before placing your order, contact the aforementioned contractor for a better price. The contractor may (1) offer a new price for this requirement (2) offer the lowest price available under this contract or (3) decline the order. A delivery order that exceeds the maximum order may be placed under the schedule contract in accordance with FAR 8.404.

3. MINIMUM ORDER LIMITATION: $100.00

4. GEOGRAPHIC COVERAGE: Domestic Only.

5. PRODUCTION POINT: Same as company address.

6. DISCOUNT FROM LIST PRICES OR STATEMENT OF NET PRICE: Prices listed are Net.

7. QUANTITY DISCOUNTS: N/A

8. PROMPT PAYMENT TERMS: None.

9. FOREIGN ITEMS: None. Information for Ordering Offices: Prompt payment terms cannot be negotiated out of the contractual agreement in exchange for other concessions.
10d. **URGENT REQUIREMENTS**: Consult with Contractor

11c. **OVERNIGHT DELIVERY**: Consult with Contractor

11. **FOB POINT**: Destination

12a. **ORDERING ADDRESS**: Protection Strategies Incorporated, 9717 Cogdill Road
Suite 101, Knoxville, TN 37932

12b. **ORDERING PROCEDURES**: For supplies and services, the ordering procedures, information on Blanket Purchase Agreements (BPAs) are found in Federal Acquisition Regulation (FAR) 8.405-3.

13. **PAYMENT ADDRESS**: Protection Strategies Incorporated, 9717 Cogdill Road, Suite 101. Knoxville, TN 37932

14. **WARRANTY PROVISIONS**: N/A

15. **EXPORT PACKING CHARGES**: N/A

16. **TERMS AND CONDITIONS OF RENTAL**: N/A

17. **TERMS AND CONDITIONS OF INSTALLATION**: N/A

18a. **TERMS AND CONDITIONS OF REPAIR PARTS**: N/A

18b. **TERMS AND CONDITIONS FOR ANY OTHER SERVICES**: N/A

19. **LIST OF SERVICE AND DISTRIBUTION POINTS**: N/A

20. **LIST OF PARTICIPATING DEALERS**: N/A

21. **PREVENTATIVE MAINTENANCE**: N/A

22a. **SPECIAL ATTRIBUTES**: N/A

22b. **SECTION 508**: N/A

23. **UNIQUE ENTITY IDENTIFIER (UEI) NUMBER**: JWA9MZBLNE44

24. **NOTIFICATION REGARDING REGISTRATION IN sam.gov**: Registered
## MULTIPLE AWARD SCHEDULE PRICING FOR SIN 561611

<table>
<thead>
<tr>
<th>LABOR CATEGORY</th>
<th>GOVERNMENT HOURLY RATE</th>
<th>GOVERNMENT DAILY RATE</th>
</tr>
</thead>
<tbody>
<tr>
<td>Program Manager</td>
<td>$164.04</td>
<td>$1,312.32</td>
</tr>
<tr>
<td>Project Manager</td>
<td>$136.71</td>
<td>$1,093.68</td>
</tr>
<tr>
<td>Senior Adjudicator</td>
<td>$131.22</td>
<td>$1,049.76</td>
</tr>
<tr>
<td>Adjudicator</td>
<td>$102.25</td>
<td>$818.00</td>
</tr>
<tr>
<td>Senior Investigator</td>
<td>$120.30</td>
<td>$962.40</td>
</tr>
<tr>
<td>Investigator</td>
<td>$98.42</td>
<td>$787.36</td>
</tr>
<tr>
<td>Special Assistant/Physical Security Advisor</td>
<td>$104.37</td>
<td>$834.96</td>
</tr>
<tr>
<td>Senior Personnel Security Specialist</td>
<td>$104.37</td>
<td>$834.96</td>
</tr>
<tr>
<td>Junior Personnel Security Specialist</td>
<td>$66.76</td>
<td>$534.08</td>
</tr>
<tr>
<td>Senior Screener</td>
<td>$92.95</td>
<td>$743.60</td>
</tr>
<tr>
<td>Screener</td>
<td>$77.80</td>
<td>$622.40</td>
</tr>
<tr>
<td>HSPD12-Enrollment Specialist/Fingerprint Technician</td>
<td>$66.76</td>
<td>$534.08</td>
</tr>
<tr>
<td>Program Support Specialist</td>
<td>$51.02</td>
<td>$408.16</td>
</tr>
<tr>
<td>HSPD12 Card Issuer</td>
<td>$39.57</td>
<td>$316.56</td>
</tr>
<tr>
<td>Data Entry Specialist</td>
<td>$39.57</td>
<td>$316.56</td>
</tr>
</tbody>
</table>
### PROGRAM MANAGER

**Duties.** Program Managers are experts in the business areas for which they are responsible. In addition, they are experts in various business and organization management disciplines such as finance, marketing, operations, sales, and human resources management. Furthermore, Program Managers are educated and experienced with traditional and innovative strategic planning techniques to ensure that clients receive the most efficient and effective service possible. The Program Manager plays a critical role in client interaction and team leadership.

**Qualifications and Education.** Bachelor's Degree plus 10 years' experience (or equivalent). Must be able to obtain and maintain a Secret or Top Secret clearance if required.

### PROJECT MANAGER

**Duties.** The Project Manager coordinates site project work flows, quality assessments, organizational assessments, and performance assessments. The Project Manager is a uniquely talented and experienced individual with knowledge of background screening
and suitability checks. The Project Manager plays a primary role in client interaction, project management, metrics definition, project charter, and team leadership and can be an expert in a variety of process improvement subject fields depending upon client requirements. The unique combination of skills possessed by the Project Manager is used to assure an end-to-end process system. This Project Manager is capable of evaluating, designing, and deploying effective and efficient systems leveraging the principles of organizational effectiveness into a system of people, processes, and technologies that promote effective and proactive management of the organization.

**Qualifications and Education.** Bachelor's Degree plus 8 years’ experience (or equivalent). Must be able to obtain and maintain a Secret or Top Secret clearance if required.

**SENIOR ADJUDICATOR**

**Duties.** The Senior Adjudicator adjudicates all completed investigations, reviews investigations and makes determinations as to whether sufficient data is available. The Senior Adjudicator also reviews and makes determinations on derogatory information received before and after adjudication, matches all documents with case files, creates case files where necessary, prepares and releases clearance messages, makes screening and clearance entries into the appropriate systems, prepares various correspondence and requests for additional information, conducts alcohol evaluations and mental health evaluations, prepares documentation, and provides clients with the rationale for employment/non-employment decisions.

**Qualifications and Education.** High School Diploma plus 10 years’ experience (or equivalent). Must be able to obtain and maintain a Secret or Top Secret clearance if required.

**ADJUDICATOR**

**Duties.** The Adjudicator adjudicates all completed investigations, reviews investigations,
makes determinations as to whether sufficient data is available, reviews and makes
determinations on derogatory information received before and after adjudication, matches
all documents with case files and creates case files where necessary, prepares and
releases clearance messages, makes screening and clearance entries into the
appropriate systems, prepares various correspondence and requests for additional
information, conducts alcohol evaluations and mental health evaluations, prepares
documentation and provides clients with the rationale for employment/non-employment
decisions.

Qualifications and Education. High School Diploma plus 3 years’ experience (or
equivalent). Must be able to obtain and maintain a Secret or Top Secret clearance if
required.

SENIOR INVESTIGATOR

Duties. The Senior Investigator investigates derogatory information in application
packages. The Senior Investigator uses law enforcement and local, state and federal
databases to obtain additional information on specific personnel issues. He/she
interviews personnel when applicable and conducts non-criminal security evaluation of
applicants seeking credentials necessary for employment. The Senior Investigator
implements procedures through the use of a number of public and private access
databases within employment and licensing legal parameters to ensure that persons
obtaining such credentials pose no national security or safety threat. The Senior
Investigator conducts evaluations that include making critical decisions regarding the
suitability of an applicant. The Senior Investigator documents evaluations and processes
results for disposition of applications. The Senior Investigator writes detailed and succinct
summaries of derogatory information, maintains custody of security sensitive documents,
and ensures that all documents are secured/destroyed in accordance with the established
Federal Agency's specific regulations.

Qualifications and Education. High School Diploma plus 10 years’ experience (or
INVESTIGATOR

Duties. The Investigator investigates derogatory information in application packages. He/she uses law enforcement and local, state and federal databases to obtain additional information on specific personnel issues. The Investigator interviews personnel when applicable and conducts non-criminal security evaluations of applicants seeking credentials necessary for employment. The Investigator implements procedures through the use of a number of public and private access databases within employment and licensing legal parameters to ensure that persons obtaining such credentials pose no national security or safety threat. The Investigator conducts evaluations that include making critical decisions regarding the suitability of an applicant, documents evaluations, and processes results for disposition of applications. The Investigator writes detailed and succinct summaries of derogatory information, maintains custody of security sensitive documents, and ensures that all documents are secured/destroyed in accordance with the established Federal Agency’s specific regulations.

Qualifications and Education. High School Diploma plus 3 years’ experience (or equivalent). Must be able to obtain and maintain a Secret or Top Secret clearance if required.

SPECIAL ASSISTANT/PHYSICAL SECURITY ADVISOR

Duties. Provides specialized knowledge of security system requirements and programming specifications. Recommends solutions based on customer needs and technical considerations for fee-for-service physical security business. Applies analytical expertise to assist in defining, analyzing, validating and documenting complex operating environments, states of technology and current processes. Implements a wide variety of agency-wide operational facility security policies and techniques which involve buildings and grounds, fire, safety, physical security equipment and procedures, communications, guard services, emergency planning, containment of public demonstrations and protests,
as well as coordination with local law enforcement agencies.

**Qualifications and Education.** Bachelor’s Degree plus 8 years’ experience (or equivalent). Must be able to obtain and maintain a Secret or Top Secret clearance if required.

**SENIOR PERSONNEL SECURITY SPECIALIST**

**Duties.** Screen, review, and evaluate completed "issue" and "non-issue" Reports of Investigation to include: national agency checks with inquiries (NACis), Access Nationals Agency Checks with Inquiries (ANACis), Limited Background Investigations (LBis), Minimum Background Checks (MBis), and Single Scope Background Investigations (SSBis); Identify and analyze derogatory and mitigating information; Request support documentation from applicant related to financial, criminal, or other matters, as required; Prepare detailed adjudicative analytical summaries; recommending further courses of action for processing with supporting rationale; Manage and prepare for government signature requests for additional information and Letters of Interrogatory (LOis); Manage caseload with appropriate follow-up based on government timelines; Review appeals and reconsideration requests and prepare a summary of recommended findings.

**Qualifications and Education.** Bachelor's Degree plus 2 years’ experience (or equivalent). Must be able to obtain and maintain a Secret or Top Secret clearance if required.

**JUNIOR PERSONNEL SECURITY SPECIALIST**

**Duties.** Review applicant completed EQIP forms and other related and necessary forms for the initiation of background investigations. Assist applicants with corrective action concerning completion/submission of personnel security documents. Assist customers with EQIP submissions, perform applicable entries into the PSC personnel security database, schedule fingerprint appointments if required, other clerical duties as required.
Track personnel security documents to ensure accurate processing. Mail documents and perform basic customer service administrative functions.

**Qualifications and Education.** High School Diploma plus 1 year experience (or equivalent). Must be able to obtain and maintain a Secret or Top Secret clearance if required.

**SENIOR SCREENER**

**Duties.** The Senior Screener prepares applicant files, scopes packages for accuracy and completeness, initiates status check calls to OPM, advises supervisors of problem personnel, refers individuals to client for suitability, and coordinates directly with unit officers and managers as required.

**Qualifications and Education.** High School Diploma + 1 year experience (or equivalent). Must be able to obtain and maintain a Secret or Top Secret clearance if required.

**SCREENER**

**Duties.** The Screener prepares applicant files, scopes packages for accuracy and completeness, initiates status check calls to OPM, advises supervisors of problem personnel, and refers individuals to clients for suitability.

**Qualifications and Education.** High School Diploma (or equivalent). Must be able to obtain and maintain a Secret or Top Secret clearance if required.

**HSPD12-ENROLLMENT SPECIALIST/FINGERPRINT TECHNICIAN**

**Duties.** Provide administrative and clerical support necessary to assist with daily HSPD-12 enrollment and issuance. Duties include processing HSPD-12 registrations for Federal and Contractor employees, verifying sponsorship data and enter data into database, operating live-scan fingerprint system capturing biometrical information, ability to operate HSPD-12 PIV issuance station, and escorting employees to and from building
Qualifications and Education. High School Diploma (or equivalent). Must be able to obtain and maintain a Secret or Top Secret clearance if required.

**PROGRAM SUPPORT SPECIALIST**

**Duties.** Responsible for support services in a wide area of administrative functions including calendar management, making appropriate judgment when committing Directors for an appointment/event, providing advance briefing for meetings, assist with day-to-day administrative functions in the areas of logistics, office supplies, data gathering, preparing reports, briefings, charts, directories, memoranda, letters, presentations, updating office policy and procedures, etc.

**Qualifications and Education.** Bachelor’s Degree plus 3 years’ experience (or equivalent). Must be able to obtain and maintain a Secret or Top Secret clearance if required.

**HSPD12 CARD ISSUER**

**Duties.** Provide administrative and clerical support necessary to assist with daily HSPD-12 enrollment and issuance. Duties include issuing badges and escorting employees to and from building lobby entrances and badging/enrollment offices.

**Qualifications and Education.** High School Diploma (or equivalent). Must be able to obtain and maintain a Secret or Top Secret clearance if required.

**DATA ENTRY SPECIALIST**

**Duties.** Support data entry and filing requirements for records management of personnel security files and provide other clerical duties as required. Responsible for accuracy, efficiency and retrieval of processed data. Other duties may include: Sorting all incoming mail, logging all investigation requests, badge requests, Certificates of Investigations (COI), fingerprint requests and results and investigation scheduling notices in to the

lobby entrances and badging/enrollment offices.
system of record. Perform administrative and clerical functions on a daily basis.  
Responsible for answering the office phone and taking messages when necessary. Log any missing or incomplete information for tracking purposes in to the system of record. Log incoming faxes and distributing them to the specialists and other employees when necessary. Responsible for filing on an as needed basis. 

**Qualifications and Education.** High School Diploma plus 1 year experience (or equivalent). Must be able to obtain and maintain a Secret or Top Secret clearance if required. 

**Qualifications/Education Equivalency:**
GED or vocational degree = high school diploma
AS/AA degree = two (2) years general experience
BS/BA = six (6) years general experience or AS/AA plus four years general experience
MS/MA = ten (10) years general experience, or AS/AA plus eight (8) years general experience, or BS/BA plus four (4) years general experience
Ph.D. = thirteen (13) years general experience, AS/AA plus eleven (11) years general experience or BS/BA plus seven (7) years general experience, or MS/MA plus three (3) years general experience.
Corporate Profile

Protection Strategies Incorporated (PSI) is a national security and service provider located in Knoxville, Tennessee. PSI is a recipient of the Multiple Award Schedule Contract #GS-02F-0067T. PSI holds a facility clearance, Cage Code 1JF37. PSI currently provides Pre-Employment Screening, Risk Management, National Security Consulting, Personnel Security Support, and Security and Administrative Support Services to various Federal, State and local government agencies, and to several large corporations worldwide.

PSI is a highly respected security management and support services contractor. PSI’s founders have been successfully supporting national security programs for a combined total of over 100 years. On every project, PSI management ensures outstanding results through a constant evaluation process that helps to maximize productivity while minimizing errors and costs. Collaborating with a client, PSI applies robust management and business process analysis techniques to help identify a client’s needs. PSI then crafts a comprehensive solution unique to each client’s needs to ensure mission accomplishment in timely and cost-effective manner.
Our Mission

PSI is committed to becoming the leading provider of national and international security needs with our unprecedented commitment to delivering the *Highest Standards of Quality Services* by adhering to the following principles:

- **PSI** offers exceptional support services at low competitive rates on a wide range of security disciplines; resulting in some of the industry's most competitive rates and comprehensive programs.

- **PSI** retains the security industry's most respected subject matter experts through an established working environment that nurtures creativity and innovation among its employees; encourages promotion from within; and offers comprehensive, competitive benefits, resulting in an outstanding rate of employee retention.

- **PSI** carefully ensures the recruitment of a highly qualified diverse staff, to include women and minorities; requires all technical staff to maintain a top level federal security clearance (relative to specific contract requirements); and provides seasoned professionals in all security disciplines to our customers.
**Competitive Advantage**

PSI employs a staff of highly skilled, seasoned security experts. Each professional staff member possesses an impressive background in safeguards and security, background investigations, protective force services, project management, and security operations management. PSI’s core corporate staff have over 100 years of combined national level security services experience performing personnel security background investigations and adjudications; chemical/biological countermeasures, weapons of mass destruction, and emergency/contingency planning; analyzing risks, assessing areas of vulnerability, and advising necessary actions to both government and commercial clients.

PSI’s operations personnel are experienced professionals at providing accurate information quickly, maintaining privacy, security and confidentiality at all times. PSI staff has extensive experience and is highly regarded in the area of assessing and ensuring compliance expertise with local, State and Federal regulations. Our corps of security experts are veterans with years of experience with the Department of Defense, Department of State, and the Department of Energy. All PSI technical personnel hold a DOE 'Q' security clearance and/or a DOD "Top Secret" security clearance. Our subject matter experts have conducted airport, seaport, and rail station assessments, other critical transportation node vulnerability assessments, and validation of readiness through "credible adversary" performance testing, both nationally and abroad. PSI’s "adversary perspective" is unique and complements the traditional protection program methodologies. Historically, security planners identify what constitutes their "core assets" and then design its security in layers outward from those assets. PSI’s Credible Adversary Specialists identify targets that are the most attractive to a variety of diverse adversary sets, establish potential adversary paths and penetration techniques likeliest to be used, and outline security measures and actions that will reduce or eliminate the risk of adversary success to acceptable limits.
This "outside the box" approach is not designed to replace traditional security planning, but provides an additional tool that can be utilized to increase the success of the overall protection program planning effort.

**PSI** has successfully applied this technique in overseas security risk assessments for government and commercial industries, airport and nuclear facility vulnerability assessments, security systems requirements assessments, "live" adversary penetration-of-systems performance tests, and in "tabletop" scenarios.

**PSI** specializes in providing integrated, multi-disciplinary security services to Government and commercial clients. **PSI** has participated in the development and validation of Continuity of Operations Plans (COOP) for various government agencies. **PSI** is widely recognized for comprehensive protection programs that integrate physical, technical, information, operations, personnel, computer, and communications security disciplines. In planning, implementing, or evaluating protection programs, **PSI** uses threat and vulnerability modeling methodologies, cost-benefit analysis, and other risk management tools to optimize cost effectiveness. **PSI** has extensive experience in developing threat models for physical and cyber terrorist threats, terrorists using weapons of mass destruction, technical attacks, and operations security (OPSEC) vulnerability assessments. **PSI** personnel have developed, assisted in and assessed large scale, multi-agency emergency management exercises. These exercises have included scenarios involving weapons of mass destruction in forms ranging from improvised explosive radiological devices to full scale nuclear attacks.

**PSI** also provides technical security services as a part of an integrated information assurance program. This includes identification and characterization of methods of compromising infrastructure system components and identifying successful attacks. As part of this activity, **PSI** is responsible for identifying vulnerabilities and attack signatures.
PSI’s proven expertise in all areas of security, safety and other related fields provides clients a convenient, comprehensive approach to addressing all their security service’s needs.

Specialized Experience

Pre-Employment Screening - Background and Suitability Checks

PSI performs pre-employment screening, conducting background and suitability checks to ensure that candidates for employment in Federal buildings do not have connections to groups detrimental to the security of the United States, or individual characteristics or backgrounds that would pose a risk to the Federal Government or other employees. The applicant’s background is reviewed in accordance with applicable local, state and Federal laws using numerous public, law enforcement and other government databases. Reviews include verification of previous employers; salary histories; criminal records checks; education verification; reference checks; professional license verification; residence verification; family and neighbor verification; and credit history checks. All investigative activities are conducted in compliance with the Fair Credit Report Act.

The results of investigations are compared to the standards contained in Title 46 of the Code of Federal Regulations, Subchapter B, and/or OPM guidance, and a recommendation is made to the Government as to whether or not employment or access should be granted. If derogatory or potentially disqualifying information is uncovered, that information is completely investigated prior to making a recommendation to the Government.

Vulnerability Assessments

In response to the terrorist attacks of September 11th, 2001, the Center for Chemical Process Safety (CCPS) determined that there was an urgent need for the chemical industry to review its infrastructure and identify and mitigate potential vulnerabilities. PSI
assisted the CCPS in developing a uniform, effective, and common vulnerability assessment methodology. **PSI** was selected because of our extensive background in national level vulnerability assessment methodologies and risk management programs dealing with terrorism, terrorist capabilities, and weapons of mass destruction. As a result, the CCPS developed a new guidelines book (co-authored by **PSI** staff), titled: Guidelines for Managing and Analyzing the Security Vulnerabilities of Fixed Chemical Sites.

**PSI** personnel are certified to conduct Vulnerability and Risk Assessments for designated critical infrastructure facilities. **PSI**'s security professionals are certified in the Community Vulnerability Assessment Methodology (CVAMSM) developed by Sandia National Laboratory. **PSI** staff uses CVAM as a systematic process to assist communities in assessing threat, prioritizing targets, identifying consequences, assessing completeness and effectiveness of security systems, and to provide decision makers with the information necessary to make informed decisions on effective use of resources to address vulnerabilities and mitigate risks.

Key components of an assessment include:

- Identifying threats and critical facilities;
- Determining how facilities are vulnerable to identified threats;
- Providing mitigation strategies, security system designs, and security enhancement planning;
- Community Vulnerability Assessment Methodology (CVAMSM) Risk Assessment Methodology - Water (RAM-W);

In summary, our collective corporate experience coupled with our past performance
record, contract security knowledge, and our continuing relationships and contacts within the security field, provide us with a formidable history in the security services and law enforcement industry.

**Safeguards & Security and Emergency Planning**

- National Security Policy Analysis and Development
- Protection Program Planning and Management
- Vulnerability and Risk Assessment
- Physical Security Systems Design/Assessment
- Protection System Performance Testing
- Personnel Security Administration & Adjudication
- Threat Assessments, Operations Security, and Counterintelligence
- Nuclear Material Control and Accountability (MC&A)
- Property Protection, Control, Accountability
- Oversight Audits, Surveys, Inspections
- Exercise Planning, Conduct and Assessment
- Continuity of Operations (COOP)
- Continuity of Government
- Intelligence and Counterintelligence Support

**Critical Infrastructure Protection & Information Assurance**

- Threat Analysis
- Vulnerability Assessments
Pathway Analysis & Remediation Plans

Mission Essential Processes Definition

Mitigation Strategies to Deter Successful Infrastructure Attacks

Minimum Essential Infrastructure Assessment

Response and Reconstruction Plans in the Event of a Successful Infrastructure Attack

Protective Force Operations & Special Services Support

- Protective Force Management
- Security Staffing and Development
- Security Force Planning and Training
- Alarm Station Monitoring
- Incident Reporting
- Credible Adversary Perspective Analysis
- Special Protection and Recovery Operations
- Business Process Analysis
- Industrial Security
- Facilities Security
- Counter Terrorism
- Special Operations
SINS/NAICS CODES

561611 - HR Support: Pre Employment Background Investigations

CERTIFICATIONS

GSA Federal Supply Schedule Contracts:

Contract Number GS-07F-0442N

Contract Number GS-10-F-0369M

Contract Number GS-02F-0067T

Cage Code - 1JF37

Guard Services: FSC Group S206
CLIENTS
Department of Energy
Department of State
United States Coast Guard
Department of Defense
Health & Human Services
Dept. of Homeland Security
Defense Logistics Agency
Dept. of Veterans Affairs
Department of Transportation
Food and Drug Administration
Bureau of the Census
National Nuclear Security Administration
NASA
Department of Justice
Environmental Protection Agency
National Credit Union Administration
Tennessee Valley Authority