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GENERAL SERVICES ADMINISTRATION
Federal Supply Service

Authorized Federal Supply Schedule Price List

On-line access to contract ordering information, terms and conditions, up-to-date pricing, and the option to create an electronic delivery order are available through GSA Advantage!, a menu-driven database system.
The INTERNET address GSA Advantage! is: GSAAdvantage.gov.

Schedule title 69. Training Aids and Devices: Instructor-Led Training; Course Development, Test Administration; Training Media; Corecontracting Curriculum (GS 1102)
Contract number GS-02F-0127S

For more information on ordering from Federal Supply Schedules click on FSS Schedules button at fss.gsa.gov.
Contract period April 10, 2006 to April 9, 2011.

Kenneth Sudol & Associates, Inc.
101 E. Main Street, P.O. Box 128

Pilot Mountain, NC 27041-0128

Phone: (336) 368-9500

Internet: kennsudol@cs.com
Website: www.securityinstruction.com
Business size:  Small Veteran owned business, Hub Zone small business
CUSTOMER INFORMATION

1a. Special Item Number Awarded: 27-400

1b. Identification of the lowest priced model number and lowest unit price for that model for each special item number awarded in the contract.  This price is the Government price based on a unit of one, exclusive of any quantity/dollar volume, prompt payment, or any other concession affecting price.  Those contracts that have unit prices based on the geographic location of the customer, should show the range of the lowest price, and cite the areas to which the prices apply. (Please refer to GSA price list)
1c. If the Contractor is proposing hourly rates, a description of all corresponding commercial job titles, experience, functional responsibility and education for those types of employees or subcontractors who will perform services shall be provided.  If hourly rates are not applicable, indicate “Not applicable” for this item. Hourly rates not applicable
2. Maximum order $1,000,000.00

3. Minimum order $100.00

4. Geographic coverage are FOB Destination, domestic and overseas delivery.
5. Pilot Mountain, NC 27041

6. Awarded prices and discounts received by GSA are based upon Kenneth Sudol & Associates, Inc.’s commercial price list, effective, January 1, 2006 (offered to all customers). Prices shown herein are net (Discount deducted)
7. Quantity discounts. Please refer to GSA price list
8. Net 30 Days

9a. Kenneth Sudol & Associates, Inc. accepts Government purchase cards at or below the micro-purchase threshold.
9b. Kenneth Sudol & Associates, Inc. accepts Government purchase cards at or above the micro-purchase threshold.

10. Foreign items. Not applicable
11a. Time of Delivery. Not applicable

11b. Expedited Delivery. Not applicable

11c. Overnight and 2-day delivery. Not applicable

11d.  Urgent Requirements. When the Federal Supply Schedule contract delivery period does not meet the bona fide urgent delivery requirements of an ordering agency, agencies are encouraged, if time permits, to contact the Contractor for the purpose of obtaining accelerated delivery.  The Contractor shall reply to the inquiry within 3 workdays after receipt.  (Telephonic replies shall be confirmed by the Contractor in writing.)  If the Contractor offers an accelerated delivery time acceptable to the ordering agency, any order(s) placed pursuant to the agreed upon accelerated delivery time frame shall be delivered within this shorter delivery time and in accordance with all other terms and conditions of the contract. Not applicable

12. FOB destination

13a. Kenneth Sudol & Associates, Inc.
        P.O. Box 128

        Pilot Mountain, NC 27041-0128

13b. For supplies and services, the ordering procedures, information on Blanket Purchase Agreements (BPA’s) are found in Federal Acquisition Regulation (FAR) 8.405-3. 

14.  Kenneth Sudol & Associates, Inc.
        P.O. Box 128

        Pilot Mountain, NC 27041-0128

15. Warranty provision. Not applicable

16. Export packing charges, if applicable. Not applicable
17. Terms and conditions of Government purchase card acceptance (any thresholds above the micro-purchase level). Kenneth Sudol & Associates, Inc. accepts Government purchase cards with no thresholds above the micro-purchase level and no special terms or conditions.
18. Terms and conditions of rental, maintenance, and repair (if applicable). Not applicable
19. Terms and conditions of installation (if applicable). Not applicable
20. Terms and conditions of repair parts indicating date of parts price lists and any discounts from list prices (if applicable).  Not applicable
20a. Terms and conditions for any other services (if applicable).  Not applicable

21. List of service and distribution points (if applicable). Not applicable
22. List of participating dealers. Not applicable
23. Preventive maintenance (if applicable). Not applicable
24a. Special attributes such as environmental attributes (e.g., recycled content, energy efficiency, and/or reduced pollutants). Not applicable
24b. If applicable, indicate that Section 508 compliance information is available on Electronic and Information Technology (EIT) supplies and services and show where full details can be found (e.g. contractor’s website or other location.)  The EIT standards can be found at : www.Section508.gov/. Not applicable
25. DUNS Number: 01-568-0226

26. Kenneth Sudol & Associates, Inc. is currently registered in the Central Contractor Registration (CCR).

	GSA Schedule Price List

	Course Title
	Duration
	Tuition Per 
Person
	On-Site Fee
(For Up To 
25 Attendees)
20% Basic Discount

	Advanced Personnel Security Adjudication
	3 days
	$625
	$7,900

	Advanced Personnel Suitability Adjudication
	3 days
	$625
	$7,900

	Anti-Terrorism/Individual Awareness
	3 days
	$625
	$7,900

	Basic Crime Scene Investigation
	5 days
	$695
	$9,600

	Computer Security
	3 days
	$625
	$7,900

	Crisis Action Management/ Continuity of Operations
	3 days
	$625
	$7,900

	Government Personnel & the NISP
	2 days
	$575
	$7,400

	Information Security Program
	3 days
	$625
	$7,900

	Introduction to Interviewing Techniques
	2 days
	$575
	$7,400

	JCAVS/JPAS Training for Security Professionals
	2 days
	$575
	$7,400

	JCAVS Level 7 User
	2 hours
	$99
	$2,000

	JCAVS Level 8 User
	2 hours
	$99
	$2,000

	JCAVS Level 10 User
	2 hours
	$99
	$2,000

	JCAVS Update
	2-8 hours
	$99 to $295
	$2,000 to $4,000

	Personnel Security Management
	2 days
	$575
	$7,400

	Personnel Security and Suitability Adjudication
	4 days
	$695
	$9,600

	Personnel Suitability Adjudication
	3 days
	$625
	$7,900

	Preventing a Violent Act in the Workplace
	1 day
	$295
	$4,000

	Security Specialist Course
	4 days
	$695
	$9,600


Advanced Personnel Security Adjudication

This course is designed to educate personnel security adjudicators in the advanced skills required to make final adjudicative determinations for security eligibility and administer due process procedures when necessary. 

The course is a student oriented course building upon the knowledge and lessons learned in the Personnel Security and Suitability Adjudication Course. The course covers those cases and issues that an adjudicator will encounter during their career. The determinations are based on review of Personnel Security Investigations containing significant derogatory information, and provides and in-depth study of adjudication policy guidelines and the basis for and application of due process procedures in unfavorable personnel security determinations. Emphasis on evaluating and resolving complex multiple and sensitive issue cases, and the actions and related requirements involved. 

The student will learn: 

· to identify and adjudicate significant derogatory information in cases during initial, post-adjudicative and reconsideration reviews 

· how to prepare Statement of Reasons (SOR), review replies to SOR and make final determinations; 

· when to request additional information, to include any medical evaluation necessary 

Course Length: 3 days

Prerequisites: Attendees must have successfully completed the Personnel Security & Suitability Adjudication Course to be eligible
     Advanced Personnel Suitability Adjudication

This course is designed to educate personnel suitability adjudicators in the advanced skills required to make final adjudicative determinations for trustworthiness eligibility and administer due process procedures when necessary. 

The course is a student oriented course building upon the knowledge and lessons learned in the Personnel Security and Suitability Adjudication Course. The course covers those cases and issues that an adjudicator will encounter during their career. The determinations are based on review of Personnel Investigations containing significant derogatory information, and provides and in-depth study of adjudication policy guidelines and the basis for and application of due process procedures in unfavorable personnel suitability determinations. Emphasis on evaluating and resolving complex multiple and sensitive issue cases, and the actions and related requirements involved. 

The student will learn: 

· to identify and adjudicate significant derogatory information in cases during initial, post-adjudicative and reconsideration reviews 

· how to prepare Statement of Reasons (SOR), review replies to SOR and make final determinations; 

· when to request additional information, to include any medical evaluation necessary 

Course Length: 3 days
Prerequisites: Attendees must have successfully completed the Personnel Security & Suitability Adjudication Course to be eligible.
Anti-Terrorism/Individual Awareness
This course is designed to teach individuals and organizations how to minimize their vulnerability to Crime, Foreign Intelligence Services (FIS), and Asymmetrical Terrorist Threats. You will learn to identify and recognize developing situations. Once a threat is identified you will learn what you should do to protect yourself and /or your family and organization. This course provides a solid platform as the first of two courses designed to enhance the full spectrum of sound responses for individuals and organizations to *harden* their physical security and build sophisticated, and effective Crisis Action Management. This course is a combination of instructor briefings, video presentations, group discussions, and practical exercises.

The Student Will Learn:
· The meanings of subversion, espionage, anti-terrorism, counter-terrorism, intelligence and counter-intelligence 

· The full spectrum of threats they need to be aware of (International, Domestic, and Narco terrorist/groups and Criminal Activity) 

· Current Tactics, Techniques and Procedures (TTP*s) of Foreign Intelligence Services (FIS) 

· How to identify individual and organizational vulnerabilities 

· How to minimize the foreign travel threat and vulnerability concerns 

· Protection and protective measures for individuals and their families 

· Who to notify if approached or witness threat activity. 

Course length:  3 days
Basic Crime Scene Investigation


This class will provide a better understanding of proper and efficient forensics procedures.  Participation in this class will have a positive impact in the cases you work.  Teamwork, proper collection, preservation and processing evidence correctly are the keys to a successful investigation leading to a conviction.
The main objective by the end of this class is for the student to possess the knowledge and basic skills to feel confident in processing a crime scene on their own.  The student will be able to perform a crime scene search and process the scene with little or no contamination to the scene and any evidence that may be present.  The student will be able to perform all the photography and basic processing of the scene to obtain the best results possible.  The student will be able to determine the evidentiary value, if any, of various items which may be present at a crime scene.
There will be several hands-on procedures (sample crime scenes) as well as group presentations of the work performed in class in order to enhance skills and instill confidence.
Specific areas covered in class will include:
· Discussion of the importance of the first responding officer in securing the scene as quickly as possible; 

· How to determine the size of the scene, whether there are multiple scenes or possibly more than one scene within the scene; 

· Learning the basic three phases of working a crime scene: 

· Initial walk through 

· Collection 

· Final phase 

· Proper photography skills; 

· The importance of documentation and reporting; 

· Collection procedures and preservation of different types of evidence, and the importance of maintaining chain of custody; 

· Crime scene sketches: 

· Rough sketch 

· Final sketch 

· Types of evidence and how to determine if it should be considered evidence and why; 

· What to process on scene and what to take with you to process at the lab and why; 

· Field tests -- can they be used in court and why; 

· The Medical Examiner’s role in a death investigation. 

Course length:  5 days
Computer Security
This course is designed to give the student a solid understanding of the many threats that exist today in the world of computer technology, as well as the policies and protective measures to detect and counteract those threats.  This course will provide an in-depth overview of Computer Security for all government and contractor professionals involved with computer security for their agency or company.  This course is a combination of instructor briefings, video presentations and group discussions. 
The Student Will Learn:
· The Foundations of Computer Security; 

· The Threats and Vulnerabilities; 

· The Management’s Roll (to include Risk Management, Policies and procedures); 

· Business Continuity Planning; 

· Disaster Recovery; 

· Vulnerability Assessment and Intrusion Detection systems; 

· Auditing; 

· Physical Security; 

· Encryption; 

· Virus/Malicious Logic, and more. 

Course length:  3 days
Crisis Action Management/
Continuity of Operations
This course is designed to provide organizations with the development of a Crisis Action Management/ Continuity of Operations Program. If you were forced to relocate your operation NOW, could you do it and provide for continuous operations? By looking at the full spectrum of how events can impact an agency or organization this training will provide the unique tools and skill bases required to insure continued effectiveness of the organization*s mission. This course is a combination of instructor briefings, video presentations, group discussions, and practical exercises.
The Student Will Learn:
· How to Implement an Anti-Terrorism/ Individual Awareness program which increases situational awareness of threats and reactions to a crisis by both full and part time personnel 

· How to establish a process and delineate responsibility for receipt, assessment, and dissemination of real time threats 

· How to establish Continuity of Operations (COOP) Plan, development of Budget/Manpower 

· Requirements, Barrier Plan concepts and techniques, training Security Force and Reaction team, and liaison with law enforcement Authorities 

Course length:  3 days
Government Personnel
& the NISP
 

This course is designed to take the student from start to finish through the National Industrial Security Program (NISP) as it relates to government involvement. It examines and explains the requirements for security of classified information released to industry from the issuance of a classified bid packet, through the completion of the classified contract. The responsibilities of program managers, contracting officers and security personnel are discussed throughout the class.
Topics Include:
· History and overview of the NISP 

· Responsibilities of the various government officials concerning the program and classified contracts 

· Process of bringing contractors into the program 

· Computers and contractors; Chapter 8 overview 

· Classification management issues within the NISP 

· In-depth review and group discussion of the DD Form 254 

Target Audience: Government and Contractor employees who are involved in issuing classified contracts, preparing or reviewing DD254s and/or preparing classification guidance.

Course Length:   2 days
          Information Security Program 

This three-day course provides a working knowledge of the Executive Branch's Information Security Program that safeguards classified national security information.  Recommended for security managers who work with classified information in any way, to include administrative and technical personnel; security professionals and others who affect the quality of classification management and declassification within their organizations.
Topics include an overview of EO 12958 and its implementing directives; details on ISOO, ISCAP and ISPAC responsibilities as defined in the Executive Order and an in-depth discussion of: 
· 
an organization's responsibilities to include education 
and training; 

· the concepts and policies for proper classification
management to include the decision process for 
original and derivative classification; 
· requirements and techniques for development of
classification and declassification guides; 

· systems and processes for downgrading and 
declassifying information; 
· procedures for safeguarding classified information 
against unauthorized disclosure; and 
· how to mark classified materials. 
Course Length: 3 day 
Prerequisites: None 

Introduction to Interviewing Techniques
This course is designed to provide a general overview of the skill of conducting interviews for personnel security or suitability purposes.  It is designed for government and private industry personnel whose duties require conducting interviews of persons being considered for a position of trust or for access to classified information. 

The course covers the process of conducting personnel security interviews and reporting the results of the interviews.  The main emphasis is on conducting Subject interviews both for screening purposes and to resolve a known or developed issue.  The course will cover adjudicative criteria in terms of development of all information necessary to resolve an issue.
This course is intended for Federal, State and Local government agencies, contractors and private companies with personnel assigned to perform personnel security or suitability interview type functions.
Course Length:  2 days
Prerequisites:  None.
JCAVS/JPAS Training for
Security Professionals
Attendees will receive an overview of the Joint Personnel Adjudication System (JPAS) and a detailed explanation of its subsystem, the Joint Clearance and Access Verification System (JCAVS). JCAVS is the system of record for the DoD and is used by DoD Personnel, Personal Security Managers (PSMs) and Facility Security Officers (FSOs) as well as related security professionals.
A detailed explanation of each JCAVS screen and its related functions will be demonstrated with real world examples and demonstrations. In addition to how PSMs and FSOs will use the system to administer personnel eligibility, access, investigations, visits and related processes.
Course emphasis:
· Real world examples 

· Demonstrations 

· Navigating JCAVS 

· Step-by-step explanations  

· Problem solving skills 

· Ethics 

· Self-audit procedures 

· Electronic Questionnaire for Investigations Processing (e-QIP) 

· JCAVS Account Management 

Each attendee will leave the training with the skills required to work in JCAVS.
Clearance Requirement: Minimum of an interim SECRET CLEARANCE with an open investigation, based on a ANACI investigation. Eligibility will be verified on JPAS.
Course length:  2 days
JCAVS Level 7 User
Attendees will receive Training on the available functions for level 7 users.  They will learn how to use JCAVS to find a visit request and determine a visitor’s access level.  Current DoD visit request requirements will be reviewed. An emphasis will be placed on the legal and ethical responsibilities.
Course emphasis:
· Navigating JCAVS  

· JCAVS and its function for level 7 

· Real world examples 

· Demonstrations 

· Step-by-step explanations  

· Problem solving skills 

· Ethics 

ach attendee will leave the training with the skills required to work in JCAVS.
Clearance Requirement: Minimum of an interim SECRET CLEARANCE with an open investigation, based on a ANACI investigation. Eligibility will be verified on JPAS.
Course length:  2 hours
Prerequisites:  Must be eligible for access to JCAVS
JCAVS Level 8 User
Attendees will receive Training on the available functions for level 8 users.  They will learn how to use JCAVS to find a visit request and determine a visitor’s Non-SCI and SCI access level.  Current DoD visit request requirements will be reviewed. An emphasis will be placed on the legal and ethical responsibilities.
Course emphasis:
· Navigating JCAVS  

· JCAVS and its function for level 8 

· Real world examples 

· Demonstrations 

· Step-by-step explanations  

· Problem solving skills 

· Ethics 

Each attendee will leave the training with the skills required to work in JCAVS.
Clearance Requirement: Minimum of an interim SECRET CLEARANCE with an open investigation, based on a ANACI investigation. Eligibility will be verified on JPAS.
Course length:  2 hours
Prerequisites:  Must be eligible for access to JCAVS
JCAVS Level 10 User
Attendees will receive Training on the available functions for level 10 users.  They will learn how to use JCAVS to find a visit request and determine a visitor’s access level.  Current DoD visit request requirements will be reviewed.  Level 10 users will learn how to send visit requests over JCAVS.  An emphasis will be placed on the legal and ethical responsibilities.
Course emphasis:
· Navigating JCAVS  

· JCAVS and its function for level 10 

· Real world examples  

· Demonstrations 

· Step-by-step explanations  

· Problem solving skills 

· Ethics 

Each attendee will leave the training with the skills required to work in JCAVS.
Clearance Requirement: Minimum of an interim SECRET CLEARANCE with an open investigation, based on a ANACI investigation. Eligibility will be verified on JPAS.
Course length:  2 hours
Prerequisites:  Must be eligible for access to JCAVS
JCAVS Update
Attendees will receive an overview of the latest developments and issues in JCAVS.
Course emphasis:
· New links 

· Changes in JCAVS 

· Real world examples 

· Demonstrations 

· Step-by-step explanations 

· Problem solving skills 

· Recent problems and resolutions 

Each attendee will leave the training with the skills required to work in JCAVS.
Clearance Requirement: Minimum of an interim SECRET CLEARANCE with an open investigation, based on a ANACI investigation. Eligibility will be verified on JPAS.
Course length:  2 to 8 hours
Prerequisites:  Must be eligible for access to JCAVS
       Personnel Security Management

This course addresses the management practices and procedures required to administer the Personnel Security Program from beginning to end, from properly filling out the initial Personnel Security forms to avoid rejections, to the final security clearance or trustworthiness decisions.
Students will learn: 

· How to manage the Personnel Security Program; 

· The adjudication guidelines; 

· How to review and evaluate the contents of investigative request packages; 

· How to control investigative reports; 

· How to determine requirements of granting security clearances; 

· The continuous evaluation program and how to suspend access to sensitive information; 

· How and when to grant temporary security clearances; and 

· The due process procedures 


Course Length: 2 days 
Prerequisites: None, however attendees should have a basic working knowledge of the personnel security program.
   Personnel Security & Suitability Adjudication

This course is designed to train and educate Federal Government and contractor personnel performing as adjudicators or performing adjudicative-type functions at all grade levels, in the basic purpose, intent, procedures and application of the Personnel Security  and Personnel Suitability Adjudication Programs in reaching potential security and trustworthiness determinations. 

This course covers suitability determinations for Federal Government employment and contracting, under the Code of Federal Regulations 5CFR731, and for security clearance determinations under the Federal Adjudication Guidelines mandated by E.O. 12968.  Students must demonstrate fundamental ability to research, analyze, weigh, decide and act on given security and suitability information. Because this course is designed to teach the skills necessary to adjudicate in a Security Office, Human Resource office or Adjudication Facility, it relies on practical exercises in class. These practical exercises help in the primary functions of the adjudicator in identifying personnel security and suitability issues and making determinations in more frequent issues encountered by them. 

Students will learn: 

· the role of the adjudicator along with investigative counterintelligence, personnel and law enforcement agencies in personnel security; 

· the process for making a personnel security or suitability determination; 

· policy guidelines and their application in classroom cases; 

· to identify basic issues requiring further investigation or determination; 

· the actions involved in unfavorable determinations; 

· how to adjudicate cases for security clearance eligibility under E.O. 12968 and the Adjudication Guidelines; 

· how to adjudicate cases for suitability for employment under 5CFR731; 

· what Due Process is and when it is initiated; 

· how to adjudicate all investigative files objectively without bias; 

· how to read a Credit Report. 

Course Length: 4 days 
Prerequisites: None, however it is desirable that attendees have a basic working knowledge of the personnel security or personnel suitability program.
    Personnel Suitability Adjudication

This course is designed to train and educate federal government and contractor personnel performing as adjudicators or performing adjudicative-type functions at all grade levels, in the basic purpose, intent, procedures and application of the Personnel Suitability Program in reaching potential trustworthiness determinations.
Students will:
· receive an overview of the Personnel Suitability Program;
· learn the proper procedures for controlling investigative reports and privacy protected information; 
· learn how to review and evaluate information in investigative request packages prior to and after completion of the investigation; 
· learn what the Continuous Evaluation Program is and what actions must be taken by federal agencies; 
· learn how to summarize and report information received by any form; and 
· learn how to apply the suitability adjudication standards of OPM 5CFR731.
A basic working knowledge of the personnel suitability program by attendees is desirable but not mandatory.  The course includes hands on case work involving suitability issues in class.

Course Length: 3 days 
Prerequisites: None, however attendees should have a basic working knowledge of the personnel suitability program.
Security Specialist Course
This comprehensive course is primarily designed for the individual who has been assigned responsibility for the protection of classified holdings/information and has little or no experience in the security field. However, it can also serve as a refresher course for someone who has been functioning as a Security Specialist for a while or who is preparing for the NCMS ISP exam. This course is also very beneficial to a manager who is responsible for the supervision of Security Specialists but is not a seasoned security professional him/herself.
The Student Will Learn:
· Over 300 security terms and concepts 
· The governing regulations for the protection of national security (classified) information 

· The theory and practical application of original and derivative classification 

· The three declassification methods 
· How to properly mark classified materials 

· The difference between Collateral, Special Access, and SCI information and protection requirements for each 

· How to mark, store, and protect NATO, FGI, RD, FRD, and CNWDI information 

· Resources and support available to the Security Specialist 

· Control and accountability of classified materials 

· Requirements for classified materials storage 

· Classified materials transmission requirements 

· Procedures for the proper disclosure of classified information 

· Security procedures and things that can go wrong during classified visits and meetings 

· Procedures and things to be concerned about when reproducing classified documents 

· Disposition and retention of classified materials 

· Special construction requirements for Controlled Areas 

· Requirements for Intrusion Detection Systems and an explanation of how they work 

· How to conduct an effective administrative inquiry in response to a security violation 

· Protecting FOUO and other sensitive but unclassified information 

· Implementing an effective security education and training program 

· How to “juice up” the required security briefings that must be periodically given to cleared employees 

·  How to properly generate a Contract Security Classification Specification (DD Form 254) 
· The 5-step OPSEC process and why it is so important today 

· Requirements for access to classified information 

· The three standards for investigations 

· How the Security Specialist can expedite the background investigation 

· Understanding the adjudication process and the adjudicative guidelines and why they are so important to getting your employees cleared 

· How to give an effective initial security briefing that will impress the newly-cleared employee 

· The importance and content of the SF312 Non-Disclosure Agreement 

· Security Specialist requirements relative to “continuous evaluation” of cleared personnel 

· Information the Security Specialists must report to their CSO 

· Information systems (IS) security terminology and concept of operations 

· Roles and responsibilities relative to IS Security 

· Software, hardware, and maintenance concerns when using IS approved for classified processing 

· Confidentiality, integrity, and availability requirements for IS Systems and information 

· How Protection Levels are determined and how they drive the required technical countermeasures 

· Why the Security Specialist should fear network contaminations 

· Laptop and internet security concerns 

· Counterintelligence and the Threat 

· Threat reporting requirements for the Security Specialist 

· Technologies targeted by the Threat 

· How to recognize collection methodologies used by the Threat 

· The Threat from the cleared insider and how the Security Specialist can mitigate this Threat 

· Lessons learned from studying espionage incidents in last five years 

· The Threat from emerging information technologies and countermeasures 

· Signs of possible targeting of your facility by terrorist organizations 

· Implementing an effective self-inspection process 

This course is a combination of instructor briefings, video presentations, group discussions, and practical exercises. Upon completion of this course, the Security Specialist will clearly understand his/her security responsibilities as dictated by the national regulations and will have a well-rounded familiarity with most aspects of protection of classified and sensitive but unclassified information.
Course length:  4 days
Preventing a Violent Act in the Workplace
This course is designed for the human resource or security professional that is tasked with or responsible for ensuring the workplace is protected from the occurrence of a violent incident.  This is a very informal class where participation and sharing on the part of the students are encouraged. Upon completion of this course, the student will understand the profile of a potentially violent employee, the underlying factors that can cause an individual to commit a violent act, and techniques and measures that can be implemented to reduce the chances of a violent act in his/her workplace.   
Specific topics that will be presented include:
· Defining workplace violence 

· Understanding the underlying factors contributing to workplace violence 

· Tangible and intangible costs associated with workplace violence 

· Types of workplace violence 

· Workplace violence trends and high risk occupations and industries 

· Organizational factors that can trigger workplace violence 

· Personal and societal factors that can trigger workplace violence 

· The 10 risk factors associated with workplace violence 

· Conflict and anger management 

· Profile of a potentially violent employee 

· Dealing with an angry or hostile individual 

· Stress as a cause of workplace violence 

· The connection between substance abuse and workplace violence 

· Recognizing the signs of domestic violence 

· Enhancing your personal safety at work 

· Your legal obligation to provide a safe working environment 

· Protecting your "Gatekeeper" 

· Security measures to implement inside and outside facilities 

· How supervisors can prevent workplace violence 

· Principles of an effective workplace violence prevention policy 

· Establishing a workplace violence prevention planning team 

· Implementing preventive measures to mitigate the violence threat 

· Accomplishing employment terminations with reduced threat of violence 

· Reporting incidents and potential problems 

· Preparing an Incident Management Plan 

· Organizational recovery from a violent incident 

Course length:  1 day (for on-site presentations the duration can be customized to fit your specific needs)
 Kenneth Sudol & Associates, Inc.
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