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GENERAL SERVICES ADMINISTRATION

FEDERAL SUPPLY SERVICE

AUTHORIZED FEDERAL SUPPLY SCHEDULE PRICE LIST

SCHEDULE 084 – TOTAL SOLUTIONS FOR LAW ENFORCEMENT, SECURITY, FACILITY MANAGEMENT SYSTEMS, FIRE, RESCUE, SPECIAL PURPOSE CLOTHING, MARINE CRAFT AND EMERGENCY/DISASTER RESPONSE
FSC GROUP 84,

LAW ENFORCEMENT & SECURITY EQUIPMENT

The Densus Group, LLC
3100 Independence Pkwy, Suite 311-370

Plano, TX 75075-9152 

Phone: (866) 440-7515   
Fax: (214) 550-2565       

http://www.densusgroup.com
Contract Administrator: Bart Kohler
Email: bart.kohler@densusgroup.com
CONTRACT NUMBER:  GS-07F-0498U

PERIOD COVERED BY CONTRACT:

August 5, 2008 through August 4, 2013

BUSINESS SIZE:

Small Business

 Pricelist current through Modification ________, dated ___________.
On-line access to contract ordering information, terms and conditions, up-to-date pricing, and the option to create an electronic delivery order are available through GSA Advantage! (, a menu-driven database system.  The Internet address for GSA Advantage! ( is http://www.fss.gsa.gov.

For more information on ordering from Federal Supply Schedules click on the FSS Schedules button at http://www.fss.gsa.gov.

Contract Terms and Conditions

1a.
AUTHORIZED SPECIAL ITEM NUMBER (SIN):


SIN


DESCRIPTION



246-52/246-52RC
Professional Security/Facility Management Services
1b.  
SERVICES OFFERED:



SIN


DESCRIPTION



*246-52/246-52RC
Professional Security/Facility Management Services




*See labor category descriptions Page 5

2. MAXIMUM ORDER PER SIN: 



SIN




MAXIMUM ORDER



246-52/246-52RC

$200,000 per SIN/Order



This maximum order threshold is a dollar amount at which it is suggested that the 
ordering agency request higher discounts from the contractor before issuing the order.  The contractor may: (1) Offer a new lower price, (2) Offer the lowest price available under the contract, or (3) Decline the order within five (5) days.  In accordance with the Maximum Order provisions contained in the Schedule, a delivery order may be placed against the Schedule contract even though it exceeds the maximum order threshold.

3.

MINIMUM ORDER LIMITATION: None
4. GEOGRAPHIC COVERAGE (DELIVERY AREA): Domestic, 48 contiguous states, Washington D.C., and Point of Embarkation to Nearest Coast for Alaska, Hawaii, Puerto Rice, and US Territories.

5. POINT OF PRODUCTION: Not Applicable - Services
6.
BASIC DISCOUNT: Prices listed are net, discounts have been deducted and the industrial funding fee has been added.

7.
QUANTITY DISCOUNT: None
8.
PROMPT PAYMENT TERMS: None, Net 30 Days ARO

9a.
GOVERNMENT PURCHASE CARDS ARE ACCEPTED UP TO THE MICRO-PURCHASE THRESHOLD.

9b.
GOVERNMENT PURCHASE CARDS ARE NOT ACCEPTED ABOVE THE MICRO-PURCHASE THRESHOLD.
10.
FOREIGN ITEMS: None

11a.
TIME OF DELIVERY: Per SOW
11b.
EXPEDITED DELIVERY: None
11c.
OVERNIGHT AND 2-DAY DELIVERY: Not Applicable
11d.     URGENT REQUIREMENTS: None

12. F.O.B. POINT: Not Applicable - Services
13a.
ORDERING ADDRESS: The Densus Group, LLC 
3100 Independence Pkwy., Suite 311-370
Plano, TX 75075-9152

13b.
ORDERING PROCEDURES: For supplies and service the ordering procedures, information on Blanket Purchase Agreements (BPAs), and a sample BPA may be found at the GSA/FSS Schedule homepage (gss.gsa.gov/schedule).
14. PAYMENT ADDRESS: Same as ordering address

15.
WARRANTY PROVISION: Not Applicable

16.
EXPORT PACKING CHARGES: Not Applicable

17.
TERMS AND CONDITIONS OF GOVERNMENT PURCHASE CARD ACCEPTANCE: 
Will not be accepted above the micro-purchase threshold
18.
TERMS AND CONDITIONS OF RENTAL: Not Applicable

19.
TERMS AND CONDITIONS OF INSTALLATION: Not Applicable

20.
TERMS AND CONDITIONS OF REPAIR PARTS: Not Applicable

20a.
TERMS AND CONDITIONS FOR ANY OTHER SERVICES: Not Applicable

21.
LIST OF SERVICE AND DISTRIBUTION POINTS: Not Applicable

22.
LIST OF PARTICIPATING DEALERS: Not Applicable
23.
PREVENTIVE MAINTENANCE: Not Applicable

24a.
SPECIAL ATTRIBUTES: Not Applicable

24b.
SECTION 508 COMPLIANCE INFORMATION: Not Applicable

25.
DATA UNIVERSAL NUMBER SYSTEM (DUNS) NUMBER: 791152098

26.
CONTRACTOR HAS REGISTERED IN THE CENTRAL CONTRACTOR 
REGISTRATION DATABASE.  Expiration date: 5/15/09.
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Labor Categories and Descriptions
Prices stated are hourly rates.  

Instructor







GSA Price: $201.93
Minimum/General Experience:  5 years experience in law enforcement or the military.  In specific instances 5 years service in the function being taught may be substituted for law enforcement or military service.  

Functional Responsibility:  Performs training and exercise services and operational advising in one or more of the specialized security areas; develops training plans and training/exercise programs of instruction; develops training materials for distribution to students; conducts platform instruction; and develops student feedback forms and implements changes to materials and/or training process based on feedback. Develops and monitors project tasks and schedules. Manages small projects and supervises other training specialists.

Minimum Education / Training: Bachelor’s degree (4 years of experience may be substituted for this requirement) and Basic Training within the military or law enforcement. 

Program Manager






GSA Price: $316.08
Minimum/General Experience:  5 years general experience and 5 years management experience.

Functional Responsibility:  Plans, directs, coordinates, and controls technical and administrative activities for an entire project. Plans and manages production sequences, developing and maintaining in-process controls and schedules, conducting and evaluating risk analysis. Manages a diverse group of functional activities, and subordinate groups of technical and administrative personnel. Oversees the technology development and/or application, marketing, and resource allocation within assigned projects. Reviews and maintains the quality of technical work performed on the project. Makes technical judgments and provides advice on resolving problems. Ensures goals and objectives of project are accomplished within contract terms and conditions. Interfaces with client management personnel and is adept in oral and written communications.  

Minimum Education / Training:  Bachelor’s degree (4 years of experience may be substituted for this requirement), Staff Training and Career Management Training.  

Consultant 







GSA Price: $316.08
Minimum/General Experience:  5 years general experience and 5 years management experience.

Functional Responsibility:  Plans, organizes, directs, and administers a staff of personnel to manage programs or issues which have a high degree of complexity. Manages customer relations and identifies, evaluates, and conducts business development activities. Reviews and selects business opportunities to pursue and assigns responsibility for preparing proposals and performing program management activities. Selects and promotes personnel. Assists Program Managers, Project Managers and clients in planning and allocating resources against requirements. Provides operational advice. Develops detailed, accurate cost data. 

Minimum Education / Training:  Bachelor’s Degree.  10 years service in the military, law enforcement or other, applicable, profession may act as a substitute Staff Training.   Career Management Training.  
General Description of Services
The Densus Group provides the diplomatic, military, and law enforcement communities with comprehensive solutions to use of force, information analysis/exploitation/dissemination, intelligence, counter-terrorism, crowd control and counter-crime issues.

Densus provides clients and end users with environment-integrated, intelligence-led, context-driven operations using well-planned, -led and –executed activities that contribute to an intelligence / operations virtuous cycle and mission achievement.

The Densus philosophy is to adhere to the diplomatic, political and operational intent – our activities are vehicles for that intent; the end state is the client / end user planning and conducting their own activities, achieved by program delivery that is usually by training followed by mentoring support.  

Densus recruits only consultants and instructors who have leading reputations and status in their fields globally.  Employing a Training Needs Analysis-led, systems-based approach, whenever possible a reconnaissance team is deployed to identify the capability gap and develop the systematic response that addresses doctrine, policy, personnel, training, TTPs (tactics, techniques and procedures), equipment, logistics, logistics support, legal, media operations and any specific to task considerations.  

	
	CAPABILITIES
	

	
	
	

	Intelligence
	Operations

	
	Counter-Terror
      / Counter-Crime
	Use of Force

	
	
	

	- Environmental Context
	- Human Network Denial
	- Context-driven Operations

	- Information Gathering
	- Forensics
	- Less Lethal

	- Open Source
	- Financial Crime
	- Lethal / Direct Action

	- Analysis / Exploitation /
	- Investigations
	- Public Order

	Dissemination
	- Border Operations
	- Crisis Negotiation

	- Surveillance
	- EOD
- Search (Low-High Risk)
	- Judgmental Training

	- Source Operations
	
	

	- Use of Technology
	
	

	Patrolling and Patrol Tasks (VCP Ops, Search, ECM, C-IED)

	
	
	

	General:
	Command and Staff
	Leadership

	
	Medical Support
	Vehicle Operations


Program Examples

Public Order Program – INL/ICITAP/OSCE Caucuses (2008).  The task provided Interior Ministry troops and police of a Caucuses nation with a comprehensive public order capability in order to deal with demonstrations and rioting.  The program included providing teams of instructors that were trained and then mentored as they trained their colleagues, the training of commanders at all levels and equipment procurement advice, as well as leading the multi-national effort.  

Public Order Project – USMC MEU (2008).  At very short notice the team provided a deployed Marine Expeditionary Unit’s Public Order-tasked element with the tactical and command skills to operate effectively in a highly contentious, potentially violent conflict which would have been the focus of significant media attention.  

Use of Force Project – US Special Operations Command organization (2007).  The course focused on effectively conducting expeditionary operations by successfully engaging with local population by having skill sets and methodologies to react to adverse environments without over-escalating incidents.  The program included crowd psychology, crowd dynamics and establishing relationships with community and crowd leadership content, and tactics designed specifically to suite that organization’s likely missions, equipment, culture and command structures.

Use of Force Project – ICITAP Balkans (2007).  The course trained Federal level law enforcement instructors in Defensive Tactics.  The course not only provided the physical and instructional skills but a rationale for the use of force and judgmental training, to support the professional and appropriate use of force doctrine.

Indicative Scenarios:  These scenarios provide examples of potential scenarios and solutions; the scenarios are not exhaustive.  

Black Market Affecting Economy.  A strong black market disrupts economic and political stability, encourages corruption within the police and military and causes lasting damage to the judicial system and democratic process.  A program is delivered to gather intelligence through source operations and high-risk surveillance.  Trained investigations teams create cases for prosecution.  

Drug Cartels Affecting Border Operations.  Drug operations and smuggling disrupt border communities, international relations and the rule of law.  The program educates local police/customs officers in routine patrolling operations that gather information and create consensus-based policing, including the human rights and related imperatives that enhance the police/customs officers and limit the drug cartel’s abilities to operate.  This program, aimed at creating the conditions for success, is overlaid with a comprehensive intelligence analysis, exploitation and dissemination and operations capabilities.  
Developing Democracy Terror and Organized Crime Threat: A developing democracy is facing an increase in foreign state-sponsored terrorism that is spawned from organized crime.  A complete domestic intelligence and operations capability for counter-terrorist and/or counter-crime purposes is delivered through both courses and mentoring over an extended time period, this end-to-end solution begins with information collection and concludes with direct action / prosecutions.  

Counter-Terrorist Network Operations.  A terrorist network in a counter-insurgency operation is conducting successful operations against military forces.  A program delivers an intelligence capability that denies the network the ability to operate.  Details to authorized agencies only.

Expeditionary Operations Capability Development:  Optimally a two part program; the first phase delivers environmental context, specialized patrolling and use of force training designed to maximize survivability and mission achievement through tactical intelligence operations, engagement with local populations, escalation and de-escalation techniques, crowd psychology, crowd dynamics and tactics.  The second phase, delivered prior to a specific task, delivers the cultural training for the operational environment.  This program may include a basic language module, delivered through a technological platform. 

Audit of Use of Force:  Either in response to a high profile shooting, crowd control or other incident, or as a pro-active, risk management measure, the complete audit of doctrine, policies, TTPs, training and personnel.  The team identifies the contributing factors, solutions and implementation strategy that includes political and media concerns.  

US Law Enforcement - Crowd Control Challenges.  In response to an increased threat of crowd control challenges linked to the financial crisis US LEAs are provided with training at the command, levels and advice on the procurement and deployment of technologies and equipment that minimizes the risk to all parties.  Advisers at all command at tactical levels are provided for real time expert advising on best practice.  

Capabilities Statement

The Densus Group end state is a consensus-based environment within which operational imperatives are achieved effectively and efficiently.  

Intelligence. 

 Domestic or foreign, intelligence operations should be based on the gathering, analysis, exploitation, dissemination and collation of information to create intelligence which informs directed intelligence operations, which in turn informs directed operations, be those operations direct action, diplomatic or political activities or arrest and prosecution.  

Intelligence activities, in the form of information gathering is the responsibility of every member of an operational capability, be it a police department, customs/border agency, ground holding infantry unit or more specialized capabilities.  This is where the Densus approach is unique; Densus advocates the cultural imperative not for its own sake, but in order to better gather intelligence and drive effective operations that achieve the mission.  

Environment Interaction.  Effective environmental interaction maximizes for police departments, customs/border agency, ground-holding units, expeditionary forces and Special Forces units the ability to effectively gather information within the context of the operational environment.  Effective environmental interaction is based on personnel understanding the operational imperative and context, and using that to their best advantage.  This requires effective interaction with the population, discretionary use of force, crowd management and a culture that creates the understanding of the police or military as representing the best interests of the population.  An effective environment interaction culture is both an offensive and defensive tool.  

Surveillance.  Low, medium and high risk surveillance is the directed intelligence activity that is used to build pattern of life pictures within a target area, gather evidence, trigger assets or activities and provide decisive information to leadership.  

Use of Technology.  Technology involves the deployment of personnel and equipment to gather evidence and providing tools that support intelligence gathering and processing activities.  

Source Recruitment and Handling.  Informants are an essential component of both general and directed intelligence activities.  

Command.  Intelligence activities, operations and investigations require decisive and effective command and leadership that understands and exploits the operational environment and context.

Operations
Operations must serve a stated purpose if they are to be effective and efficient.  Densus provides a wide range of niche operational capabilities, each one integrated with the wider context of the intelligence/operations virtuous cycle, the environment and the diplomatic or political intent.  

Use of Force.  The Use of Force covers the spectrum from calming someone on the street who may pose a threat to direct action raids to neutralize a threat, detain suspects or gather evidence.  

Less Lethal.  Less lethal operations are operations where there is no planned intent to use lethal force as part of the briefed task, although lethal force may become necessary.  

Direct Action.  Direct action operations expect lethal force as part of the task.

Public Order.  Public Order is a specialized sub-set of Use of Force operations, where specialized tactics and equipment are available to de-escalate crowds and rioters. 

Patrolling and Patrol Tasks.  The only reliable way to dominate an area and prevent terrorist and criminal activity is through high profile patrolling.  Patrol techniques devised during decades of counter terrorist and counter crime operations will ensure that not only is the area covered effectively but that patrols are capable of reacting to any situation.   

VCP Operations.  Vehicle Check Points are a key tool in disrupting terrorist and criminal freedom of movement.  Correctly locating both temporary and permanent VCPs coupled with efficient drills and a high standard of vehicle searching will have a significant effect on the movement of personnel, equipment, weapons and smuggled goods.   

Counter-IED.  The threat of IEDs on routes required for movement and administration can severely hamper operations and expose personnel to increased risk.  Applying the correct route search and counter IED drills can help to ensure that the threat is minimized, IEDs are discovered and dealt with without casualties and terrorists are deterred from attempting to plant them  

Search.  Search is a key skill in counter crime, counter terrorist operations and the intelligence gathering cycle for analysis and identification of future targets of interest to all concerned.  A high standard of searching will deprive terrorists and criminals of weapons, equipment and illegal goods which in turn deprives them of funds and reduces the threat.  A well coordinated mix of all four types of search ensures the best coverage and best results possible;

Patrol Search.  Every police officer and soldier engaged in counter terror or counter crime operations should have a basic understanding of search techniques and general intelligence gathering requirements.  Search aware personnel can achieve results out of all proportion to the amount of time and money spent training them.

Low Risk Search.  During any investigation search trained personnel will be required to find and preserve evidence and intelligence related items in addition to their role in depriving the suspects of material.  The correct training and understanding of procedures is as important as the use of technology in this field.

High Risk Search.  In any situation where there is a high risk of IEDs or booby traps specialist search techniques are a must to ensure the safety of all personnel involved.  The value of a thorough and safe search of an area during EOD operations cannot be over stated.

Protective Search.  In any area of terrorist threat protective searches of venues, routes and areas are required to ensure the safety of high risk targets and personnel.


Human Network Interdiction.  Directed efforts to compromise a human network and deny it freedom of action through generating mistrust by wider operations activities.  

Investigations.   Training and consultancy is provided across the breadth of criminal investigations, including terror, corruption, fraud and murder, providing volume crime investigation models, senior investigation officer training and delivering investigation models that are effective, stand up to public scrutiny and are compliant with both US and international standards, such as the European Convention on Human Rights.

Financial Crime Investigations.  Finance-related crime is often intimately linked with terrorist activities and organized crime.  Effective financial crime investigations and intelligence gathering are essential to deny criminals and terrorists freedom of action, and require a specific skill sets including forensic accounting.  
Border Operations.  Integrated surveillance and patrolling operations backing up a professional well trained port of entry and customs system can secure a national border against smuggling, terrorism and other crimes, both import and export related.

Operational Support
Medical Support.  Casualties are a fact of life in any use of force situation.  Immediate first aid from well trained confident medics can and will save lives.  Trained as part of the team they can be at the point of injury and able to render aid early enough to make a significant difference.    

Vehicle Operations.  Mobility is a key factor in maintaining the initiative and for most forms of administration.  Vehicles however can become an easy target for terrorist attack.  Well trained crews with realistic and effective procedures can not only keep themselves out of trouble but can deal with attacks in a swift and proficient manner when required.  Law enforcement and military personnel are often called on to drive in scenarios not covered by standard driver training.  Advanced driver training allows drivers to cope in any scenario in a safe and professional manner.         

Crisis Negotiation.  Resolving a hostage situation through use of force is always a risk, no matter how well trained the personnel carrying it out are.  Trained negotiators can resolve many situations peacefully minimizing risk to police, innocent civilians and suspects.  Potential armed suicide situations can often be resolved just by having an officer on the scene who can speak confidently and calmly and who knows how to talk the individual down.      

Command and Leadership.  Any policing, customs, or military operation requires effective leadership to achieve its mission.  Correct selection and leadership training coupled with efficient command and control systems will give any organization the edge in any law enforcement or military situation.   

Forensics.  Forensic awareness is a key skill in modern policing for every officer.  Only correct procedures throughout an investigation can ensure the success of prosecutions through forensic evidence.  Forensic testing procedures provided by a world class facility can be a vital asset in the fight against crime and terrorism. 

Military Specific Support
Our business process facilitates the rapid delivery of all training, operational and doctrine solutions.  Based on a capability development model, every solution considers, develops and tests doctrine, policy, TTPs
, personnel, equipment, logistics, equipment support, training, media, and any additional, specific factors.  Innovative training and contracting solutions maximize contracting spend value; the firm’s responsibility is to source, lead and manage the skill sets to enable the USMC to achieve its mission and tasks.  
The Densus Group is a SDVO SB on the GSA; the contract is structured for the procurement of tailored solutions.  The firm provides a range of protected intellectual property that includes specialist capability solutions that are unavailable elsewhere.  

Our specialties focus on the capabilities to enable the successful conduct of:

· Military Operations Other than War. Emphasizing:
· Security, Stability, Reconstruction and Transition Operations. 
· Non Combatant Evacuation Operations.

· Foreign Internal Defense Tasks. 
· Counter-Insurgency Operations.

· Anti-Terrorism Operations.

· Peace Operations.

These include optimized Use of Force doctrine and tactics, and optimized tactical and operational Intelligence capabilities.  The delivery of capabilities is designed to ensure their successful conduct under all applicable conditions, across the spectrum of conflict.  

The firm’s growth has driven our business process, which is our second decisive factor after the capabilities we offer.  Our process rapidly delivers training, doctrine or operational requirements that are tailored to the individual context and need of the client and situation.  This methodology is underscored by our GSA pricing mechanisms, which were arranged to ensure maximum flexibility for both client and firm in designing tailored solutions paid for under GSA arrangements.  Our expansion of capabilities has partly been driven by the requirements of the West Coast Fleet Marine Forces, including 1st SOTG, 11 MEU(SOC), and 1st MSOB.  

The firm’s high level of professionalism and transparency drove the Department of State’s Bureau of International Narcotics and Law Enforcement to negotiate for a one year exemption to the three years of business requirement, which led to the granting of GSA status in September 2008
.  Much of our training and consulting is generated under our two patents pending; Use of Force Audit and Compliance
, and Maintenance of Public Order; Provision of Capability, Training and Consultancy Services
. 

The firm is keenly aware of the rapidly changing business environment.  The economic conditions are enhancing individual mobility while technology and corporate survivability is dynamically reworking e-learning platforms.  These factors have led to an implementer-based approach for e-learning and training video production; they can be delivered to the USMC better and cheaper when training partners are internally competed individually for particular tasks.  

There are a number of themes that run through all our Stability Operation/MOOTW/COIN offerings.  These achieve their full benefit when all capabilities are delivered and employed simultaneously:
· Engagement.  Engagement with the local population at all levels, from Marine to General.
· Psychology.  The psychology of the local population is critical; local perceptions, their relevance to the strategic corporal and how that corporal can exploit these are force multipliers provided to the lowest level.  This understanding includes the reasons why a gathering crowd will behave in the manner it does, how that can be used to facilitate the mission, techniques for doing so, etc.  Understanding the psychological issues of crowd dynamics is an important mitigation tool.

Use of Force and Human Environment Management:  The Use of Force capability provides commanders with the ability to shape the human environment.  The instructor base for this capability is drawn from the United States, United Kingdom, and other environments as necessary to ensure that best practice is delivered.  The relevant operational experience of the instructor base includes Northern Ireland, Sierra Leone, Kosovo, Bosnia, Iraq, Afghanistan, Somalia, Djibouti, Guyana, and other African states.  

Minor Disorder

Peaceful Crowd Management

Public Order

Public Order Tactical Command

Public Order Operational Command and Staff

Incarceration/Detention facility Public Order

Judgmental Shooting/ROE training – both lethal and less lethal.
Foreign Internal Defense:  Foreign Internal Defense is both an important stand-alone capability within bi-lateral international agreements, and as part of Stability Operations.  The relevant operational experience of the instructor base includes Sierra Leone (the training of two infantry brigades; briefing to start was 16 days), Botswana (COIN, OBUA), Lithuania (Command Sergeant Major Course, OBUA Instructor Course), Armenia pre-Afghanistan training (as part of NATO), Azerbaijan Interior Ministry (for Department of State and Organization for Security and Co-operation in Europe) and other Eastern European, Asian and African states.

Reconnaissance.

Training Needs Assessment.

Foreign Weapons Training.  Weapons training, and delivering weapons training in the FID context.

Foreign Communications Training.  Communications systems training, and delivering communications systems training in the FID context. 


Training Materials Preparation. 

FID Training Assessment Techniques.

Conducting Training of Foreign Personnel.

Intelligence:

Intelligence Cell training.  COIN and related operations training and exercising for brigade, battalion, company and platoon
 intelligence cells.  It is strongly recommended that this course be run for all levels simultaneously.

CHIS Recruitment and Handling.  Covert Human Intelligence Sources.  
Tactical questioning.  Exploiting shock of capture to elicit information.  
Weapons Intelligence.  The systematic exploitation of weapons and explosives based information.  
Domestic Intelligence Capability Creation.  The delivery of the selection, training, infrastructure, mentoring and other activities necessary to create an internally focused intelligence capability able to address counter-terror, counter-crime, counter-narcotics and other intelligence challenges.  
Human Network Denial.  Intelligence gathering and compromise activities designed to deny human networks the freedom and confidence to operate.  

Search:  Search is an important intelligence gathering and force protection tool.  Executed properly the strategic corporal should be providing mission-critical information at the tactical level, creating the understanding of patterns to identify the ‘presence of the unusual or absence of the usual’, which often drives intelligence-led operations, including intermediate and higher searching.  The relevant operational experience of the instructor base includes Northern Ireland, Iraq, Afghanistan, Sierra Leone, Kosovo and Bosnia.

Patrol Search

Intermediate Search

High Risk Search

Tactical Site Exploitation

Situational Awareness
The Densus Group’s Situational Awareness practice delivers clients with world class tools that translate reported information into actionable intelligence that supports rapid decision making.  This approach ensures that organizations are prepared as best as possible in advance, minimizing the resources necessary to manage both threats and opportunities.  

The Situational Awareness capability sits alongside our risk management, capability development decision making and specialist threat practices to deliver clients both on- and off-site support across the complete range of threat and opportunity management.  

Because the Densus methodology is based in assessing a situation before acting, these support options are indicative only, and will vary according to need.  

General Services

Initial Assessment Visit.  Normally conducted over two days, the initial assessment visit provides the client with an external perspective on their current capabilities; their abilities to process and exploit information to their advantage and feed decision-making, their preparedness to deal with specific scenarios and whether this process is optimized for minimizing negative events, exploiting positive events and managing to turn the negative into positive where possible.  This visit enables Densus staff to work with the client to establish the most cost effective method of achieving the desired level of situation awareness.  

Assessments.  Assessments are conducted to assist organizations understand vulnerabilities or identify areas where their capabilities can be enhanced.  These can include scoping assessments to assess a general level of capability, or assessments of preparedness to meet specific threats or effects.  

Densus Threat Centre.  

Reports.  The reports are generated by the Densus Threat Centre.  

Issue Reports.  Issued on a regular basis, the specific issue reports provide analysis over the previous period, identifying new or adapting trends, and making action recommendations for clients in order to anticipate related threats.  The reports include general alerts and advisories.  The Demonstration Report and Threat Analysis is an example of our Issue Reports.  

Specific Event Reports.  Specific Event Reports are created in response to a specific event in the future, and the SER provides in depth analysis and advice.  The G20 Pittsburgh Annex to the Demonstration Report and Threat Analysis was a Specific Event Report.  

Commissioned Reports.  Clients can request that a specific report be generated on their behalf into a particular event, country, market or similar.  

Some organizations don’t have the resources or desire maintain internally the level of capability that they desire to meet their business responsibilities and duty of care.  Densus offers a range of options to enable those organizations access to the necessary resources at significantly less cost.  

Subject Matter Experts.  The Densus Group retains a variety of SMEs, all with deep management experience in their field, covering areas that include Protestor and Demonstrator Management, Risk Management Consulting, Corporate Security, Corporate and Government Counter-Terrorism, Disaster Management, Business Continuity, Security of Energy Installations, Port and Maritime Security, Intelligence Services, Expeditionary Operations and High Risk Environments, and more.  Rapid access to one, more or all of our SMEs is managed through the Densus Threat Centre.  

Intelligence Centre.  The provision of intelligence centre services, providing both general and specific situational awareness solutions.  The intelligence centre draws on the expertise of the SMEs, and combines it with 24/7 monitoring to provide in depth analysis and expert-driven recommendations.  

Operations Centre.  The provision of operations centre services, providing tasking and resource allocation in line with agreed protocols and DTC decision making.  The Ops Centre can act as a remote and/or alternate Incident Control Point as part of a Business Continuity Plan, when a company’s operations centre is rendered ineffective.

Client-Based Services

These services are provided for organization specific requirements.  Training courses may be provided centrally.  

Staff Training.  Training courses in specific threats or general skills required for staff within the situational awareness arena.  

Centre Training.  Training to create or enhance the capability of a whole Centre, addressing the various levels and departments of staff with situational awareness roles or situational awareness related roles.  

Exercise Planning and Conduct.  Training is an essential part of preparedness; Densus SMEs create teaching platforms for all levels and role of staff, delivering training scenarios that are both challenging and illustrative.  Exercise can be as simple as scenario talk-throughs, detailed table top exercises or all-encompassing, real time events with role players. 

Red Team Assessments.  Energy facilities face a number of human threats including terrorists, protestors and, like all businesses, active shooters.  Our Red Team leader is an experienced Department of Energy Red Team assessor; our assessments are designed to meet DoE expectations for terrorist attack, and to incorporate the other threats that DoE have not yet engaged with but that pose a legitimate threat to the operations of energy companies.  

Evaluation Planning and Conduct.  Evaluations are conducted as marked exercises, designed with testing, not teaching, in mind.  Generally the conclusion to a training cycle, evaluations are designed to test all elements of the organization.  

� Tactics, techniques and procedures.  


� Contact Judith Campbell at DoS INL: �HYPERLINK "mailto:CampbellJR@state.gov"�CampbellJR@state.gov�, +1 202 776 8786.


� US Patent Pending 11/880,712.


� US Patent Pending 11/880,711. 


� Platoon level intelligence capabilities provide additional information and intelligence awareness at the tactical level, providing reach and greater granularity for the intelligence effort, as well as enhancing force protection and mission effectiveness.  This capability is particularly appropriate for units that may conduct operations where the force is operating across isolated, dispersed locations.  
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