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General Services Administration

Federal Supply Service

Authorized Federal Supply Schedule Price List

Management, Organizational and Business Improvement Services (MOBIS)

Contract Number: GS-10F-0355M

Federal Supply Class: 874

Special Item Numbers (SINs):

874-1, Consulting Services

874-2, Facilitation Services

874-4, Training Services

874-5, Support Products

Contract Period:  Jul 1, 2002 - June 30, 2017
Business Size: Small

Corporate Address:

Special Aerospace Security Services, Inc. (SASSi)

14325 Willard Road, Suite 102

Chantilly, VA 20151

(703) 263-7296

FAX (703) 263-7297

www.sassi-va.com
Contract Administration Point of Contact: Janine Browning, (703) 263-7296
Online access to contract ordering information, terms and conditions, up-to-date pricing, and the option to create an electronic delivery order are available through GSA Advantage!, a menu-driven database system. The Internet address for GSA Advantage!: www.GSAAdvantage.gov. For more information on ordering from Federal Supply Schedules click on the FSS Schedules button at www.fss.gsa.gov.
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Information for Ordering Offices

1a. Special Item Number(s) (SINs) Awarded

874-1, Consulting Services

874-2, Facilitation Services

874-4, Training Services
874-5, Support Products
874-7, Program Management
1b. Lowest Unit Price

Not applicable 

1c. Proposed Hourly Rates

See page 16
2.  Maximum Order: 

$1,000,000.00

3.  Minimum Order: 

$100.00
4.  Geographic Coverage (delivery area): 

FOB Destination, “Domestic and Overseas Delivery”, the exact delivery time to be specified on individual Delivery/Task Orders.

5.  Point(s) of Production (city, county, and State or foreign country): 

Not Applicable

6.  Discount from List Prices: 

Prices shown herein are net prices

7.  Quantity Discounts: 

Not applicable
8.  Prompt Payment Terms: 

Net 30 Days

9a. Use of Government Commercial Credit Card: 

SASSi will accept the Government Purchase Card (Visa and MC).

9b. Use of Government Purchase Card above Micro-Purchase Threshold: 

SASSi will accept the Government Purchase Card (Visa and MC) above the Micro-Purchase Threshold.

10. Foreign Items: 

None

11a. Time of Delivery: 

Delivery will be specified in individual task and delivery orders under this Federal Supply Schedule. 

11b. Expedited Delivery: 

Not Applicable 

11c. Overnight and 2-Day Delivery: 

Not Applicable

11d. Urgent Requirements: 

Not Applicable 

12.  FOB Point(s): 

FOB Destination 

13a. Ordering Address: 

Special Aerospace Security Services, Inc. (SASSi)

14325 Willard Road, Suite 102

Chantilly, VA 20151
13b. Ordering Procedures: 

Refer to FAR 8.405-3

14.  Payment Address: 

See CCR/SAM
15.  Warranty Provisions: 

Not Applicable

16.  Export Packing Charges: 

Not Applicable

17. Terms and Conditions of Government Purchase Card Acceptance:
Visa and MasterCard only 

18. Terms and Conditions of Rental, Maintenance, and Repair:
Not Applicable

19. Terms and Conditions of Installation:
Not Applicable

20. Terms and Conditions of Repair Parts:
Not Applicable 

20a. Terms and Conditions for Any Other Services:
Reference Individual Task Orders/Delivery Orders

21. List of Service and Distribution Points:
Not Applicable

22. List of Participating Dealers:
Not Applicable

23. Preventive Maintenance:
Not Applicable

24a. Special Attributes (such as Environmental Attributes):
Not Applicable 

25. Data Universal Numbering System (DUNS) number: 

61-5304136

26. Central Contractor Registration (CCR): 

SASSi is registered in the CCR database. 

27. Uncompensated Overtime:
Not Applicable 

Additional Terms and Conditions

Travel and Other Direct Costs: 

Travel Costs shall be handled in accordance with FAR 31.205-46, Travel Costs. 

Security Requirements: 

SASSi will provide the appropriate personnel with security clearances as specified by the task order. 
SASSi Executive Summary

SASSi is a small, veteran-owned, professional services firm founded in 1988 as a training company for security professionals, as a designer and builder of sensitive compartmented information facilities (SCIFs), and as a provider of integrated security solutions (ISS).  

For over twenty years, our mission has been to provide expert security services to members of the Department of Defense, Intelligence Community and the Defense Industrial Base.  We also provide expert security and infrastructure training and solutions through the National Security Training Institute (www.nstii.com), which is the commercial arm of SASSi.

Our success in providing innovative solutions to our clients is built on the foundation of the following project management elements and established processes:

· Remaining proficient in emerging security trends through active community involvement
· Assigning highly qualified and motivated personnel to project teams 
· Communicating effectively with clients, partnering to achieve common goals 
· Thorough and accurate documentation, aligned with client and program requirements 
· Ensuring program improvement through continuous monitoring and feedback 
The Analysis, Design, Development, Implementation, and Evaluation (ADDIE) Instructional System Design (ISD) model is the basis for our training design, development, and delivery approach.  The ISD model helps to ensure that the material will be effective for all adult learning styles.  SASSi includes experiential and hands-on exercises using visual, auditory and kinesthetic learning modalities for the delivery of these sessions.  Longer courses/modules are centered on a performance-based, case-study framework incorporating all levels of Bloom’s cognitive taxonomy in order to facilitate the transfer of learning from the classroom to the work environment, while ensuring the students are ready to perform immediately upon completion of the training.  This avoids the concept-to-application period of adjustment common to other teaching methodologies.
SASSi has been successful in all aspects of training due to our outstanding staff and our responsiveness that ensures SASSi works closely with customers and delivers what is required.  Our ability to customize training products for each agency at little or no cost sets us apart from our competitors.  We deliver excellent courses, and have proven experience in bringing a unique perspective to the classroom that combines theory based lectures with interactive, hands-on exercises that optimize the student’s experience.  
Ability to Acquire Personnel Proposed

SASSi maintains aggressive recruiting networks and is able to hire or contract with experts throughout the United States.  Due to this networking strategy, SASSi will be able to fully support all of the projects awarded under the MOBIS contract.

How We Ensure Quality of Services And Products (Reports) 

SASSi’s management is intimately involved with the services and products offered by SASSi. Weekly operational meetings are held to review contract progress and to identify and resolve any personnel, staffing, technical, facility, equipment or other obstacles or challenge.  SASSi’ technical approach utilizes an extensive network of proven experts composed of managers, analysts, trainers, subcontractors and consultants to carry out task assignments.  Rapid electronic communication provides wide dissemination and interaction with SASSi’ employees, subcontractors, consultants and customers located worldwide.  Staff and management located are in SASSi’s Chantilly, VA corporate office to ensure that there is a strong and direct relationship and communication between SASSi’ employees and customer sponsors.

SASSi recognizes that successful performance depends on having personnel with the right skills and experience. These skills and experience are acquired through a proper mix of education and professional experience. We have found that skills required to support today’s problems and tomorrow’s challenges are not always supported by the traditional formal education and work experience combination. Therefore, we have incorporated substitution allowances between equivalent education and experience in order to provide the quality of services required by the customer at the most reasonable price. The tables below present substitution equivalencies for education and experience requirements.

Substitutions for educational requirements: Additional years of related experience may be substituted for degree requirements.

	Degree Requirement
	Equivalent Experience Substitution

	High School
	GED

	Associate
	High School plus two years additional related experience

	Bachelor’s
	High School plus four years additional related experience or Associate’s degree plus two years of additional related experience

	Master’s
	Bachelor’s Degree plus two years additional related experience or six years additional related experience

	Doctorate
	Bachelor’s degree plus four years or Master’s degree plus two years or eight years additional related experience


Substitutions for work requirements: Degrees may be substituted for work experience requirements.

	Degree
	Equivalent Years of Experience

	Bachelor’s
	Four

	Master’s
	Six

	Doctorate
	Eight


Labor Category Descriptions

Today's dynamic, technology-driven environment demands a broad array of multi-disciplinary skills and talents to solve complex, multi-dimensional problems. Customers seek a wide assortment of technologists, subject matter experts and analysts capable of strategic planning; concept development; process improvement; change and organizational management; and requirements analysis. SASSi offers multi-talented personnel with subject matter expertise and business/generalist acumen.

The following labor category descriptions illustrate the general qualifications of personnel that SASSi will provide in support of the GSA MOBIS schedule contract. Specific task orders may require individuals to possess a specified security clearance in addition to these requirements. Most clearances will be at least at the Secret level, and many will be at the Top Secret or SCI level.  Academic credentials and years of experience may be substituted as outlined below each labor category.

	Labor     Category
	Government Security Experience
	Training 

Experience
	Education

	Senior Expert
	10+ years
	10+ years
	MS+ or Equivalent Experience

	Job Description: The SASSi Senior Expert labor category is based on far-reaching, comprehensive experience in at least two main security concentration areas: information technology, information assurance, cyber security special security, including personnel, physical, computer, industrial, operations, countermeasures, security management practices, and security architectures.  The security architecture knowledge must include the use of layered physical, administrative and logical models in addition to technical defense in depth.  The Senior Expert has also served in a senior management capacity at the corporate or government equivalent level for at least ten years.  This experience must include demonstrated knowledge of project and program management techniques, acquisition of large information technology systems, certification and accreditation, scheduling, budgeting, and personnel management.  

When information technology related, the Senior Expert is a recognized leader participating in the overall growth and development of the information technology security field as demonstrated by leadership within industry/security working groups and/or applicable certifications.  The Senior Expert is frequently sought out by government and industry to aid in the development of solutions to complex information technology security issues.  

When instructing or facilitating, the Senior Expert is responsible for acting as a Subject Matter Expert (SME) providing demonstrated security expertise to facilitate specific courses and/or course modules.  This expertise is used both in course material development and classroom instruction.  The Senior Expert must be able to present any material so that it is appropriate to the unique learning styles, modalities and knowledge baseline of the students in the class using Instructional System Design (ISD) methodologies.  This can incorporate interactive exercises and/or examples.  This requires that the Senior Expert have outstanding presentation, verbal and interpersonal communication skills. 


	Labor     Category
	Government Security Experience
	Training 

Experience
	Education

	Expert
	10+ years
	10+ years
	MS+ or Equivalent Experience

	Job Description: The SASSi Expert labor category is based on significant experience in at least two main security concentration areas as well as a thorough and demonstrated understanding of all facets of special security, including personnel, physical, computer, industrial, operations, countermeasures, security management practices, and security architectures.  The security architecture knowledge must include the use of layered physical, administrative and logical models in addition to technical defense in depth.  

The Expert has also served in a senior management capacity at the corporate or government equivalent level for at least ten years.  This experience must include demonstrated knowledge of project and program management techniques, scheduling budgeting, and personnel management.  

The Expert is a recognized leader participating in the overall growth and development of the security field as demonstrated by leadership within industry/security working groups and/or applicable certifications.  The Expert is frequently sought out by government and industry to aid in the development of solutions to complex issues

The Expert is responsible for acting as a Subject Matter Expert providing demonstrated security expertise to facilitate specific classes and/or class sections.  This expertise is used both in course material development and classroom instruction. 

For material development, the Expert must follow applicable ISD methodologies taking into account both individual student learning styles and government training requirements.  In order to develop quality materials the Expert must be experienced with performing Needs Analysis and Gap Analysis between current knowledge base of the target demographic and the desired skills and knowledge level of the training outcome.  The Expert will then apply their subject matter expertise to course mapping, topic prioritization and sequencing of the material to achieve optimum knowledge/skill transfer from the classroom to the student’s actual work environment.  This results in course materials that are sound, up-to-date and provide repeatable training success. The expert must be able to present any material so that it is appropriate to the unique learning styles, modalities and knowledge baseline of the students in the class.  This can incorporate interactive exercises and/or examples.  This requires that the Expert have outstanding presentation, verbal and interpersonal communication skills. 


	Labor     Category
	Government Security Experience
	Training 

Experience
	Education

	Program Manager
	10+ years
	10+ years
	MS+ or Equivalent Experience

	Job Description: The SASSi Program Manager labor category is based on a demonstrated thorough understanding of and experience in many facets of special security.  

The Program Manger has also managed other personnel at the corporate or government-equivalent level for at least five years and is frequently sought out by industry or government for his/her input.

The Program Manager must be a security professional with a broad range of experience in various security concentrations, and the IC as well as significant expertise in training and project management methodologies and techniques.

Training expertise for this position includes Instructional Systems Design (ISD), needs assessment, gap assessment, course planning and development, experience implementing instruction for all adult learning styles and modalities as well as course scheduling and administration. 

The Program Manager must have progressive experience as a team leader, a project manager and a program manager.  This includes demonstrated knowledge and successful implementation of management concepts, tasking, scheduling, change management and budgeting.  This position will formulate and enforce work standards and quality metrics that ensure that service and products meet or exceed government requirements.

Expertise in addressing personnel issues is also required for this position and will supervise contractor staff in addition to ensuring they receive all applicable policy guidance and performance metrics.

The Program Manager will be the primary point of contact for the Sponsor and be responsible for coordination between the contractor personnel and the government as well as supporting IC training initiatives, participating in and supporting working groups.

This person must also have in-depth knowledge of the program daily operations, the ability to obtain resources required to support the program.


	Labor     Category
	Government Security Experience
	Training 

Experience
	Education

	Special Consultant II
	10+ years
	10+ years
	MS+ or Equivalent Experience

	Job Description: The SASSi Special Consultant II labor category is for SASSi employees and independent contractors who have demonstrated, through years of government and/or industry senior level leadership, thorough understanding of and experience in one or more facets of special security.  This individual may have managed entire corporation or government agency security resources during their career, with special acknowledgement in certain security disciplines.  This person is still sought out by industry and government to make use of his/her knowledge, skills and associations. 


	Labor     Category
	Government Security Experience
	Training 

Experience
	Education

	Associate Manager
	5+ years
	5+ years
	BS+ or Equivalent Experience

	Job Description: The SASSi Associate Manager labor category is based on specialized experience in at least one main security concentration and a demonstrated understanding of other facets of special security.  The Associate Manager is able to make significant contributions to his/her area of expertise.

The Associate Manager has familiarity with project management concepts and techniques and is prepared to exercise management skills as a back-up for the Project Manager or Expert.  This is demonstrated by the ability to successfully perform project management tasks and handle personnel management issues.

The Associate Manager shows growing leadership and security expertise through membership in industry groups and/or completion of applicable certifications and training.  

Responsibilities for this position include being readily available to the Program Manager in order to facilitate project management and class administration.  This includes filling in for the PM during absences and ensuring that program work continues without interruption in service or variation of the level of service quality. 

Skills required for this type of support include; course planning, enforcing work standards, supervision of contractor personnel and ensuring that contractors remain in compliance with government regulations and defined expectations.

This requires knowledge of the program daily operations, applicable government policies, and points of contact for various resources.  This position must also be able to facilitate communications and coordination between the government and the contractor. 


	Labor     Category
	Government Security Experience
	Training 

Experience
	Education

	Special Consultant I1
	2+ years
	2+ years
	BS+ or Equivalent Experience

	Job Description: The SASSi Special Consultant I labor category is for SASSi employees and independent contractors who have demonstrated, through years of government and/or industry, thorough understanding of and experience in one or more facets of special security.  This individual may have experience in one or more security disciplines and has demonstrated the ability to use that knowledge to solve security related issues and problems. 


	Labor     Category
	Government Security Experience
	Training 

Experience
	Education

	Analyst/Administrator
	2+ years
	2+ years
	BS or Equivalent Experience

	Job Description: The SASSi Analyst/Administrator is a professional who is primarily responsible for administrative support to SASSi efforts.  He/she must also have a knowledge and understanding of one or more security disciplines.  

The Analyst/Administrator will choose to either specialize in one or more security disciplines or pursue a broader security understanding through experience in various concentrations.  He/she is initially expected to demonstrate a growing level of expertise in one or more security disciplines within a given period of time.  This experience may include an emphasis on management techniques with the expectation of eventually assuming management of other staff. 

The Analyst/Administrator is responsible for the overall administration of the courses.  This may include scheduling classes in accordance with the government calendar and taking note of special events in order to eliminate conflicts whenever possible.   This task includes confirming the availability of the classroom and /or other required facilities.  Additionally, the availability of special presenters as well as lead and assistant instructors must also be scheduled and confirmed. 

The Analyst/Administrator may be expected to advertise classes to target demographic groups by identifying groups that could benefit from specific training courses.  This includes the development of informational flyers and email marketing.

Processing and confirming student registration is a core duty for this position.  This task encompasses all aspects of student information and inquiry support such as providing directions, answering questions and individually facilitating the registration process for each student.

Class room set-up and tear down are also considered part of class administration.  This includes updating files on student and instructor computers when required.  The Analyst/Administrator must ensure that all classroom supplies are ordered and available as required.

Other responsibilities may include copying course materials and assembling binders, handouts, exercises and Ad Hoc support.  The latter may include anything to support the smooth functioning of the class, such as data entry for learning style surveys (DCID 6/3 class) to ensuring that snacks and drinks are available to the students.


	Labor     Category
	Government Security Experience
	Training 

Experience
	Education

	Administrative Assistant
	2+ years
	<1 year
	AA or Equivalent Experience

	Job Description: The SASSi Administrative Assistant is a professional who has knowledge and understanding of one or more security disciplines.  The Administrative Assistant is responsible for supporting the courses and other duties as assigned.


	Labor     Category
	Government Security Experience
	Training 

Experience
	Education

	Admin/Intern
	<1 year
	<1 year
	High School Coursework or better

	Job Description: The SASSi Admin/Intern is a future professional who has little or no knowledge or understanding of one or more security disciplines.  The Admin/Intern performs duties and training as assigned by more experienced individuals.  Duties include perform administrative functions in support of the training mission:

· Perform administrative functions in support of business operations

· Maintain a professional personal presentation and appearance

· Attend all SASSi courses, as schedule allows

· Participate in team projects, contributing new ideas and feedback

· Participate in security professional network activities, as schedule allows

· Proactively complete assigned strategic project, seeking ongoing input/direction and leaving ample time for feedback before project deadline.

· Other duties as assigned by the Intern Program Manager or Stakeholders.


SASSi GSA MOBIS Schedule Labor Category Rates

SASSi rates for the base period of five years are presented in the following table. 

	October 1, 2012 - June 30, 2013

	 LABOR CATEGORY
	COMMERCIAL
	MOST FAVORED CUSTOMER
	MOBIS

	Senior Expert
	$210.00
	$200.00
	$195.00

	 Expert
	$186.00
	$175.00
	$172.00

	 Program Manager 
	$161.00
	$151.00
	$150.00

	 Special Consultant II
	$148.00
	$136.00
	$134.00

	 Special Consultant I
	$123.00
	$113.00
	$111.00

	 Associate Manager
	$135.00
	$125.00
	$123.00

	 Analyst/Administrator
	$81.00
	$73.00
	$72.00

	 Administrative
	$63.00
	$59.00
	$56.00

	 Admin/Intern
	$40.00
	$37.00
	$35.00


SASSi Training Courses

This section describes the training courses offered. It includes the following:

A. Contract Special Item Number (SIN)

B. Schedule of Training Courses

C. Course Descriptions

Contract Special Item Number (SIN)

874-1, Consulting Services

874-2, Facilitation Services

874-4, Training Services

874-5, Support Products
874-7, Program Management
Schedule of Training Courses

Courses are available on demand (see www.nstii.com).  Courses can be purchased by the seat or dedicated course delivery with a minimum of 20-25 students.

Course Descriptions

	Course Title
	Risk Management: Managing with Structure and Flexibility (RM)

	Length of Course
	4 days

	Description of Course: Risk is not new. The Oxford English Dictionary cites the earliest use of the word in English (risque) from 1621, and defines risk as: “(Exposure to) the possibility of loss, injury, or other adverse or unwelcome circumstance; a chance or situation involving such a possibility.”

Risk is a constant in all areas of life. Management of risk must be a proactive process, rather than simply taking actions to avoid risk. Security professionals need tools and a consistent approach to identifying, assessing, prioritizing, managing and monitoring risks over time. This class teaches a means to determine alternatives to managing risks with a cost/benefit approach. This approach enables the security professional to prioritize or reprioritize needs as the risk landscape changes. Gain a systems approach to risk management for the protection of people, information, equipment, facilities, activities, and operations-all key areas in today’s global environment. Attendees develop the knowledge to fully understand and implement risk management fundamentals. This, coupled with the understanding that consistent risk practices enable senior managers to effectively allocate scarce resources at an affordable price, brings added competency to the industry.

Target Audience
Personnel who are preparing to provide, or who are currently providing, assessments and recommendations to senior managers. These senior managers’ responsibilities include accepting risk and funding of security programs and related problem sets.

Attendees will Learn How To

· Meet the national security policy requirement that mandates the use of risk management methodologies
· Learn to perform cost/benefit analyses to manage risk
· Apply risk management standards in support of the business goals of an organization 


Courses are available on demand (see www.nstii.com).  
Visit http://www.nstii.com/catalog/risk-management-rm for your discount. 
Courses can be purchased by the seat or dedicated course delivery with a minimum of 20-25 students.

	Course Title
	ICD 503 Systems Security Practitioners Course (SSPC)

	Length of Course
	4 days

	Description of Course: The ICD 503 Systems Security Practitioners Course (SSPC) provides Information Assurance (IA) and Information System Security Managers (ISSMs), Information Systems Security Engineers (ISSEs), and Information Systems Security Officers (ISSOs) with skills to accomplish or oversee the implementation of Intelligence Community Directive (ICD) 503, and Intelligence Community Information Technology Systems Security Risk Management, Certification and Accreditation. Students gain insights into the Federal Government’s Certification & Accreditation transformation by examining the concepts of commonality, reuse and risk management from an enterprise perspective. Students learn the Risk Management Framework (RMF) and gain a comprehension of the key RMF roles and responsibilities. Instruction also includes categorizing information and information systems; security control families; common, hybrid, and system-specific security controls; tailoring and the identification of control enhancements; considerations for implementing security controls in the System Development Life- Cycle (SDLC); resources and references to assess and test security controls; the Body of Evidence to achieve authorization (accreditation); and considerations for continuous monitoring. The course provides a detailed walk-through of National Institute of Standards and Technology (NIST) Special Publication (SP) 800-37 and NIST SP 800-53; and the Committee for National Security Systems (CNSS) Instruction 1253. Because most security professionals still encounter Director of Central Intelligence (DCID) 6/3 in the workplace as organizations gradually transition to ICD 503, this course provides a high-level overview of the DCID and highlights the most distinct differences between it and ICD 503.

Target Audience
IT security personnel who are responsible for system certification and accreditation. 

Attendees will Learn How To

· Decipher ICD 503 through a hands-on, interactive approach
· Implement the Federal Information Processing Standards

· Derive a baseline set of controls for a particular system categorization/impact level for different types of information

· Implement the Risk Management Framework including:

· Categorizing Information Systems

· Selecting Security Controls

· Implementing and Assessing Security Controls

· Authorizing the Information System

· Monitoring Security Controls

· Further integrate Information Security into your larger organization security program


Courses are available on demand (see www.nstii.com). 
Visit http://nstii.com/catalog/systems-security-practitioners-course-sspc for your discount. Courses can be purchased by the seat or dedicated course delivery with a minimum of 20-25 students.
	Course Title
	Practical SCIF Construction (PSC)

	Length of Course
	4.5 days

	Description of Course: The Practical SCIF Construction (PSC) course is the premier physical security course offered to federal enterprise Special/Program Security Officers, facility engineers and space planners responsible for Sensitive Compartmented Information Facility (SCIF) planning, design and/or construction. This highly interactive course, offers practical instruction on how to build a SCIF. The course is based on the newly issued Director of National Intelligence (DNI) Intelligence Community Directive (ICD) 705 and Intelligence Community Standards 705-1 and 705-2. The course concentrates on SCIF design and construction standards, the accreditation process, and preparing a fully compliant Fixed Facility Checklist while reducing costs.

Target Audience
Personnel involved in the management and/or design of SCIFs under ICD 705. 

Attendees will Learn How To

· Interpret and navigate ICD 705 and Physical Security policies and procedures using a risk management approach
· Understand OPSEC and CI principals to support your organization’s mission
· Anticipate and identify SCI Physical Security requirements—providing cost-savings solutions to construction, access control, intrusion detection systems, TEMPEST concerns and many other required security components
· Oversee the Construction and Understand the Accreditation processes of a SCIF by:
· Reading, interpreting and working with Architectural and Engineering (A&E) Blueprints
· Developing a Construction Security Plan
· Completing appropriate paperwork (FFC, EAP, SOP, etc.)
· Properly select unclassified telecommunications capabilities
· Assigning a Site Security Manager
· Further integrate Physical Security into your larger organization’s security in-depth program


Courses are available on demand (see www.nstii.com).  
Visit http://nstii.com/catalog/practical-scif-construction-psc for your discount. 
Courses can be purchased by the seat or dedicated course delivery with a minimum of 20-25 students.

	Course Title
	Special Security Officer Course (SSOC)

	Length of Course
	4.5 days

	Description of Course: The Special Security Officer Course (SSOC) is designed for security professionals who administer all aspects of Sensitive Compartmented Information (SCI) programs. The SSOC familiarizes students with all Director of National Intelligence (DNI) Intelligence Community Directives (ICDs), Policy Memorandums and Policy Guidance. The course contains practical implementation exercises to give hands-on experience.

Target Audience
Security personnel responsible for managing SCI programs. 

Attendees will Learn How To

· Establish and maintain a sound SCI security program
· Improving proficiency in the ICD’s
· Participate in the construction of a SCIF through a hands-on, interactive approach
· Identify possible espionage threats – integrating CI, OPSEC, and Insider Threat into your program
· Identify Special Access Programs and SCI Control Systems
· Administer the SCI Personnel Security program – experiential approach from initiation through adjudication
· Communicate your security program for success
· Deliver an innovative Security Awareness Training & Education (SATE) program


Courses are available on demand (see www.nstii.com).  
Visit http://nstii.com/catalog/special-security-officer-course-ssoc for your discount. 
Courses can be purchased by the seat or dedicated course delivery with a minimum of 20-25 students.

	Course Title
	Security Presentations Skills Seminar (SPSS)

	Length of Course
	3 days

	Description of Course: Edmund Burke once said, “Education is the cheapest defense of a nation.” To educate, you must be an effective communicator; a skill vital to success in the security profession. Each student gives four presentations in front of the class, two of which are video-taped for one-on-one sessions with an instructor. As part of the presentations and classroom discussions, students address their specific worksite security issues with the instructors for specific advice and guidance.

Target Audience
Any security professional seeking to improve their communication skills.

Attendees will Learn How To

· Improve security communication skills
· Learn to frame your message effectively and to sell your security program
· Study proven best-practices to enhance your security awareness message


Courses are available on demand (see www.nstii.com).  
Visit http://www.nstii.com/catalog/security-presentation-skills-seminar-spss for your discount. Courses can be purchased by the seat or dedicated course delivery with a minimum of 20-25 students.
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