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"We support your Security Needs"
Mainstay Enterprises Inc. (Mainstay) provides security products and services, and related corporate automation and security services to select Government and Commercial Clients.
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Our Mission
Making Security an enterprise asset, rather than a liability, for our Clients 
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Company Profile
Mainstay is a woman owned small business, incorporated in the State of Maryland, with its headquarters in Annapolis, and field offices in Fairfax VA, Austin TX and Ft. Lauderdale FL. Our business model is based upon our forging a Partnership for Success with each and every Mainstay Client. In this way, we become a stakeholder in our Client’s enterprise, and a partner in accomplishing our Client’s mission. This proven, client-focused approach emphasizes our use of efficient, trained and motivated technical personnel, supported by a dedicated, experienced management team, innovative automated tools, and the latest security technology.
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Contact Information
Telephone 

(301) 261-2655 

FAX 

(410) 280-3675 

Postal address 

209 West Street, Suite 204 

          Annapolis, MD 21401 

Electronic mail 

General Information: galuzzo@mainstay-ent.com
Sales: mailto:bbendel@

 HYPERLINK "mailto:bbendel@mainstay-ent.com" mainstay-ent.com
Customer Support: mailto:bbigno@

 HYPERLINK "mailto:bbigno@mainstay-ent.com" mainstay-ent

 HYPERLINK "mailto:bignob@cast-security.com" .com
Webmaster: webmaster@

 HYPERLINK "mailto:goose@mainstay-ent.com" mainstay-ent

 HYPERLINK "mailto:wildcard@cast-security.com" .com 

 MAINSTAY ENTERPRISES, INC.
Focus
Our focus includes both the public and private sectors, and our expertise covers the spectrum of security, automation and audit disciplines, ranging from National Security through Economic, Physical and Personal Security. 

Mainstay provides its Clients with a wide variety of consulting, engineering and training services, in all disciplines relating to protecting the confidentiality, integrity and availability of Enterprise Assets. These services include:
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	Facility Security Evaluation/Reevaluation 


Mainstay will provide Analysts and Engineers experienced in all aspects of Federal or Public/Private Sector Facility Security, including Federal Government requirements for Sensitive Compartmented Information Facilities (SCIFs) and Special Access Programs (SAPs). 
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	Network Security Evaluation/Reevaluation


The FBI estimates that each year, our nation’s businesses lose more than $7 billion to various forms of electronic attack. Our Engineers, Computer Specialists and Security Analysts are able to accurately and rapidly determine the state of security of your LAN/MAN/WAN/Internet Systems (developmental and/or operational), based on your individual business requirements. 
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	Network Security Planning 


Today, facilitating electronic access to information is a key factor in meeting Enterprise mission goals and objectives. But allowing unauthorized access to that same information can be disastrous. Development of a comprehensive Network Security Plan is a major step in ensuring the confidentiality and integrity of Enterprise Information. 
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	Network Accreditation Documentation 


Mainstay provides its Clients with a complete and comprehensive set of Certification & Accreditation (C&A) documentation that meets specific Agency requirements (e.g., NIST, DoD Information Technology Security Certification and Accreditation Process – DITSCAP, Air Force System Security Instruction 5024, Federal Aviation Administration Systems Certification and Authorization Package – SCAP, etc.)

	[image: image9.png]



	Risk Assessment


The key phase in safeguarding a Facility or Information Technology (IT) System is the Risk Assessment. Mainstay’s automated Risk Assessment process identifies Client vulnerabilities and provides cost-effective recommendations to reduce the probability that they will be exploited. 
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	Safeguard Design and Implementation


Designing, implementing and institutionalizing effective Safeguards for Enterprise Assets is a necessary part of the overall Risk Management Process. 
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	Secure Database Design


Everyday Private and Public sector information is stored in a database somewhere. If the access to this data is not protected it runs the risk of Damage, Delay, Denial, or Manipulation.
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	Security Training


Employees are the first line of defense for an organization’s infrastructure. Thus, Security Awareness Training is the primary means by which Employees can be informed of Risks, Threats, and Vulnerabilities to that infrastructure.
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	Disaster Recovery Planning


Mainstay is able to provide its Clients with a complete solution for planning, preparing, and implementing disaster recovery plans, continuity of operations plans and contingency plans. 
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	Audit Readiness Programs


Mainstay Audit Readiness Programs for Information Systems provide Clients with the assurance that their technology environments will meet the rigorous standards applied during audits conducted by internal or external information systems auditors. . 
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	IT Perimeter Defense


Mainstay is able to provide complete protection against nearly all forms of illegal and /or unauthorized intrusion from external sources. 
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	Biometrics Solutions


Mainstay supplies a complete line of Biometrics Security solutions, from access controls to physical or logical (computing) environments controls.


[image: image17.wmf]GSA Schedule Information  FY 2007
Federal Supply Schedule Contract Number GS-35F-0120L
Date of Issue December 18, 2000
Labor Categories Pricing for FY07  October 1, 2006-September 30, 2007:

NOTE: Prices reduced by .25% per Modification FX03
Labor Categories:
  Ordering Code        Job Title                            


Off-Site Price/Hour
     MEI102

Project Manager




133.81
     MEI201

Senior Principal Security Systems Analyst

170.24

     MEI202

Principal Security Systems Analyst


151.70
     MEI204                 Sr. Security Systems Analyst    


132.52
     MEI203                 Security Systems Analyst            


107.29

     MEI302

Senior Systems Engineer



117.79

     MEI303

Intermediate Systems Engineer


104.00

     MEI304

Junior Systems Engineer



  51.43

     MEI402

Senior Software Engineer



130.42

     MEI403

Intermediate Software Engineer


106.90

     MEI404

Junior Software Engineer



  67.31
      MEI210                Administrative Assistant                          

  44.17
_1001232791.doc



