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AUTHORIZED FEDERAL SUPPLY SERVICE 

INFORMATION TECHNOLOGY SCHEDULE PRICELIST 

GENERAL PURPOSE COMMERCIAL INFORMATION TECHNOLOGY  

EQUIPMENT, SOFTWARE AND SERVICES 

 

General Services Administration Federal Supply Service 

Contract Number:  GS-35F-4338D 
BearingPoint, LLC 

 
BearingPoint, LLC (BearingPoint) offers a full suite of Information Technology (IT) and Systems 

Integration services to address the challenges and needs of Federal managers.  These services address 

specific IT service requirements within a broader systems integration framework which provides the 

strategies and solutions for integrated business processes, shared data and effective information systems.  

Our service areas reflect a combination of our functional expertise in organizational and business 

management and our leading-edge technical expertise, in every phase of the information technology 

lifecycle, provides our clients with the IT solutions they need to run their businesses and agencies.  

Detailed descriptions of these services follow the Terms and Conditions. 

 

SIN 132-51 - INFORMATION TECHNOLOGY (IT) PROFESSIONAL SERVICES 

FPDS Code D301 IT Facility Operation and Maintenance 

FPDS Code D302 IT Systems Development Services 

FPDS Code D306 IT Systems Analysis Services 

FPDS Code D307 Automated Information Systems Design and Integration Services 

FPDS Code D308 Programming Services 

FPDS Code D310 IT Backup and Security Services 

FPDS Code D311 IT Data Conversion Services 

FPDS Code D316 IT Network Management Services 

FPDS Code 317 Creation/Retrieval of IT Related Automated News Services, Data Services or 

Other Information Services 

FPDS Code D399 Other Information Technology Services, Not Elsewhere Classified 

 

SIN 132-62 - HSPD-12 Product and Service Components (FPDS D399) 

PIV Enrollment and Registration Services 

PIV Infrastructure Services 

PIV Card Management and Production Services 

PIV Card Activation and Finalization Services 

PIV Integration Products and Services 
 

Note 1: All non-professional labor categories must be incidental to and used solely to support hardware, 

software and/or professional services, and cannot be purchased separately. 

Note 2: Offerors and Agencies are advised that the Group 70 – Information Technology 

Schedule is not to be used as a means to procure services, which properly fall under the 



 

Brooks Act.  These services include, but are not limited to, architectural, engineering, 

mapping, cartographic production, remote sensing, geographic information systems, 

and related services.  FAR 36.6 distinguishes between mapping services of an A/E 

nature and mapping services which are not connected nor incidental to the traditionally 

accepted A/E Services. 

Note 3: This solicitation is not intended to solicit for the reselling of IT Professional Services, except 

for the provision of implementation, maintenance, integration, or training services in direct 

support of a product.  Under such circumstances the services must be performed by the 

publisher or manufacturer or one of their authorized agents. 
 

BearingPoint, LLC 
1676 International Drive 

McLean, VA  22102 



 

 

 

 

 

INFORMATION FOR ORDERING ACTIVITIES 

APPLICABLE TO ALL SPECIAL ITEM NUMBERS 

 

 

SPECIAL NOTICE TO AGENCIES  

 

 

 

 

SMALL BUSINESS PARTICIPATION 

 

SBA strongly supports the participation of small business concerns in the Federal Supply Schedules 

Program.  To enhance Small Business Participation, SBA policy allows agencies to include in their 

procurement base and goals, the dollar value of orders expected to be placed against the Federal Supply 

Schedules, and to report accomplishments against these goals. 

For orders exceeding the micropurchase threshold, FAR 8.404 requires agencies to consider the 

catalogs/pricelists of at least three schedule contractors or consider reasonably available information by 

using the GSA Advantage!  on-line shopping service (www.fss.gsa.gov).  The catalogs/pricelists, GSA 

Advantage!  and the Federal Supply Service Home Page (www.fss.gsa.gov) contain information on a 

broad array of products and services offered by small business concerns.  

This information should be used as a tool to assist ordering activities in meeting or exceeding established 

small business goals.  It should also be used as a tool to assist in including small, small disadvantaged, 

and women-owned small businesses among those considered when selecting pricelists for a best value 

determination.  

For orders exceeding the micropurchase threshold, customers are to give preference to small business 

concerns when two or more items at the same delivered price will satisfy their requirement. 



 

 

SECTION 1 

INFORMATION FOR ORDERING ACTIVITIES 

 

1. Geographic Scope of Contract:  The geographic scope of this contract is the 48 

contiguous states, the District of Columbia, Alaska, Hawaii and the Commonwealth of 

Puerto Rico.  Additionally, BearingPoint has offices throughout the world capable of 

fulfilling all IT Service requirements identified in this contract. 

2. BearingPoint Ordering Address and Payment Information: 

2.a. Ordering Address: 

Attn:  Kim Gibson 

BearingPoint, LLC 

1676 International Drive 

McLean, VA  22102 

Phone:  (703) 747-8596 
Fax:  (703) 342-1049 

E-mail:  us-bepsgsacontracts@bearingpoint.com 

2.b. Payment Information: 

 

EFT information U.S. Postal Service 
(Lockbox) 

Commercial  

Carrier (FedEx, UPS)   

Mellon Bank 

Three Mellon Ctr.  Rm. 

2713 Pittsburgh, PA  

15259  

ABA number:  

043000261 

Account number:  

1005760 

Account:  KCI Funding 

Point of contact:   

Sue Gallagher 

(412) 234-7701 

Authorized Date:  

7/1/2000 

BearingPoint 
Dept:  AT 40297 

Atlanta, GA  31192-

0297 

Mellon Financial Services 

Attn:  Wholesale Lockbox 

#40297 

Suite 110 

1640 Phoenix Blvd. 

College Park, GA  30349 

 

2.c. Government Purchase Card:  Contractors are required to accept credit  cards for 

payments equal to or less than the micro-purchase threshold for oral or written 

delivery orders. Credit cards will be acceptable for payment above the micro-

purchase threshold.  In addition, bank account information for wire transfer 

payments will be shown on the invoice. 

2.d. Ordering Assistance:  The following telephone number(s) can be used by ordering 

agencies to obtain technical and/or ordering assistance:  (703) 747-4461. 

 

 



 

3. Liability For Injury Or Damage 

The Contractor shall not be liable for any injury to Government personnel or damage to 

Government property arising from the use of equipment maintained by the Contractor, unless such 

injury or damage is due to the fault or negligence of the Contractor. 

4. Statistical Data for Government Ordering Office Completion of Standard Form 279:  

Block  9:  G.  Order/Modification Under Federal Schedule     

Block 16:  Data Universal Numbering System (DUNS) Number:  12-559-0674 

Block 30:  Type of Contractor - C.  Large Business 

Block 31:  Woman-Owned Small Business - No 

Block 36:  Contractor's Taxpayer Identification Number (TIN):  22-3680806 

4a. CAGE Code:  1N8U9 

4b. BearingPoint has registered with the Central Contractor Registration Database. 

5. Reserved (FOB Destination) 

6. Delivery Schedule 

6.a. Time Of Delivery/Start of Performance:  The start of services shall be as set forth in the 

delivery order or as otherwise agreed in a negotiated work schedule.  Estimated delivery 

dates for deliverable work products will be provided as requested in response to a 

Statement of Work. 

6.b. Urgent Requirements:  When the Federal Supply Schedule contract delivery period does 

not meet the bona fide urgent delivery requirements of an ordering agency, agencies are 

encouraged, if time permits, to contact the Contractor for the purpose of obtaining 

accelerated delivery.  The Contractor shall reply to the inquiry within 3 workdays after 

receipt.  (Telephonic replies shall be confirmed by the Contractor in writing.)  If the 

Contractor offers an accelerated delivery time acceptable to the ordering agency, any 

order(s) placed pursuant to the agreed upon accelerated delivery time frame shall be 

delivered within this shorter delivery time and in accordance with all other terms and 

conditions of the contract. 

7. Discounts:  Prices shown are Net Prices; Basic Discounts have been deducted. 

7.a. Prompt Payment:  Not Applicable 

7.b. Quantity:  Not Applicable 

7.c. Dollar Volume:  Not Applicable below the Maximum Order Value 

7.d. Government Educational Institutions:  Government Educational Institutions are offered the 

same discounts as all other Government customers 

7.e. Other:  Not Applicable below the Maximum Order value 

8. Trade Agreements Act of 1979, as amended:  Not Applicable to services 

9. Availability of Export Packing:  Not Applicable 

10. Small Requirements:  The minimum dollar value of orders to be issued is $100. 

11. Maximum Order:  The Maximum Order value for the following Special Item Number 132-51 - 

Information Technology (IT) Professional Services is $500,000.  The Maximum Order value for the 

following Special Item Number 132-62 HSPD-12 Product and Service Components is $1,000,000. 

NOTE: Special ordering procedures have been established for Special Item Number (SIN) 132-51 IT 

Professional Services and 132-62 HSPD-12 Product and Service Components; refer to the Section titled 

―Terms and Conditions Applicable to Information Technology (IT) Professional Services‖ when 

ordering under either SIN. 



 

12. Ordering Procedures For Federal Supply Schedule Contracts.  In accordance with FAR 8.405: 

Orders placed pursuant to a Multiple Award Schedule (MAS), using the procedures in FAR 8.405, 

are considered to be issued pursuant to full and open competition.  Therefore, when placing orders 

under Federal Supply Schedules, ordering offices need not seek further competition, synopsize the 

requirement, make a separate determination of fair and reasonable pricing, or consider small 

business set-asides in accordance with subpart 19.5.  GSA has already determined the prices of 

items under schedule contracts to be fair and reasonable.  By placing an order against a schedule 

using the procedures outlined below, the ordering office has concluded that the order represents the 

best value and results in the lowest overall cost alternative (considering price, special features, 

administrative costs, etc.) to meet the Government‘s needs. 

12.a. Orders placed at or below the micro-purchase threshold.  Ordering offices can place orders 

at or below the micro-purchase threshold with any Federal Supply Schedule Contractor.   

12.b. Orders exceeding the micro-purchase threshold but not exceeding the maximum order 

threshold.  Orders should be placed with the Schedule Contractor that can provide the supply 

or service that represents the best value.  Before placing an order, ordering offices should 

consider reasonably available information about the supply or service offered under MAS 

contracts by using the ―GSA Advantage!‖ on-line shopping service, or by reviewing the 

catalogs/pricelists of at least three Schedule Contractors and selecting the delivery and other 

options available under the schedule that meets the agency‘s needs.  In selecting the supply 

or service representing the best value, the ordering office may consider-- 

(1) Special features of the supply or service that are required in effective program 

performance and that are not provided by a comparable supply or service;  

(2) Trade-in considerations; 

(3) Probable life of the item selected as compared with that of a comparable item; 

(4) Warranty considerations; 

(5) Maintenance availability; 

(6) Past performance; and 

(7) Environmental and energy efficiency considerations. 

12.c. Orders exceeding the maximum order threshold.  Each schedule contract has an established 

maximum order threshold.  This threshold represents the point where it is advantageous for 

the ordering office to seek a price reduction.  In addition to following the procedures in 

paragraph b, above, and before placing an order that exceeds the maximum order threshold, 

ordering offices shall--   

Review additional Schedule Contractors‘  

(1) Catalogs/pricelists or use the ―GSA Advantage!‖ on-line shopping service; 

(2) Based upon the initial evaluation, generally seek price reductions from the Schedule 

Contractor(s) appearing to provide the best value (considering price and other factors); 

and   

(3) After price reductions have been sought, place the order with the Schedule Contractor 

that provides the best value and results in the lowest overall cost alternative.  If further 

price reductions are not offered, an order may still be placed, if the ordering office 

determines that it is appropriate. 

NOTE:  For orders exceeding the maximum order threshold, the Contractor may: 

(1) Offer a new lower price for this requirement (the Price Reductions clause is not 

applicable to orders placed over the maximum order in FAR 52.216-19 Order 

Limitations); 



 

(2) Offer the lowest price available under the contract; or 

(3) Decline the order (orders must be returned in accordance with FAR 52.216-19).  

12.d. Blanket purchase agreements (BPAs).  The establishment of Federal Supply Schedule BPAs 

is permitted when following the ordering procedures in FAR 8.405.  All schedule contracts 

contain BPA provisions.  Ordering offices may use BPAs to establish accounts with 

Contractors to fill recurring requirements.  BPAs should address the frequency of ordering 

and invoicing, discounts, and delivery locations and times.  

12.e. Price reductions.  In addition to the circumstances outlined in paragraph c, above, there may 

be instances when ordering offices will find it advantageous to request a price reduction.  

For example, when the ordering office finds a schedule supply or service elsewhere at a 

lower price or when a BPA is being established to fill recurring requirements, requesting a 

price reduction could be advantageous.  The potential volume of orders under these 

agreements, regardless of the size of the individual order, may offer the ordering office the 

opportunity to secure greater discounts.  Schedule Contractors are not required to pass on to 

all schedule users a price reduction extended only to an individual agency for a specific 

order.  

12.f. Small business.  For orders exceeding the micro-purchase threshold, ordering offices should 

give preference to the items of small business concerns when two or more items at the same 

delivered price will satisfy the requirement. 

12.g. Documentation.  Orders should be documented, at a minimum, by identifying the Contractor 

the item was purchased from, the item purchased, and the amount paid.  If an agency 

requirement in excess of the micro-purchase threshold is defined so as to require a particular 

brand name, product, or feature of a product peculiar to one manufacturer, thereby 

precluding consideration of a product manufactured by another company, the ordering office 

shall include an explanation in the file as to why the particular brand name, product, or 

feature is essential to satisfy the agency‘s needs. 

13. Federal Information Technology/Telecommunication Standards Requirements:  

Federal departments and agencies acquiring products from this Schedule must comply with the 

provisions of the Federal Standards Program, as appropriate (reference:  NIST Federal Standards 

Index).  Inquiries to determine whether or not specific products listed herein comply with Federal 

Information Processing Standards (FIPS) or Federal Telecommunication Standards (FED-STDS), 

which are cited by ordering offices, shall be responded to promptly by the Contractor. 

13.1 Federal Information Processing Standards Publications (FIPS PUBS): Information 

Technology products under this Schedule that do not conform to Federal Information 

Processing Standards (FIPS) should not be acquired unless a waiver has been granted in 

accordance with the applicable "FIPS Publication."  Federal Information Processing 

Standards Publications (FIPS PUBS) are issued by the U.S. Department of Commerce,  

National Institute of Standards and Technology (NIST), pursuant to National Security Act.  

Information concerning their availability and applicability should be obtained from the 

National Technical Information Service (NTIS), 5285 Port Royal Road, Springfield, 

Virginia  22161.  FIPS PUBS include voluntary standards when these are adopted for 

Federal use.  Individual orders for FIPS PUBS should be referred to the NTIS Sales Office, 

and orders for subscription service should be referred to the NTIS Subscription Officer, both 

at the above address, or telephone number (703) 487-4650. 

13.2 Federal Telecommunication Standards (FED-STDS):  Telecommunication products under 

this Schedule that do not conform to Federal Telecommunication Standards (FED-STDS) 

should not be acquired unless a waiver has been granted in accordance with the applicable 

"FED-STD."  Federal Telecommunication Standards are issued by the  U.S. Department of 

Commerce, National Institute of Standards and Technology (NIST), pursuant to National 



 

Security Act. Ordering information and information concerning the availability of FED-

STDS should be obtained from the GSA, Federal Supply Service, Specification Section, 470 

East L‘Enfant Plaza, Suite 8100, SW, Washington, DC  20407, telephone number (202)619-

8925.  Please include a self-addressed mailing label when requesting information by mail.  

Information concerning their applicability can be obtained by writing or calling the U.S. 

Department of Commerce, National Institute of Standards and Technology, Gaithersburg, 

MD  20899, telephone number (301)975-2833. 

14. CONTRACTOR TASKS / SPECIAL REQUIREMENTS (C-FSS-370) (NOV 2001)   

(a) Security Clearances:  The Contractor may be required to obtain/possess varying levels of security 

clearances in the performance of orders issued under this contract.  All costs associated with 

obtaining/possessing such security clearances should be factored into the price offered under the Multiple 

Award Schedule. 

(b) Travel:  The Contractor may be required to travel in performance of orders issued under this 

contract.  Allowable travel and per diem charges are governed by Pub .L. 99-234 and FAR Part 31, and 

are reimbursable by the ordering agency or can be priced as a fixed price item on orders placed under the 

Multiple Award Schedule.  The Industrial Funding Fee does NOT apply to travel and per diem charges. 

NOTE:  Refer to FAR Part 31.205-46 Travel Costs, for allowable costs that pertain to official company 

business travel in regards to this contract. 

(c) Certifications, Licenses and Accreditations:  As a commercial practice, the Contractor may be 

required to obtain/possess any variety of certifications, licenses and accreditations for specific 

FSC/service code classifications offered.  All costs associated with obtaining/ possessing such 

certifications, licenses and accreditations should be factored into the price offered under the Multiple 

Award Schedule program. 

(d) Insurance:  As a commercial practice, the Contractor may be required to obtain/possess insurance 

coverage for specific FSC/service code classifications offered.  All costs associated with 

obtaining/possessing such insurance should be factored into the price offered under the Multiple Award 

Schedule program. 

(e) Personnel:  The Contractor may be required to provide key personnel, resumes or skill category 

descriptions in the performance of orders issued under this contract.  Ordering activities may require 

agency approval of additions or replacements to key personnel. 

(f) Organizational Conflicts of Interest:  Where there may be an organizational conflict of interest as 

determined by the ordering agency, the Contractor‘s participation in such order may be restricted in 

accordance with FAR Part 9.5. 

(g) Documentation/Standards:  The Contractor may be requested to provide products or services in 

accordance with rules, regulations, OMB orders, standards and documentation as specified by the 

agency‘s order. 

(h) Data/Deliverable Requirements:  Any required data/deliverables at the ordering level will be as 

specified or negotiated in the agency‘s order. 

(i) Government-Furnished Property:  As specified by the agency‘s order, the Government may 

provide property, equipment, materials or resources as necessary. 

(j) Availability of Funds:  Many Government agencies‘ operating funds are appropriated for a 

specific fiscal year.  Funds may not be presently available for any orders placed under the contract or any 

option year.  The Government‘s obligation on orders placed under this contract is contingent upon the 



 

availability of appropriated funds from which payment for ordering purposes can be made.  No legal 

liability on the part of the Government for any payment may arise until funds are available to the ordering 

Contracting Officer. 

15. Contract Administration For Ordering Offices:  Any ordering office, with respect to any one or 

more delivery orders placed by it under this contract, may exercise the same rights of termination as 

might the GSA Contracting Officer under provisions of FAR 52.212-4, paragraphs (l) Termination 

for the Government‘s convenience, and (m) Termination for Cause (See C.1.) 

16. GSA Advantage!  

GSA Advantage! is an on-line, interactive electronic information and ordering system that provides 

on-line access to vendors' schedule prices with ordering information.  GSA Advantage! will allow 

the user to perform various searches across all contracts including, but not limited to: 

(1) Manufacturer; 

(2) Manufacturer's Part Number; and  

(3) Product categories. 

Agencies can browse GSA Advantage! by accessing the Internet World Wide Web utilizing a 

browser (ex.:  NetScape).  The Internet address is http://www.fss.gsa.gov/. 

17. PURCHASE OF OPEN MARKET ITEMS 

NOTE:  Open Market Items are also known as incidental items, noncontract items, non-Schedule items, 

and items not on a Federal Supply Schedule contract.  ODCs (Other Direct Costs) are not part of 

this contract and should be treated as open market purchases.  Ordering Activities procuring open 

market items must follow FAR 8.402(f). 

For administrative convenience, an ordering office contracting officer may add items not on the Federal 

Supply Multiple Award Schedule (MAS) -- referred to as open market items -- to a Federal Supply 

Schedule blanket purchase agreement (BPA) or an individual task or delivery order, only if-  

(1) All applicable acquisition regulations pertaining to the purchase of the items not on the 

Federal Supply Schedule have been followed (e.g., publicizing (Part 5), competition requirements 

(Part 6), acquisition of commercial items (Part 12), contracting methods (Parts 13, 14, and 15), 

and small business programs (Part 19));  

(2) The ordering office contracting officer has determined the price for the items not on the 

Federal Supply Schedule is fair and reasonable;  

(3) The items are clearly labeled on the order as items not on the Federal Supply Schedule; 

and  

(4) All clauses applicable to items not on the Federal Supply Schedule are included in the 

order. 

18. Contractor Commitments, Warranties And Representations 

18.a. For the purpose of this contract, commitments, warranties and representations include, in 

addition to those agreed to for the entire schedule contract: 

(1) Time of delivery/installation quotations for individual orders; 

(2) Technical representations and/or warranties of products concerning performance, total 

system performance and/or configuration, physical, design and/or functional 

characteristics and capabilities of a product/equipment/ service/software package 

submitted in response to requirements which result in orders under this schedule 

contract. 

(3) Any representations and/or warranties concerning the products made in any literature, 

description, drawings and/or specifications furnished by the Contractor. 



 

18.b. The above is not intended to encompass items not currently covered by the GSA Schedule 

contract. 

19. RESERVED:  (Overseas Activities) 

20. Blanket Purchase Agreements (BPAs) 

Federal Acquisition Regulation (FAR) 13.303-1(a) defines Blanket Purchase Agreements (BPAs) 

as ―…a simplified method of filling anticipated repetitive needs for supplies or services by 

establishing ‗charge accounts‘ with qualified sources of supply.‖  The use of Blanket Purchase 

Agreements under the Federal Supply Schedule Program is authorized in accordance with FAR 

13.303-2(c)(3), which reads, in part, as follows:   

 ―BPAs may be established with Federal Supply Schedule Contractors, if not inconsistent with the 

terms of the applicable schedule contract.‖ 

Federal Supply Schedule contracts contain BPA provisions to enable schedule users to maximize 

their administrative and purchasing savings.  This feature permits schedule users to set up 

―accounts‖ with Schedule Contractors to fill recurring requirements.  These accounts establish a 

period for the BPA and generally address issues such as the frequency of ordering and invoicing, 

authorized callers, discounts, delivery locations and times.  Agencies may qualify for the best 

quantity/volume discounts available under the contract, based on the potential volume of business 

that may be generated through such an agreement, regardless of the size of the individual orders.  In 

addition, agencies may be able to secure a discount higher than that available in the contract based 

on the aggregate volume of business possible under a BPA.  Finally, Contractors may be open to a 

progressive type of discounting where the discount would increase once the sales accumulated 

under the BPA reach certain prescribed levels.  Use of a BPA may be particularly useful with the 

new Maximum Order feature. 

21. Contractor Team Arrangements 

Contractors participating in contractor team arrangements must abide by all terms and conditions of 

their respective contracts.  This includes compliance with Clauses 552.238-74, Industrial Funding 

Fee and Sales Reporting, i.e., each contractor (team member) must report sales and remit the IFF 

for all products and services provided under its individual contract. 

22. Installation, Deinstallation, Reinstallation 

The Davis-Bacon Act (40 U.S.C. 276a-276a-7) provides that contracts in excess of $2,000 to which 

the United States or the District of Columbia is a party for construction, alteration, or repair 

(including painting and decorating) of public buildings or public works with the United States, shall 

contain a clause that no laborer or mechanic employed directly upon the site of the work shall 

received less than the prevailing wage rates as determined by the Secretary of Labor.  The 

requirements of the Davis-Bacon Act do not apply if the construction work is incidental to the 

furnishing of supplies, equipment, or services.  For example, the requirements do not apply to 

simple installation or alteration of a public building or public work that is incidental to furnishing 

supplies or equipment under a supply contract.  However, if the construction, alteration or repair is 

segregable and exceeds $2,000, then the requirements of the Davis-Bacon Act apply. 

The requisitioning activity issuing the task order against this contract will be responsible for proper 

administration and enforcement of the Federal labor standards covered by the Davis-Bacon Act.  

The proper Davis-Bacon wage determination will be issued by the ordering activity at the time a 

request for quotations is made for applicable construction classified installation, deinstallation, and 

reinstallation services under SIN 132-8. 

23. Section 508 Compliance. 

The professional services offered by BearingPoint are technical, managerial and advisory services 

which are not generally considered Electronic and Information Technology (EIT) and which are not 



 

provided by the government to employees or to the public.  Section 508 Compliance does not apply 

to these services.  If these services are ordered in support of agency requirements relating to EIT 

applications, products and services provided to employees or to the public, then, BearingPoint will 

address Section 508 Compliance requirements as set out in a Task Order or Statement of Work. 

The EIT standard can be found at:  www.Section508.gov/. 

24. PRIME CONTRACTOR ORDERING FROM FEDERAL SUPPLY SCHEDULES. 

Prime Contractors (on cost reimbursement contracts) placing orders under Federal Supply Schedules, on 

behalf of a Federal Agency, shall follow the terms of the applicable schedule and authorization and 

include with each order – 

(a) A copy of the authorization from the Agency with whom the contractor has the prime 

contract (unless a copy was previously furnished to the Federal Supply Schedule contractor); and 

(b) The following statement: 

This order is placed under written authorization from _______ dated _______.  In the 

event of any inconsistency between the terms and conditions of this order and those of 

your Federal Supply Schedule contract, the latter will govern. 

25. INSURANCE—WORK ON A GOVERNMENT INSTALLATION (JAN 1997)(FAR 

52.228-5) 
 

(a) The Contractor shall, at its own expense, provide and maintain during the entire performance of 

this contract, at least the kinds and minimum amounts of insurance required in the Schedule or elsewhere 

in the contract. 

 

(b) Before commencing work under this contract, the Contractor shall notify the Contracting Officer 

in writing that the required insurance has been obtained.  The policies evidencing required insurance shall 

contain an endorsement to the effect that any cancellation or any material change adversely affecting the 

Government's interest shall not be effective— 

 

(1) For such period as the laws of the State in which this contract is to be performed 

prescribe; or  

(2) Until 30 days after the insurer or the Contractor gives written notice to the Contracting 

Officer, whichever period is longer. 

 

(c) The Contractor shall insert the substance of this clause, including this paragraph (c), in 

subcontracts under this contract that require work on a Government installation and shall require 

subcontractors to provide and maintain the insurance required in the Schedule or elsewhere in the contract.  

The Contractor shall maintain a copy of all subcontractors' proofs of required insurance, and shall make 

copies available to the Contracting Officer upon request.  

 

26. SOFTWARE INTEROPERABILITY. 

Offerors are encouraged to identify within their software items any component interfaces that support 

open standard interoperability.  An item‘s interface may be identified as interoperable on the basis of 

participation in a Government agency-sponsored program or in an independent organization program.  

Interfaces may be identified by reference to an interface registered in the component registry located at 

http://www.core.gov. 

 

http://www.section508.gov/
http://www.core.gov/


 

27. ADVANCE PAYMENTS 

A payment under this contract to provide a service or deliver an article for the United States Government 

may not be more than the value of the service already provided or the article already delivered.  Advance 

or pre-payment is not authorized or allowed under this contract. (31 U.S.C. 3324) 

 

 

 



 

 

SECTION 2  

TERMS AND CONDITIONS 

TERMS AND CONDITIONS APPLICABLE TO INFORMATION TECHNOLOGY (IT) 

PROFESSIONAL SERVICES (SPECIAL ITEM NUMBER 132-51) AND HSPD-12 

PRODUCT AND SERVICE COMPONENTS (SPECIAL ITEM NUMBER 132-62) 
 

1. SCOPE 

a. The prices, terms and conditions stated under Special Item Number 132-51 Information 

Technology Professional Services and Special Item Number 132-62, Authenication Products 

and Services, apply exclusively within the scope of this Information Technology Schedule. 

b. The Contractor shall provide services at the Contractor‘s facility and/or at the ordering 

activity location, as agreed to by the Contractor and the ordering activity. 

2. PERFORMANCE INCENTIVES 

a. Performance incentives may be agreed upon between the Contractor and the ordering activity 

on individual fixed price orders or Blanket Purchase Agreements, under this contract in 

accordance with this clause. 

b. The ordering activity must establish a maximum performance incentive price for these 

services and/or total solutions on individual orders or Blanket Purchase Agreements. 

c. Incentives should be designed to relate results by the contractor to specified targets.  To the 

maximum extent practicable, ordering activities shall consider establishing incentives where 

performance is critical to the ordering activity‘s mission and incentives are likely to motivate 

the contractor.  Incentives shall be based on objectively measurable tasks. 

d. The above procedures do not apply to Time and Material or labor hour orders. 

3. ORDERING PROCEDURES FOR SERVICES (REQUIRING A STATEMENT OF 

WORK).   

FAR 8.402 contemplates that GSA may occasionally find it necessary to establish special ordering 

procedures for individual Federal Supply Schedules or for some Special Item Numbers (SINs) 

within a Schedule.  GSA has established special ordering procedures for services that require a 

Statement of Work.  These special ordering procedures take precedence over the procedures in FAR 

8.404 (b)(2) through (b)(3).  

GSA has determined that the prices for services contained in the contractor‘s price list applicable to 

this Schedule are fair and reasonable.  However, the ordering office using this contract is 

responsible for considering the level of effort and mix of labor proposed to perform a specific task 

being ordered and for making a determination that the total firm-fixed price or ceiling price is fair 

and reasonable. 

(a) When ordering services, ordering offices shall— 

(1) Prepare a Request (Request for Quote or other communication tool): 

(i) A statement of work (a performance-based statement of work is preferred) that 

outlines, at a minimum, the work to be performed, location of work, period of 

performance, deliverable schedule, applicable standards, acceptance criteria, and 

any special requirements (i.e., security clearances, travel, special knowledge, 

etc.) should be prepared. 

(ii) The request should include the statement of work and request the contractors to 

submit either a firm-fixed price or a ceiling price to provide the services 



 

outlined in the statement of work.  A firm-fixed price order shall be requested, 

unless the ordering office makes a determination that it is not possible at the 

time of placing the order to estimate accurately the extent or duration of the 

work or to anticipate cost with any reasonable degree of confidence.  When such 

a determination is made, a labor hour or time-and-materials proposal may be 

requested. The firm-fixed price shall be based on the rates in the schedule 

contract and shall consider the mix of labor categories and level of effort 

required to perform the services described in the statement of work. The firm-

fixed price of the order should also include any travel costs or other incidental 

costs related to performance of the services ordered, unless the order provides 

for reimbursement of travel costs at the rates provided in the Federal Travel or 

Joint Travel Regulations.  A ceiling price must be established for labor-hour and 

time-and-materials orders. 

(iii) The request may ask the contractors, if necessary or appropriate, to submit a 

project plan for performing the task, and information on the contractor‘s 

experience and/or past performance performing similar tasks. 

(iv) The request shall notify the contractors what basis will be used for selecting the 

contractor to receive the order. The notice shall include the basis for 

determining whether the contractors are technically qualified and provide an 

explanation regarding the intended use of any experience and/or past 

performance information in determining technical qualification of responses.  If 

consideration will be limited to schedule contractors who are small business 

concerns as permitted by paragraph (2)(i) below, the request shall notify the 

contractors that will be the case. 

(2) Transmit the Request to Contractors: 

(i) Based upon an initial evaluation of catalogs and price lists, the ordering office 

should identify the contractors that appear to offer the best value (considering 

the scope of services offered, pricing and other factors such as contractors‘ 

locations, as appropriate).  When buying IT professional services under  

SIN 132—51 ONLY, the ordering office, at its discretion, may limit 

consideration to those schedule contractors that are small business concerns.  

This limitation is not applicable when buying supplies and/or services under 

other SINs as well as SIN 132-51.  The limitation may only be used when at 

least three (3) small businesses that appear to offer services that will meet the 

agency‘s needs are available, if the order is estimated to exceed the micro-

purchase threshold. 

(ii) The request should be provided to three (3) contractors if the proposed order is 

estimated to exceed the micro-purchase threshold, but not exceed the maximum 

order threshold. For proposed orders exceeding the maximum order threshold, 

the request should be provided to additional contractors that offer services that 

will meet the agency‘s needs. Ordering offices should strive to minimize the 

contractors‘ costs associated with responding to requests for quotes for specific 

orders. Requests should be tailored to the minimum level necessary for adequate 

evaluation and selection for order placement. Oral presentations should be 

considered, when possible. 

(3) Evaluate Responses and Select the Contractor to Receive the Order: 

After responses have been evaluated against the factors identified in the request, the 

order should be placed with the schedule contractor that represents the best value.  

(See FAR 8.404)  



 

(b) The establishment of Federal Supply Schedule Blanket Purchase Agreements (BPAs) for 

recurring services is permitted when the procedures outlined herein are followed. All BPAs 

for services must define the services that may be ordered under the BPA, along with delivery 

or performance time frames, billing procedures, etc. The potential volume of orders under 

BPAs, regardless of the size of individual orders, may offer the ordering office the 

opportunity to secure volume discounts. When establishing BPAs, ordering offices shall— 

(1) Inform contractors in the request (based on the agency‘s requirement) if a single BPA 

or multiple BPAs will be established, and indicate the basis that will be used for 

selecting the contractors to be awarded the BPAs. 

(i) SINGLE BPA: Generally, a single BPA should be established when the 

ordering office can define the tasks to be ordered under the BPA and establish a 

firm-fixed price or ceiling price for individual tasks or services to be ordered.  

When this occurs, authorized users may place the order directly under the 

established BPA when the need for service arises. The schedule contractor that 

represents the best value should be awarded the BPA.  (See FAR 8.404)  

(ii) MULTIPLE BPAs: When the ordering office determines multiple BPAs are 

needed to meet its requirements, the ordering office should determine which 

contractors can meet any technical qualifications before establishing the BPAs.  

When multiple BPAs are established, the authorized users must follow the 

procedures in (a)(2)(ii) above and then place the order with the Schedule 

contractor that represents the best value. 

(2) Review BPAs Periodically:  Such reviews shall be conducted at least annually. The 

purpose of the review is to determine whether the BPA still represents the best value.  

(See FAR 8.404) 

(c) The ordering office should give preference to small business concerns when two or more 

contractors can provide the services at the same firm-fixed price or ceiling price. 

(d) When the ordering office‘s requirement involves both products as well as executive, 

administrative and/or professional, services, the ordering office should total the prices for the 

products and the firm-fixed price for the services and select the contractor that represents the best 

value.  (See FAR 8.404) 

The ordering office, at a minimum, should document orders by identifying the contractor from 

which the services were purchased, the services purchased, and the amount paid.  If other than a 

firm-fixed price order is placed, such documentation should include the basis for the determination 

to use a labor-hour or time-and-materials order.  For agency requirements in excess of the micro-

purchase threshold, the order file should document the evaluation of Schedule contractors‘ quotes 

that formed the basis for the selection of the contractor that received the order and the rationale for 

any trade-offs made in making the selection. 

Ordering procedures for other services available on schedule at fixed prices for specifically defined 

services or tasks should use the procedures in FAR 8.404.  These procedures are listed in the 

pricelist, under ―Information for Ordering Offices,‖ paragraph #12. 

4. ORDERS 

a. Agencies may use written orders, EDI orders, blanket purchase agreements, individual 

purchase orders, or task orders for ordering services under this contract.  Blanket Purchase 

Agreements shall not extend beyond the end of the contract period; all services and delivery 

shall be made and the contract terms and conditions shall continue in effect until the 

completion of the order.  Orders for tasks which extend beyond the fiscal year for which 

funds are available shall include FAR 52.232-19 (Deviation – May 2003) Availability of 

Funds for the Next Fiscal Year.  The purchase order shall specify the availability of funds 

and the period for which funds are available. 



 

b. All task orders are subject to the terms and conditions of the contract.  In the event of 

conflict between a task order and the contract, the contract will take precedence. 

c. For HSPD-12 Product and Service Components, when placing an order, ordering activities 

may deal directly with the contractor or ordering activities may send the requirement to the 

Program Management Office to received assisted services for a fee. 

5. PERFORMANCE OF SERVICES 

a. The Contractor shall commence performance of services on the date agreed to by the 

Contractor and the ordering office.  

b. The Contractor agrees to render services only during normal working hours, unless 

otherwise agreed to by the Contractor and the ordering office.  

c. The Agency should include the criteria for satisfactory completion for each task in the 

Statement of Work or Delivery Order.  Services shall be completed in a good and 

workmanlike manner. 

d. Any Contractor travel required in the performance of IT/HSPD-12 Product and Service 

Components must comply with the Federal Travel Regulation or Joint Travel Regulations, 

as applicable, in effect on the date(s) the travel is performed. Established Federal 

Government per diem rates will apply to all Contractor travel.  Contractors cannot use GSA 

city pair contracts. 

6. STOP-WORK ORDER (FAR 52.242-15) (AUG 1989) 

 
The STOP-WORK ORDER (AUG 1989) clause at FAR 52.242-15 applies orders for supplies or 

services placed under this contract.   

7. INSPECTION OF SERVICES 

The Inspection of Services–Fixed Price (AUG 1996) (Deviation – May 2003) clause at FAR 

52.246-4 applies to firm-fixed price orders placed under this contract.  The Inspection–

Time-and-Materials and Labor-Hour (JAN 1986) (Deviation – May 2003) clause at FAR 52.246-6 

applies to time-and-materials and labor-hour orders placed under this contract.  

8. RESPONSIBILITIES OF THE CONTRACTOR 

 The Contractor shall comply with all laws, ordinances, and regulations (Federal, State, City, or 

otherwise) covering work of this character.  If the end product of a task order is software, then FAR 

52.227-14 (Deviation – May 2003) Rights in Data – General, may apply. 

9. RESPONSIBILITIES OF THE ORDERING ACTIVITY 

Subject to security regulations, the ordering office shall permit Contractor access to all facilities 

necessary to perform the requisite Services. 

10. INDEPENDENT CONTRACTOR 

All IT Services performed by the Contractor under the terms of this contract shall be as an 

independent Contractor, and not as an agent or employee of the ordering activity. 

 

11. ORGANIZATIONAL CONFLICTS OF INTEREST 

a. Definitions. 

―Contractor‖ means the person, firm, unincorporated association, joint venture, partnership, 

or corporation that is a party to this contract. 



 

―Contractor and its affiliates‖ and ―Contractor or its affiliates‖ refers to the Contractor, its 

chief executives, directors, officers, subsidiaries, affiliates, subcontractors at any tier, and 

consultants and any joint venture involving the Contractor, any entity into or with which the 

Contractor subsequently merges or affiliates, or any other successor or assignee of the 

Contractor. 

An ―Organizational conflict of interest‖ exists when the nature of the work to be performed 

under a proposed Government contract, without some restriction on activities by the  

Contractor and its affiliates, may either (i) result in an unfair competitive advantage to the 

Contractor or its affiliates or (ii) impair the Contractor‘s or its affiliates‘ objectivity in 

performing contract work. 

b. To avoid an organizational or financial conflict of interest and to avoid prejudicing the best 

interests of the Government, ordering offices may place restrictions on the Contractor, its 

affiliates, chief executives, directors, subsidiaries and subcontractors at any tier when placing 

orders against schedule contracts.  Such restrictions shall be consistent with FAR 9.505 and 

shall be designed to avoid, neutralize, or mitigate organizational conflicts of interest that 

might otherwise exist in situations related to individual orders placed against the schedule 

contract.  Examples of situations, which may require restrictions, are provided at FAR 9.508. 

12. INVOICES 

The Contractor, upon completion of the work ordered, shall submit invoices for IT services.  

Progress payments may be authorized by the ordering office on individual orders if appropriate.  

Progress payments shall be based upon completion of defined milestones or interim products.  

Invoices shall be submitted monthly for recurring services performed during the preceding month.  

13. PAYMENTS 

For firm-fixed price orders the Government shall pay the Contractor, upon submission of proper 

invoices or vouchers, the prices stipulated in this contract for service rendered and accepted.  

Progress payments shall be made only when authorized by the order.  For time-and-materials 

orders, the Payments under Time-and-Materials and Labor-Hour Contracts at FAR 52.232-7 (DEC 

2002), (Alternate II – Feb 2002) (Deviation – May 2003) applies to time-and-materials orders 

placed under this contract.  For labor-hour orders, the Payment under Time-and-Materials and 

Labor-Hour Contracts at FAR 52.232-7 (DEC 2002), (Alternate II – Feb 2002) (Deviation – May 

2003) applies to labor-hour orders placed under this contract. 

14. RESUMES 

Resumes shall be provided to the GSA Contracting Officer or the user agency upon request. 

15. INCIDENTAL SUPPORT COSTS 

Incidental support costs are available outside the scope of this contract.  The costs will be 

negotiated separately with the ordering agency in accordance with the guidelines set forth in the 

FAR. 

16. APPROVAL OF SUBCONTRACTS 

The ordering activity may require that the Contractor receive, from the ordering activity's 

Contracting Officer, written consent before placing any subcontract for furnishing any of the work 

called for in a task order. 

17. DESCRIPTION OF IT SERVICES AND PRICING  

IT Services (SIN 132-51)  

The environment in which our Federal Government operates has entered a state of 

transformation.  Shrinking budgets and organizational downsizing coupled with steady or 

increasing workloads are putting tremendous pressure on organizational performance.  Federal 



 

managers are faced with the challenge of increasing their operational efficiency and doing more 

with less.  Their response has been to reinvent themselves through streamlined processes and an 

increased need for automated solutions which integrate their entire business enterprise.  

Additionally, HSPD-12 requires Federal agencies to initiate personal identity verification (PIV) 

solution implementation by October 2006. 

BearingPoint offers a full suite of IT, systems integration services and PIV services to address 

the challenges and needs of Federal managers.  We have developed our services to address 

specific IT and PIV service requirements within a broader systems integration framework.  Our 

integration framework provides the strategies and solutions for integrated business processes, 

shared data and effective information systems.  Our service areas reflect a combination of our 

functional expertise in organizational and business management and our leading-edge technical 

expertise in every phase of the information technology lifecycle to provide our clients with the 

solutions they need to run their businesses and make the most of their dollars.   

BearingPoint offers Professional IT Services in seven discrete areas which, in total, provide a 

comprehensive approach to supplying  IT-related services and support.  Our service areas include: 

1.0 FPDS Code D301 - IT Facility Operation and Maintenance 

2.0 FPDS Code D306 - IT Systems Analysis Services 

3.0 FPDS Code D307 - Automated Information Systems Design and Integration 

4.0 FPDS Code D308 - Programming Services 

5.0 FPDS Code D311 - IT Data Conversion Services 

6.0 FPDS Code D316 - IT Network Management Services 

7.0 FPDS Code D399 - Other Information Technology Services, Not Elsewhere Classified 

7.1.1 System Strategic and Migration Planning 

7.1.2 Acquisition and Project Management 

7.1.3 System Evaluation and Selection 

7.1.4 Systems Assurance 

7.1.5 Business and Software Process Improvement/Reengineering 

 

No matter the challenge, BearingPoint has the breadth and the depth of services and skills to help 

Government managers do more with less. 

1.0 IT Facility Operation and Maintenance 

BearingPoint offers a full range of services to assist clients in implementing and operating 

IT system solutions.  Beginning with implementation planning during the system 

development/selection phase, through the actual implementation, and followed by the 

operations and sustainment period of the lifecycle, BearingPoint employs proven 

techniques and processes to help clients successfully start up  systems and maximize the 

benefits from their investment. 

 Our proven implementation approach is supported by tools and techniques that can be 

applied to a range of system implementation scenarios, from custom developed software to 

COTS and GOTS.  Specific examples of these services include: 



 

 Implementation Planning - Supporting successful planning and managing of 

systems implementations addressing all elements of the implementation process, from 

organizing and defining the work (WBS, project schedules) to tracking and 

controlling the activities.  Our metrics highlight critical implementation parameters 

and provide Government managers quantified progress information.  We prepare 

implementation plans and assist the Government in executing and monitoring 

implementation progress and results. 

 Change Management - Preparing the user and ensuring acceptance of the system 

and overall change to the business is vital to a successful systems implementation.  

BearingPoint employs a change management methodology and structured process 

aimed at formalizing how the implementation team approaches the change process.  

Services include change management training for implementation team members, 

diagnostic tools and instruments analysis to determine system readiness, techniques 

and tools formulation to reduce the risk of having an unsuccessful change, and 

methods for measuring the progress and success of the change. 

 Training - Educating on new processes that accompany system implementation and 

training on system operation and how to successfully employ it.  BearingPoint 

prepares courses and material on new systems as well as existing legacy systems.  We 

employ effective means of educating and training using classroom instruction, hands-

on demonstration and computer-based training.  Our instructors emphasize the 

business use of the system with users, training them in the context of how they 

perform their jobs.  Training of system administrators concentrates on the operation 

and performance of the system. 

 System Installation - Installing and testing the system and successfully introducing it 

into the target business environment.  Our team can host and configure the system, 

conduct installation validation tests, prepare and convert legacy data into the new 

system and bring the system on-line for the organization. 

 Operations and Maintenance - Assisting in maintaining system operability, from 

accomplishing regular maintenance on the system, to performing software 

maintenance.  In addition, we provide systems operation/maintenance planning 

services such as disaster recovery planning and outsourcing. 

2.0 IT Systems Analysis Services 

BearingPoint delivers a set of services to support analyses and design of IT solutions 

ranging from a single business system to entire mission or enterprise-wide systems.  In 

providing these services, BearingPoint employs the most current and appropriate tools and 

methodologies to determine requirements, perform information strategic planning, assess 

processing needs and select and design appropriate solutions.   

BearingPoint focuses on understanding the organization‘s current capabilities, requirements, 

and future goals, then applies the appropriate technologies and methodologies to design the 

optimal systems solution.  Examples of our specific services include the following: 

 Requirements Analysis - Providing a variety of requirements analysis services, 

including requirements definition, requirements reviews, requirements traceability, 

and allocation of requirements to software, hardware, telecommunications, security, 

operations and maintenance, and other program elements. 



 

 System Design and Engineering - Mapping the strategic planning and analysis 

results to reliable implementations of the automated business model.  We provide 

services in performance and capacity modeling, planning for long-range technology 

evolution, human factors engineering, design of interfaces with external systems, and 

both the design and integration of the hardware, software, and network components 

comprising the customer‘s systems solution.  Using the most appropriate COTS 

hardware, software, and network components, BearingPoint develops the most 

suitable system architectures, designs, and implementations to satisfy a given 

customers infrastructure needs.  We also ensure the systems solution is engineered to 

fully support the design and execution of the customer‘s software solution.  Our 

systems design and engineering methodology provides for a complete documentation 

trail from system architecture and design descriptions, requirements specifications, 

and enterprise model descriptions to the lower-level design descriptions and software 

specifications. 

 Information Engineering - Providing information engineering (IE) services to 

include information strategy planning and business area analysis. We support joint 

requirements planning (JRP), joint applications design (JAD), and other rapid 

application development (RAD) techniques as part of our analysis and design 

approach.  Our IE capabilities are enhanced by our extensive use of analysis and 

design CASE tools which are effectively interfaced with our development, test, 

configuration management, and documentation tools.  BearingPoint provides 

expertise in enterprise modeling, business process modeling and data modeling using 

structured and object-oriented modeling techniques and methodologies.  During 

business process modeling, BearingPoint identifies high-level activities of the 

organization, and functionally decomposes them to capture the lower-level business 

processes.  During data modeling, BearingPoint captures the logical view of the 

organization‘s data, applies data warehousing techniques to provide enterprise-level 

reporting, and uses entity-relationship diagrams to provide the data relationship logic 

on which applications are built.  BearingPoint strives to reuse existing data models 

and integrate standard data elements. 

 Technical Reengineering - Performing assessments of the hardware, application and 

data architectures, and information and technology needs for candidate reengineering 

applications.  We provide reengineering economic analyses, business case analyses, 

technical alternative analyses, and recommendations for each reengineering candidate.  

As part of each reengineering effort, we provide the capability to reverse engineer 

from source code or design back to requirements, then use our information 

engineering and other analysis and design processes to re-construct the design for an 

application based on the modified set of requirements. 

 

3.0 Automated Information Systems Design and Integration 

BearingPoint offers enabling technology services to assist organizations in leveraging 

technology to improve the flow and management of information both internally and 

externally.  We assist Government managers, systems administrators and business process 

owners in identifying and implementing appropriate solutions for their specific 

organizations and circumstances.   

BearingPoint‘s services provide for analysis and planning, customization of commercial-

off-the-shelf (COTS) technologies, and training and implementation support for both ―turn 



 

key‖ implementations and system enhancements.  We frequently work with Government 

personnel in teams to ensure successful solution implementation and knowledge-transfer 

throughout development and operations phases.  Examples of our specific services includes: 

 Document Imaging, Workflow & Document Management - Planning and 

implementation support services for document imaging, workflow, and document 

management technologies. BearingPoint will conduct and support the needs 

assessment, conduct business case analysis, shape the vision, and identify and 

implement the technology, including modeling of  workflows, assistance in business 

process reengineering, documentation of ―as is‖ and ―to be‖ systems, supporting 

change management planning and implementation.  During implementation, we 

leverage existing assets and integrate new technologies in creating ―best of class‖ 

solutions. 

 Electronic Commerce (EC)/Electronic Data Interchange (EDI) - Providing 

services to support the evaluation, selection, and implementation of a wide range of 

electronic commerce solutions, including EDI and electronic funds and benefits 

transfer (EFT/EBT).  Specific activities include: 

▪ Assessing and recommending appropriate standards, selecting the desired 

subset of transactions from within the standard (e.g., purchase orders, 

invoices), selecting the appropriate translation software and necessary 

technical architecture, and formalizing trading partner agreements with 

agency business partners. 

▪ Develop and implement e-mail strategies that maximize the benefits of EC. 

▪ Designing and developing EFT and EBT solutions that include the 

security needed for secure transfer of money or other negotiable 

instruments. 

 Inter/Intranet - Provide enabling Internet and Intranet capabilities to enhance 

communication and information exchange across geographically dispersed 

organizations.  BearingPoint has developed world class Web points of presence for 

Government organizations by integration of cutting edge technology with existing 

processes.  BearingPoint will assist in planning new sites, upgrading current sites, 

systems implementation and installation, and training for staff and administrators.  

Identification of organizational strategy and alternative approaches for both external 

and internal information allows managers to move from ―brochure sites‖ to valuable 

business tools, based on the Internet and within organization-wide Intranets.  Security 

assistance and risk analysis for existing, new and planned Internet implementations 

are also available. 

 Groupware - Enhancing an organization‘s ability to communicate, collaborate, and 

coordinate business processes within and beyond organizational boundaries, for a 

variety of business objectives, such as improving overall business results, establishing 

long range strategic plans, and facilitating meetings regardless of geographic 

dispersion. BearingPoint will quickly identify optimum solutions which provide the 

maximum impact for the organization, and support all aspects of product 

implementation or facilitation services for groupware such as Lotus Notes, System V, 

and Microsoft Exchange. 

 



 

4.0 Programming Services 

BearingPoint provides a wide variety of services to assist organizations in all aspects of 

software development from rapid prototyping, to the development of customized 

applications, to supporting application migration from legacy to open platforms.  In support 

of our software development efforts, BearingPoint employs an extensive set of software 

development tools, standards, and methodologies.   

Based on a set of well-defined requirements, BearingPoint employs a wide variety of 

development approaches and methods, each supported by Computer Aided Software 

Engineering (CASE) tools.  These methods include the waterfall, spiral, rapid application 

development (RAD), and object-oriented design/object-oriented programming (OOD/OOP) 

approaches.  Examples of our specific services include developing and supporting 

client/server applications, COTS integration and tailoring, systems programming, Internet 

and Intranet applications, and graphical user interface (GUI) development.  Examples of 

our specific products and services are as follows: 

 Rapid Prototyping - Employing highly streamlined rapid prototyping techniques to 

develop, install, and test prototype applications to determine optimal solutions to meet 

customer requirements.  We utilize our expertise in rapid prototyping CASE tools such 

as GUI-builders to facilitate this effort.  BearingPoint refines each prototype based on 

iterative customer feedback, and leverages prototypes, when appropriate, in the 

development of custom applications. 

 Custom Applications - Providing system integration services tailored to the needs of 

the particular client.  These services are comprised of the development or refinement of 

the application, software unit and integration testing, and the documentation and 

maintenance of the solution on the target platform.  BearingPoint develops custom 

applications in a variety of programming languages and utilizes industry leading CASE 

development environments such as Powerbuilder and TI Composer.  As part of our 

development process, we employ stand-alone, client/server, and multi-tiered software 

architectures under both proprietary and open environments. Using such tools as 

Microsoft Access, Visual Basic, and Visual C++, BearingPoint delivers GUI-based 

applications for use with corporate databases.  Additionally, BearingPoint provides 

complete database and data warehousing development and integration capabilities.  Our 

resources support programming efforts on multiple desktop and server platforms 

including OS/2, Windows 95, Windows NT, Netware, and UNIX systems.  We 

integrate a software reuse plan throughout the development process, and access 

Government, commercial, and in-house reuse libraries, as appropriate, to most 

effectively leverage reusable code. 

 Migration - Assisting organizations as they migrate existing applications to new 

platforms.  From screen scraper technology to the transition of applications from legacy 

to client/server platforms, BearingPoint provides effective migration solutions for an 

organization‘s changing requirements. 

5.0 IT Data Conversion Services 

BearingPoint delivers a set of technical data management and development services that 

entails full life-cycle support for the development and implementation of data requirements 

for both small and large scale automated data processing systems.  BearingPoint‘s 

enterprise data services can leverage existing data structures and planned enterprise data 

requirements to provide data modeling, data standardization, data management, data 



 

warehousing, and database development.  Each of these services are provided as a part of 

combined ―data solution‖ package that is tailored to the needs of the enterprise or as stand 

alone initiatives. 

BearingPoint applies ―best of class‖ criteria to tool and methodology selection to support 

each area of enterprise data service.  Based on our broad knowledge of both commercial 

and Government data services and of ―best of class‖ tools and methodologies, BearingPoint 

is able to provide vendor independent solutions. 

BearingPoint recognizes data and data management as a cornerstone of the enterprise IT 

suite.  The capability to support the enterprise rests on the use and accessibility of data and 

data management techniques.  Examples of our specific services that support data and data 

management include the following: 

 Data Modeling - Developing and applying the user‘s logical view of data to reflect the 

information structure of an enterprise.  BearingPoint provides data modeling, data 

modeling strategy, planning, and integration.  These tasks are accomplished using ―best 

of class‖ tools and methodologies that are used to identify and determine essential data 

model relationships as well as required data entities, attributes, and domains. 

 Data Standardization - Designing, documenting, reviewing, and approving unique 

names, definitions, characteristics, and representations of data elements according to 

established procedures and conventions.  Our services assist the customer in application 

of standardization procedures that provide a framework for increased data integration 

and re-use.  Standardization requires that major activities such as filtering data, 

analyzing data, and obtaining enterprise-wide review and approval of proposed 

standards be accomplished. 

 Data Management - Providing control, review, and integration of data, data models, 

architecture, languages, interfaces, and systems environments.  BearingPoint data 

management services assist the enterprise in developing an environment that optimizes 

data accessibility, integrity, and security. 

 Data Warehousing - Centralizing storage and retrieval systems for historical business 

information.  BearingPoint‘s data warehousing service provides the enterprise with a 

database solution that stores business information in a way that authorized personnel 

can query pertinent questions concerning the information stored.  Services for 

development of the data warehouse include legacy system analysis; data reformatting 

processes; storage of data; and application of information access and retrieval tools. 

 Database Design and Implementation - Designing and implementing databases in an 

integrated process with the development of an automated data processing system that 

optimizes storage, availability, and integrity of enterprise data.  BearingPoint database 

design and implementation services provide model based design and development of 

databases using ―best of class‖ database development languages and environments. 

6.0 IT Network Management Services 

BearingPoint delivers a set of technical services to assess, evaluate, and improve the 

business and technical processes and products associated with distributed networked 

computing and corresponding telecommunications services.  BearingPoint supports its 

clients with a full array of network communications related services that range from the 

baselining and planning analysis stages through development and implementation of fully 

networked solutions.  Network analysis for technology assessments or five year plans, 



 

network design and implementation services, and the utilization of network management 

tools for the optimization of existing communications systems are all services which 

BearingPoint can provide. 

BearingPoint approaches distributed network computing solutions from a business process 

perspective, offering solutions and providing judgments based on our knowledge of both 

commercial and Government systems development and operation.  We provide a wide 

variety of services in assisting organizations to implement comprehensive and robust 

network and telecommunications solutions in today‘s dynamic communications 

environment.  Examples of our specific services include the following: 

 Network Analysis and Capacity Planning - Conducting network analyses to identify 

deficiencies, redundancies, and discrepancies of communications systems against an 

established set of user, contract, program, or functional requirements.  BearingPoint‘s 

modeling and analysis tool set allows us to cost and model performance of existing and 

alternative LAN/WAN technologies utilizing ―what-if‖ analysis for cost/performance 

justifications.  We use network modeling and simulation to measure and predict 

network utilization and end-to-end delay times based on mapping of work load and 

frequency functions to applications. 

 Network Architecture - Designing and implementing Local and Wide Area Network 

solutions to include essential networking components such as routers, gateways, 

switches, bridges, hubs, concentrators, repeaters, CSU/DSU, and multiplexors.  

Designing and establishing communications systems to include 10/100 ethernet, token 

ring, FDDI, and ATM networks with WAN links to include frame relay, point-to-point, 

X.25, ISDN, and SMDS.  BearingPoint specializes in integrating mixed topology, 

multi-vendor environments into seamless communications networks that enhance our 

client‘s business processes and overall productivity. 

 Network Management - Designing and implementing in and out-of-band network 

management systems to facilitate client/server administration, software distribution and 

licensing, operations center network monitoring, and the installation of messaging, risk 

management, and other network-centric platforms. 

 Telecommunications Analysis - Providing international and domestic carrier costing 

for all major telecommunications carriers.  We conduct tariff data analysis, redundancy 

analysis, capacity analysis and network simulation which allow us to develop the most 

cost-effective solution to telecommunication links.  We conduct analyses to 

accommodate each client‘s Committed Information Rate (CIR), guaranteed data rate, 

and pre-defined tariff agreements. 

 Electronic Commerce/Internet/Intranet - Establishing the architecture required for 

Internet or Intranet presence.  We provide services to establish World Wide Web 

servers, Domain Name Service, Gateway setup and structure, addressing strategies, and 

TCP/IP connectivity as a platform for corporate information management services. 

 Technical Reengineering - Providing the tools, methodologies, and skill sets to re-

engineer software using requirements, design, or source code artifacts.  This 

reengineering effort includes the re-design and re-development or refinement of source 

code, rehosting of the source code onto the new operating platform, and the 

corresponding rework of the associated database to support the application on the new 

platform. 



 

 COTS/GOTS Integration and Tailoring - Providing the resources to integrate COTS 

and GOTS products within a customer‘s existing information system solution.  Our 

services include the evaluation, selection, initial configuration setup, and testing of the 

appropriate COTS software to satisfy customer needs.  We develop all necessary APIs, 

data bridges, filters, and other ―glueware‖ to provide seamless integration between 

COTS, GOTS, and new development comprising the customer‘s system solution. 

 Internet/Intranet Applications - Developing HTML-based server applications with 

the capability to integrate with corporate and public databases.  BearingPoint utilizes 

JAVA in the creation of platform independent applications accessible from a World 

Wide Web (WWW) server.  We also provide expertise in the application of Web 

technology in the development of client/server decision support systems and other 

applications to support an internal corporate environment. 

 

7.0 Other Information Technology Services, Not Elsewhere Classified 

7.1 Systems Strategic and Migration Planning 

BearingPoint provides the capability to help Government managers think through the 

challenges of their specific IT programs before they commit valuable time and resources to 

executing a potential solution.  BearingPoint successfully combines experience gained from 

exposure to virtually every type of industry and public sector organization with specific 

technical expertise to help our clients chart the best possible course for their unique 

requirements. 

BearingPoint provides a wide range of services designed to help Government managers 

identify alternative solutions, determine resource requirements, select the appropriate 

strategy, and communicate the course of action to all stakeholders and participants.  

Examples of our specific services include the following: 

 Strategic Planning - Documenting the specific vision, mission, goals, objectives and 

performance measures for those organizations with an IT or information technology 

mission.  BearingPoint uses industry best practices to facilitate development of world-

class information technology organizations and provides industry benchmarks for 

assessing performance measures. 

 Functional Economic Analysis and Economic Analysis - Identifying and 

documenting alternative functional solutions and determining their relative merit in 

terms of resources required, expected benefits and return on investment.  BearingPoint 

combines a variety of cost estimating methodologies to determine the ultimate cost and 

effort required to deliver a given alternative strategy.  BearingPoint then compares this 

to the expected benefit in terms of financial return and improved operating capability to 

allow Government decision-makers to select the alternative best suited to their specific 

needs. 

 Migration Planning - Defining the path an organization will follow to transform from 

its current functional and technical environment into its desired future state. 

BearingPoint identifies the desired future state, conversion impact from existing 

infrastructure, resource requirements and performance schedule necessary to execute 

the migration strategy. 

 Concept of Operations Development - Defining how a new or modified IT system 

will be used in day-to-day operations once it is fielded.  BearingPoint works with the 



 

user and developer communities to document the planned use of a given system and its 

impact on existing business processes. 

 Out-Source Planning - Identifying the economic benefit resulting from, and the 

strategy required to, transfer historically internal IT functions to an external vendor.  

BearingPoint employs a variety of business analysis techniques (e.g., performance 

benchmarking and activity based costing) to identify candidate functions for potential 

out-sourcing.  Once identified, BearingPoint defines and documents all steps in the 

process required to successfully transfer the functions to the external source. 

7.2 Acquisition and Project Management 

BearingPoint offers an array of services designed to assist clients in acquiring and 

managing automated data processing (IT) systems projects throughout their full acquisition 

and systems lifecycles.  BearingPoint‘s approach combines the latest acquisition techniques 

from DoD 5000 and 8000 series guidance, non-Defense acquisition policy, and Federal 

Acquisition Streamlining initiatives, with our own commercial best practices in systems 

acquisition and program management, providing our clients with the highest possible level 

of management expertise and support.  Examples of our services include: 

 Requirements Determination - Working with the user community to document the 

operational need for an potential IT solution.  BearingPoint offers the capability to 

facilitate development and documentation of Mission Needs Statements, Operational 

Requirements Documents, Operational Concept Documents, or similar statements of 

requirements, in order to initiate the IT acquisition process. 

 Acquisition Planning - Developing the strategy, in conformance with applicable policy 

and guidance, which will be used to acquire the IT solution from an ultimate source.  

BearingPoint provides the capability to map a logical development approach to the 

intricacies of mandated acquisition policy. 

 Program Baselining - Defining the cost, schedule and performance requirements 

necessary to develop or obtain an IT solution capable of satisfying documented user 

need.  BearingPoint will work to develop and document an acceptable and measurable 

Automated Information System Program Baseline (APB) to form the basis of an 

agreement between all stakeholders in the acquisition process. 

 Program Control - Monitoring program execution, identifying deviations from the 

program baseline, isolating causes of performance problems, and offering 

recommendations for returning to plan.  BearingPoint will assist Government managers 

with overseeing development and implementation efforts, assessing program 

performance, and identifying methods for keeping the effort on track. 

 Program Reporting - Providing detailed summaries of program status to higher levels 

of management and other stakeholders and participants.  BearingPoint tailors all 

communications to fit the expected audience and their specific information needs - 

whether Major Automated Information System Review Council (MAISRC), Program 

Executive Officer (PEO), non-DoD organizational management, or even the client‘s 

own employees. 

 Risk Management - Determining those factors which prevent program cost, schedule or 

performance requirements from being met within acceptable limits, and identifying 

mitigation strategies to alleviate those factors.  BearingPoint works with program 



 

managers to establish quantitative methods for identifying risk drivers, formulate 

discrete plans of action for combating risk drivers and ensure programs remain on track. 

7.3 System Evaluation and Selection 

BearingPoint offers a range of services to assist clients in acquiring automated data 

processing (IT) systems.  Services are available for acquisitions that will necessitate new 

development to address the Government‘s requirements as well as the selection of 

Government off-the-shelf (GOTS) and commercial off-the-shelf (COTS) systems with 

particular emphasis on GOTS/COTS procurements.  Services are available throughout the 

entire procurement process from requirements preparation and documentation through 

system selection. 

BearingPoint personnel work with Government evaluation and selection teams to plan and 

assess the evaluation and selection process, facilitate sessions to develop requirements, 

prepare necessary acquisition documentation and prepare analyses to support system 

evaluation.  Specific examples of services offered in this area include: 

 Requirements development and documentation - Working with the Government‘s 

functional, systems and user communities, BearingPoint assists in identifying systems 

requirements and overall expectations of the system solution.  This includes organizing 

and facilitating sessions to capture and define requirements, working to consensus in 

areas of disagreement, prioritizing for the system evaluation stage and assessing possible 

tradeoff analyses.  BearingPoint documents these requirements for Government team 

review and approval.  The requirements can be documented in information engineering 

formats (process/data models) using tools and techniques compatible with the 

Government organization or in traditional ―user-friendly‖ commercial formats. 

 Business Cases Analysis - Serving as the agent to prepare and document the business 

case for the system need.  Prior to requirements development, a problem statement is 

documented in sufficient detail to focus the evaluation and selection properly.  As the 

requirements process proceeds, the business areas expected to benefit from the system 

and the nature of the benefits can be formalized.  This forms the basis for business case 

analysis.  We assist in quantifying and documenting the system need and associated 

material to allow the Government to make a decision on proceeding with the project.   

BearingPoint also performs cost/benefit analysis for a smaller scale project or a full 

scale Economic Analysis for a major investment decision. 

 System Selection - Assisting in defining a system selection approach, ranging from an 

information evaluation of existing Government legacy systems to a formal source 

selection process, based on the needs of the project.  We perform independent market 

surveys to evaluate the existence of solutions and aid in structuring a selection approach, 

prepare a systems selection plan, and document source selection.  Within the selection 

process itself, we perform an independent evaluation of alternatives, document and 

assess tradeoff analyses of the Government‘s evaluation and assist in conducting 

technical evaluation of the system, including demonstrations and evaluative testing. 

7.4 Systems Assurance 

BearingPoint delivers a set of technical services to assess, evaluate, and improve the 

business and technical processes and products associated with the full Lifecycle 

development of large scale automated data processing (IT) systems.  BearingPoint employs 

quality assurance techniques and process reengineering services to assess and improve 

software development processes in line with the Software Engineering Institute‘s (SEI) 



 

Capability Maturity Model (CMM) and ISO 9000 by independently assessing program or 

project performance, offering alternatives and providing judgments based on our 

knowledge of both commercial and Government system development and systems 

operations. 

BearingPoint conducts independent quality reviews, assurance audits, and assessment 

services to assist organizations in managing potential technical, schedule, and cost 

shortfalls through early identification of program or project risks, process deficiencies, and 

schedule performance trends.  BearingPoint utilizes several techniques which may include 

conducting industry benchmarks, the application of quantitative software and cost 

modeling tools, and cross functional analysis of developmental metrics and other relevant 

program or project data. 

BearingPoint provides a wide variety of compliance review and EDP audit services 

necessary to assist organizations in implementing comprehensive and robust systems 

assurance and assessment program at any or all stages of the lifecycle.  Examples of our 

specific services include the following: 

 Independent Testing and Independent Verification and Validation - Conducting 

Independent Verification and Validation (IV&V) of tangible products resulting from 

system design and development. BearingPoint assists in developing independent test 

planning documents, product test scripts and scenarios.  We assist in the conduct of the 

testing activity and document findings and recommendations.  BearingPoint 

aggressively conducts software IV&V in parallel with software development to identify 

deficiencies, redundancies, and discrepancies of software products against an established 

set of user, contract, program, or functional requirements.  

 Developmental Metrics - Designing and implementing a developmental software 

metrics program based on guidance and recommendations from organizations such as 

the SEI.  BearingPoint assists organizations in defining relevant metrics, establishing 

performance thresholds, developing data collection requirements, conducting cross 

functional and multipoint data analyses, and providing findings and recommendations. 

 Configuration Management - Planning and executing an integrated configuration 

management (CM) program that ensures the configuration baselines properly evolve 

through development, testing, and ultimately, release.  Specifically, we perform 

technical configuration control, configuration status reporting, configuration audits, and 

formal release assessments.  Our CM activities include tracing system and functional 

requirements to end item products and ensuring only approved changes are incorporated 

into the functional, allocated, or product baselines.  Our independent audits and 

assessments determine the cost/benefit of proposed changes to the technical solution and 

have contributed to millions of dollars in savings to the Government. 

 Process Assessments - Identifying opportunities for business improvement by 

reviewing high-profile processes or activities.  BearingPoint conducts independent 

assessments to identify and evaluate the adequacy and effectiveness of a process relative 

to its goals and objectives through organizational studies, functional economic studies, 

efficiency assessments, downsizing/consolidation analyses, performance measurement, 

IT reviews and assessments, and internal control reviews. 

7.5 Business and Software Process Improvement/Reengineering 

BearingPoint delivers a set of functional and technical services to assess, plan, and 

implement business process reengineering and software process improvement efforts for 



 

software development and maintenance organizations.  BearingPoint employs process 

reengineering and improvement services compliant with commercial best practices, the 

Software Engineering Institute‘s (SEI) Capability Maturity Model (CMM), and ISO 9000 

frameworks.  We utilize extensive knowledge of commercial and Government operations 

to establish sound technical and managerial processes, and to continually improve 

processes to achieve increasing levels of effectiveness. 

BearingPoint provides a wide variety of services necessary to assist organizations in 

achieving their business and software process improvement and reengineering goals, from 

the conduct of a full-scale BPR project, to the initiation of the software process 

improvement effort, to conducting assessments and compliance reviews based on SEI 

CMM Key Process Areas or ISO 9000 standards.  Examples of our specific services 

include the following: 

 Business Process Reengineering - Focus is on the fundamentals, utilizing new ideas for 

dramatic improvements in cost, quality, service levels and cycle time.  As part of our 

approach, we provide thorough technical and functional assessments of automated 

processes and business areas, develop ―as-is‖ and ―to-be‖ process and data models, 

develop transition plans to move from current operating environment into the planned 

target environment, and support the implementation of new processes and development 

of new software to support those processes.  We apply industry best practices and 

IE/BPR CASE tools to enhance and streamline our BPR services.  As part of our 

activities, we conduct interviews and group sessions (such as JRP and JAD sessions) to 

support the definition of our models. 

 Software Process Improvement Initiation - Providing expertise in establishing 

Software Engineering Process Groups (SEPGs) and other infrastructure necessary to 

manage the software process improvement effort, define a charter, and establish 

organizational requirements. 

 Strategic Planning - Assisting organizations in defining the long-term and short-term 

measurable goals of the software process improvement effort, defining training 

requirements, and developing implementation plans. 

 Process Improvement Solution Definition - Designing and defining processes, and 

applying quantitative analyses and improvement techniques consistent with the SEI 

CMM framework.  We will assist in stabilizing key processes in the areas of software 

configuration management, requirements management, quality assurance, use of CASE 

tools, software project estimation and control, and development methods. 

 Process Improvement Assessments - Conducting baseline assessments, compliance 

reviews, effectiveness reviews, and process improvement analyses.  BearingPoint will 

assess an organization against SEI CMM Key Process Area criteria or ISO 9000 

standards. 

 

HSPD-12 Product and Service Components (SIN 132-62)  

As a GSA approved vendor to supply FIPS-201 Compliant Services, BearingPoint offers HSPD-

12 Services across seven discrete areas which, in total, provide a comprehensive approach to 

supplying IT-related services and support.  Our service areas include: 

 

2.0  PIV Enrollment and Registration,  Services 



 

3.0  PIV Infrastructure Services 

4.0  PIV Card Management and Production Services 

5.0  PIV Card Activation and Finalization Services 

6.0  PIV Integration Products and Services 

 

 

1.0  PIV Enrollment and Registration Services 

BearingPoint‘s PIV Enrollment and Registration services included developing 

comprehensive supporting procedures, integration services, training efforts, and operations / 

maintenance of registration solutions.   The full range of enrollment and registration services 

are included, for example: 

 

 Full development of standard operating procedures aligned with PIV I and PIV II. 

 Privacy reviews, audits, and development of a privacy impact assessment.    

 Training for enrollment / registration agents, including a full certification program   

 Use of enrollment components that meet or exceed the specific requirements defined in 

FIPS 201 and that are already tested or in the process of being tested for FIPS 201 

compliance by the GSA and the National Institute of Standards and Technology (NIST).   

 Integrated quality checks which ensure that the quality of the biometric images captured 

are usable as interoperable biometric templates in all environments. 

 Role-based access control for registration personnel, system administrators, etc. 

 Performance metrics and reporting tools. 

 Staffing of enrollment workstations with certified PIV registrars. 

 

2.0  PIV Infrastructure Services 

BearingPoint‘s Infrastructure Services are comprehensive and have been proven in multiple 

customer scenarios.  We offer end-to-end infrastructure services for every component of a 

full PIV solution, including:   

 Standards-based infrastructure that leverages Service Oriented Architecture principles 

(SOA).  

 Standards-based services that work with each other to support the various functional 

scenarios.  

 Cost-effective and easily integrated services developed in different languages and 

technologies to include other PIV components. 

 System-wide integrity, privacy protection, and assurance provided through a 

comprehensive set of security mechanisms, including: graphical card security, electrical 

card security, physical security, Hardware Security Models (HSMs), digital signatures, 

strong identification & authentication (I&A), Role-based Access Control (RBAC), data 

segmentation, secure communications, audit, security training, and SOPs.  

 Fully integrated, layered security structure, which makes extensive use of PKI as well as 

solid practices in secure system design methods.  



 

 High standard of data security by using cryptographic and biometric logon techniques 

with password protection as well as other, symmetric key-based techniques for access 

control.  

 Data encryption methodologies for strong privacy of applicant data. 

 

3.0  PIV Card Management Services 

BearingPoint‘s solution included Card Management Services.  Our comprehensive Card 

Management Services address each of the card management and production hardware and/or 

software products that are required to be a GSA qualified HSPD-12 provider, including: 

 PIV cards 

 Data model development 

 Topography design 

 Managing inventory of PIV compliant card stock and supplies in a secure 

environment.  

 Managing secure shipping. 

 Conducting inventory control. 

 Performing routine quality checks 

 Managing the delivery of quantities of cards via secure shipping and delivery 

processes, including delivery tracking and confirmation, to authorized locations and 

authorities. 

 Card Management System (CMS) – Integrating a CMS with other authorized PIV 

systems infrastructure components and PKI Certificate Authorities. 

 Manage all aspects of a card life cycle 

 Support of card level interfaces, including multiple card types. 

 Support authentication and authorization processes tied to integrated security processes 

 Establish an interface with the IDMS, the PKI certification authority, and the card 

printing system, and capability of interacting with a variety of government systems for 

enterprise-level physical and logical access control systems in a secure manner. 

 Specify, integrate and implement printer workstations that meet all of the GSA FIPS 201 

Evaluation Program specifications for card printer stations, including peripherals, with 

enough ports to connect all of them simultaneously. Additionally, identify supplies 

requirements for each card activation and finalization station, including hardware, 

software, consumables, replacement parts, etc. 

 

4.0  PIV Card Activation and Finalization Services 

BearingPoint‘s Card Activation and Finalization services include: 

 Centralized or distributed configurations to complete initial configurations of hardware 

and software.  

 Activation and finalization deployment services, including the card architectures, data 

models, card topographies, are put into a standardized configuration management 

process.  

 Support the hardware and software in the infrastructure that supports activation and 

finalization, including the portal activation tool, enrollment workstation, card production 

facility, and help desk.  



 

 Configuration Management (CM) processes  

 Central or distributed application of software changes, 

 Online or offline card activation activities 

 Comprehensive inventory control including provision of on-line access to authorized 

authorities and PIV system components. 

 Secure shipping, including tracking capabilities, only to authorized locations and 

authorities.  

 Setup instructions and installation support at government or contractor sites.  

 Set up or transfer of finalization services from one facility to another, including 

provision of detailed setup instructions. 

 Inventory control system and detailed quality assurance measure. 

 Card activation and finalization personnel services.  

 

5.0  PIV Integration Services 

Our PIV Integration Services incorporate the elements required to integrate an end-to-end 

credentialing solution.  These include: 

 Integration of all major PIV components, including: 

 Enrollment software 

 Card management system 

 Identity management system (IDMS) 

 Public Key Infrastructure 

 Physical access control systems 

 Logical access control systems 

 Card-level interfaces 

 System interfaces, including interfaces to background check, human resources, 

security, and other subsystems or databases 

 Internet-based workflow products 

 Web page integration and management 

 Card production facility / finalization. 

 Help Desk 

 Integration of new unit components such as biometric readers, card readers, electronic 

signature capture stations, document scanners, cameras, etc. 

 



 

 

 

SECTION 3  

SMALL BUSINESS PARTICIPATION COMMITMENT 

 

Commitment To Promote Small Business 

Participation Procurement Programs 

 

PREAMBLE 

BearingPoint provides commercial products and services to the Federal Government.  We are 

committed to promoting participation of small, small disadvantaged and women-owned small 

businesses in our contracts.  We pledge to provide opportunities to the small business community 

through reselling opportunities, mentor-protégé programs, joint ventures, teaming arrangements, 

and subcontracting. 

COMMITMENT 

To actively seek and partner with small businesses. 

To identify, qualify, mentor and develop small, small disadvantaged and women-owned small 

businesses by purchasing from these businesses whenever practical.   

To develop and promote company policy initiatives that demonstrate our support for awarding 

contracts and subcontracts to small business concerns. 

To undertake significant efforts to determine the potential of small, small disadvantaged and 

women-owned small businesses to supply products and services to our company. 

To insure procurement opportunities are designed to permit the maximum possible participation 

of small, small disadvantaged and women-owned small businesses. 

To attend business opportunity workshops, minority business enterprise seminars, trade fairs, 

procurement conferences, etc., to identify and increase small businesses with whom to partner. 

To publicize in our marketing publications our interest in meeting small businesses that may be 

interested in subcontracting opportunities.   

We signify our commitment to work in partnership with small, small disadvantaged and women-

owned small businesses to promote and increase their participation in Federal Government 

contracts.  To accelerate potential opportunities please contact: 

Diane McLaughlin 

Small Business Liaison Officer 

BEARINGPOINT 

Phone:  (703) 747-8854 

Fax:      (703) 342-1049 

E-mail:  diane.mclaughlin@bearingpoint.com 



 

 

SECTION 4 

LABOR CATEGORY DESCRIPTIONS 

 

General Information Technology Labor Categories 

All labor categories are required to have a minimum education requirement of a bachelors degree in a 

relevant field. 

 PROJECT DIRECTOR:  

Over ten years experience in leading and providing technical direction of Information 

Technology (IT) projects.  Demonstrated ability to provide guidance and direction for 

multiple IT projects.  Capability to manage multitask projects of high complexity.  Provides 

primary interface with client management personnel regarding strategic issues.  Directs the 

completion of projects within estimated time frames and budget constraints.  Coordinates 

all parties to tasks, reviews work products for completeness and adherence to customer 

standards.  Delivers presentations and leads strategic level client meetings. 

 PROGRAM MANAGER:   

Over eight years of progressive experience in leading IT projects.  Demonstrated ability to 

provide guidance and direction for specific projects or sub-tasks.  Capability to manage 

multitask projects of high complexity.  Increasing responsibility in design and management 

of IT projects.  Directs the completion of projects within estimated time frames and budget 

constraints.  Coordinates project specific parties and reviews work products for 

completeness and adherence to customer requirements. 

 MANAGER:   

Six or more years of progressive experience in leading and participating in IT projects.  

Demonstrated ability to manage a project and to provide guidance and direction for specific 

projects or sub-tasks.  Proven expertise in two or more of the service areas.  Increasing 

responsibility in IT system design and management.  Interfaces with the client on a day to 

day basis.  Directs the completion of project specific tasks within estimated time frames 

and budget constraints.  Manages the day-to-day activities and reviews work products for 

completeness and adherence to customer requirements.  Delivers presentations and leads 

client meetings. 

 SENIOR IT SPECIALIST:   

Three years of progressive experience in participating in IT projects.  Demonstrated ability 

to provide guidance and direction for specific sub-tasks of a project.  Specific expertise in 

one or more of the service areas and knowledgeable in at least one other.  Interfaces with 

the client on a day-to-day basis.  Supports the completion of project specific tasks within 

estimated time frames and budget constraints. 

 IT SPECIALIST:   

Up to three years experience in participating in IT projects.  Specific expertise in one of the 

service areas.  Interfaces with the client on a day-to-day basis.  Supports the completion of 

project specific tasks within estimated time frames and budget constraints.  Supports 

presentations and client meetings. 



 

 IT STAFF:   

Progressive experience in any one of the service areas.  Perform specific procedures under 

the guidance of an IT Specialist. 

 



 

 

 

General Security Information Technology Labor Categories 

All labor categories are required to have a minimum education requirement of a bachelors degree in a 

relevant field. 

 

 SECURITY PROJECT DIRECTOR:  

Over ten years experience in leading and providing technical direction of Information 

Technology (IT) projects.    This individual must be familiar with the latest relevant 

security standards, including Federal Information Processing Standard (FIPS) 201 and the 

related National Institute of Standards and Technology (NIST) special publications, as well 

as the associated technologies to include public key infrastructure (PKI) technologies, 

biometrics, and smart cards.  Demonstrated ability to provide guidance and direction for 

multiple IT projects.  Capability to manage multitask projects of high complexity.  Provides 

primary interface with client management personnel regarding strategic issues.  Directs the 

completion of projects within estimated time frames and budget constraints.  Coordinates 

all parties to tasks, reviews work products for completeness and adherence to customer 

standards.  Delivers presentations and leads strategic level client meetings.   

 

 SECURITY PROGRAM MANAGER:   

Over eight years of progressive experience in leading IT projects.    This individual must be 

familiar with the latest relevant security standards, including FIPS 201 and the related 

NIST special publications, as well as the associated technologies to include PKI, biometrics, 

and smart cards.  Demonstrated ability to provide guidance and direction for specific 

projects or sub-tasks.  Capability to manage multitask projects of high complexity. 

Increasing responsibility in design and management of IT projects.  Directs the completion 

of projects within estimated time frames and budget constraints.  Coordinates project 

specific parties and reviews work products for completeness and adherence to customer 

requirements. 

 

 SECURITY MANAGER:   

Six or more years of progressive experience in leading and participating in IT projects.    

This individual must be familiar with the latest relevant security standards, including FIPS 

201 and the related NIST special publications, as well as the associated technologies to 

include PKI, biometrics, and smart cards.  Demonstrated ability to manage a project and to 

provide guidance and direction for specific projects or sub-tasks.  Proven expertise in two 

or more of the service areas.  Increasing responsibility in IT system design and 

management.  Interfaces with the client on a day to day basis.  Directs the completion of 

project specific tasks within estimated time frames and budget constraints.  Manages the 

day-to-day activities and reviews work products for completeness and adherence to 

customer requirements.  Delivers presentations and leads client meetings. 

 

 



 

 SECURITY SENIOR IT SPECIALIST:   

Three years of progressive experience in participating in IT projects.  This individual must 

be familiar with the latest relevant security standards, including FIPS 201 and the related 

NIST special publications, as well as the associated technologies to include PKI, biometrics, 

and smart cards.  Demonstrated ability to provide guidance and direction for specific sub-

tasks of a project.  Specific expertise in one or more of the service areas and knowledgeable 

in at least one other.  Interfaces with the client on a day-to-day basis.  Supports the 

completion of project specific tasks within estimated time frames and budget constraints. 

 

 SECURITY IT SPECIALIST:   

Up to three years experience in participating in IT projects.    This individual must be 

familiar with the latest relevant security standards, including FIPS 201 and the related 

NIST special publications, as well as the associated technologies to include PKI, biometrics, 

and smart cards.  Specific expertise in one of the service areas.  Interfaces with the client on 

a day-to-day basis.  Supports the completion of project specific tasks within estimated time 

frames and budget constraints.  Supports presentations and client meetings. 

 

 IT STAFF:   

Progressive experience in any one of the service areas.  Some experience with the latest 

relevant security standards and technologies.  Perform specific procedures under the 

guidance of an IT Specialist. 

 

 

Security Enterprise Solutions Information Technology Labor Categories  

 

 SECURITY ENTERPRISE SOLUTION PROGRAM MANAGER   

Experience:  Over ten years experience with the execution and management of large-scale 

Information Technology (IT) programs.  This includes over four years of direct experience in 

leading and executing enterprise-wide IT solutions in the private or public sector.  Experience 

includes: 

 Program management of technically and functionally diverse and complex IT programs; 

 Implementing detailed management techniques such as Critical Path Method (CPM) and 

Earned Value Analysis; 

 Detailed functional analysis and gap/fit analysis of Government-Off-the-Shelf (GOTS) 

and/or Commercial-Off-the-Shelf (COTS) software packages; 

 GOTS/COTS package selection and business case development; 

 IT solution architectural analysis and design; 

 Detailed migration planning and trade-off analysis; 

 GOTS/COTS software installation and configuration for multiple functional modules of 

enterprise software; 



 

 Software and system developmental and acceptance testing; and 

 Legacy system interface design, development, and implementation. 

This individual is also experienced and knowledgeable in the latest industry trends and 

developments in enterprise IT solutions, including such topics/products as:  

 Identity Management Systems Integration 

 Logical Access Control Systems Integration 

 Physical Access Control Systems Integration 

 Security Certification and Accreditation of Federal Information Systems 

 Secure Sockets Layer (SSL) Certificate Authority Integration Services 

 Network Security Services 

 Internet Security Services 

 

Functional Responsibility: Acts as overall program manager and central point of contact for 

enterprise-wide IT solution activities.  Responsible for all aspects of program planning, 

execution management, and status reporting.  Provides communication to customer executive 

management on project plans, status reports, and deliverables.  Ensures all critical program 

issues relating to quality of service, contractual matters, and engagement performance are 

addressed.  Ensures systems design methodologies are compatible and compliant with Program 

requirements.  Provides technical and functional guidance to the project team, including 

identifying new opportunities for technology insertion.  The Enterprise Solution Program 

Manager is BearingPoint‘s official interface with the Contracting Officer.  

Minimum Education: Possesses a BA/BS degree or higher in Information Systems, Computer 

Science, Engineering, Business, or related field. 

 

 SECURITY ENTERPRISE SOLUTION SENIOR PROJECT MANAGER 

Experience:  Over eight years experience with the execution and management of large-scale 

Information Technology (IT) programs.  This includes over three years of direct experience in 

leading and executing enterprise-wide IT solutions in the private or public sector.  Experience 

includes: 

 Program management of technically and functionally diverse and complex IT programs; 

 Implementing detailed management techniques such as Critical Path Method (CPM) and 

Earned Value Analysis; 

 Detailed functional analysis and gap/fit analysis of Government-Off-the-Shelf (GOTS) 

and/or Commercial-Off-the-Shelf (COTS) software packages; 

 GOTS/COTS package selection and business case development; 

 IT solution architectural analysis and design; 

 Detailed migration planning and trade-off analysis; 



 

 GOTS/COTS software installation and configuration for multiple functional modules of 

enterprise software; 

 Software and system developmental and acceptance testing; and 

 Legacy system interface design, development, and implementation. 

This individual is also experienced and knowledgeable in the latest industry trends and 

developments in enterprise IT solutions, including such topics/products as:  

 Identity Management Systems Integration 

 Logical Access Control Systems Integration 

 Physical Access Control Systems Integration 

 Security Certification and Accreditation of Federal Information Systems 

 Secure Sockets Layer (SSL) Certificate Authority Integration Services 

 Network Security Services 

 Internet Security Services 

Functional Responsibility:  Acts as manager and overall point of contact for a specific project 

within an overall enterprise-wide IT solution program.  Could be called upon to act as the overall 

program manager and central point of contact for enterprise-wide IT solution activities.  Directs 

project-specific IT staff and reviews work products for completeness and adherence to customer 

requirements.  Provides communication to management to review project plans, status reports, 

and deliverables.  Develops overall project milestones and monitors the execution of the project 

against planned timelines.  Directs and reviews program plans, status reports, and deliverables 

with Program Director and project teams.  Provides technical and functional management to one 

or more project teams for specific projects or sub-tasks.  

Minimum Education:  Possesses a BA/BS degree or higher in Information Systems, Computer 

Science, Engineering, Business, or related field. 

 

 SECURITY ENTERPRISE SOLUTION PROJECT MANAGER 

Experience:  Over five years experience with the execution and management of large-scale 

Information Technology (IT) programs.  This includes over two years of direct experience in 

leading and executing enterprise-wide IT solutions in the private or public sector.  Experience 

includes: 

 Program management of technically and functionally diverse and complex IT programs; 

 Implementing detailed management techniques such as Critical Path Method (CPM) and 

Earned Value Analysis; 

 Detailed functional analysis and gap/fit analysis of Government-Off-the-Shelf (GOTS) 

and/or Commercial-Off-the-Shelf (COTS) software packages; 

 GOTS/COTS package selection and business case development; 

 IT solution architectural analysis and design; 

 Detailed migration planning and trade-off analysis; 



 

 GOTS/COTS software installation and configuration for multiple functional modules of 

enterprise software; 

 Software and system developmental and acceptance testing; and 

 Legacy system interface design, development, and implementation. 

This individual is also experienced and knowledgeable in the latest industry trends and 

developments in enterprise IT solutions, including such topics/products as:  

 Identity Management Systems Integration 

 Logical Access Control Systems Integration 

 Physical Access Control Systems Integration 

 Security Certification and Accreditation of Federal Information Systems 

 Secure Sockets Layer (SSL) Certificate Authority Integration Services 

 Network Security Services 

 Internet Security Services 

Functional Responsibility:   Acts as manager and overall point of contact for a specific project 

within an overall enterprise-wide IT solution program.  Could be called upon to act as the overall 

program manager and central point of contact for enterprise-wide IT solution activities.  Directs 

project-specific IT staff and reviews work products for completeness and adherence to customer 

requirements.  Provides communication to management to review project plans, status reports, 

and deliverables.  Develops overall project milestones and monitors the execution of the project 

against planned time lines.  Directs and reviews program plans, status reports, and deliverables 

with Program Director and project teams.  Provides technical and functional management to one 

or more project teams for specific projects or sub-tasks.  

Minimum Education:  Possesses a BA/BS degree or higher in Information Systems, Computer 

Science, Engineering, Business, or related field. 

 

 SECURITY ENTERPRISE SOLUTION TECHNICAL ARCHITECT 

Experience:   Over eight years experience with the design, execution, and oversight of large-

scale information technology (IT) projects.  This includes over three years of direct experience in 

the design and development of integrated enterprise-wide Commercial-Off-the-Shelf (COTS) 

and Government-Off-the-Shelf (GOTS) software and hardware solutions in the private or public 

sector.  Experience includes: 

 Detailed design of complex enterprise IT solutions involving multiple COTS/GOTS 

applications, processing platforms, and legacy systems; 

 Designing and implementing enterprise IT solutions across a diverse set of processing 

platforms, operating systems, and network configurations; 

 Detailed functional analysis and gap/fit analysis of Government-Off-the-Shelf (GOTS) 

and/or Commercial-Off-the-Shelf (COTS) software packages; 

 GOTS/COTS package selection and business case development; 

 Detailed migration planning and trade-off analysis; 



 

 GOTS/COTS software installation and configuration for multiple functional modules of 

enterprise software; 

 Software and system developmental and acceptance testing; and 

 Legacy system interface design, development, and implementation. 

This individual is also experienced and knowledgeable in the latest industry trends and 

developments in enterprise IT solutions, including such topics/products as:  

 Identity Management Systems Integration 

 Logical Access Control Systems Integration 

 Physical Access Control Systems Integration 

 Security Certification and Accreditation of Federal Information Systems 

 Secure Sockets Layer (SSL) Certificate Authority Integration Services 

 Network Security Services 

 Internet Security Services 

Functional Responsibility:  Leads the design of complete enterprise-wide IT solutions which 

incorporate technical infrastructure, hardware, and software.  Identifies necessary interfaces 

between enterprise solution applications and legacy IT environment.  Supports all 

program/project planning and milestone development.  Supports business case analysis and 

identification of alternative solutions and resulting business impacts.  

Minimum Education:  Possesses a BA/BS degree or higher in Information Systems, Computer 

Science, Engineering, Business, or related field. 

 

 SECURITY ENTERPRISE SOLUTION SENIOR FUNCTIONAL SPECIALIST 

Experience:  Over eight years experience in the functional business areas of Human Resource 

Management, Financial Management, Manufacturing Management, or Logistics Management.  

This includes at least three years experience in applying this functional experience to 

requirements definition for enterprise-wide Information Technology (IT) systems or gap/fit 

analyses for Government-Off-the-Shelf (GOTS) and Commercial-Off-the-Shelf (COTS) 

software solutions.  Possesses extensive experience in analyzing and designing improvements to 

business processes, including the implementation of best practices.    

This individual is also experienced and knowledgeable in the latest industry trends and 

developments in enterprise IT solutions, including such topics/products as:  

 Identity Management Systems Integration 

 Logical Access Control Systems Integration 

 Physical Access Control Systems Integration 

 Security Certification and Accreditation of Federal Information Systems 

 Secure Sockets Layer (SSL) Certificate Authority Integration Services 

 Network Security Services 



 

 Internet Security Services 

Functional Responsibility:  Provides functional expertise to the enterprise-wide IT solution 

team.  Facilitates participation of the client‘s functional specialists.  Also provides depth of 

functional knowledge for business process re-engineering and implementation of best IT and 

business practices.  Act as functional lead for requirements definition to the IT system 

development project and leads fit/gap analyses of GOTS and COTS software. Participates in 

business case development by identifying functional impact of alternative solutions.  

Minimum Education:  Possesses a BA/BS degree or higher in Information Systems, Computer 

Science, Engineering, Business, or related field. 

 

 SECURITY ENTERPRISE SOLUTION FUNCTIONAL SPECIALIST 

Experience:  Over five years experience in the functional business areas of Human Resource 

Management, Financial Management, Manufacturing Management, or Logistics Management.  

This includes at least two years experience in applying this functional experience to requirements 

definition for enterprise-wide Information Technology (IT) systems or gap/fit analyses for 

Government-Off-the-Shelf (GOTS) and Commercial-Off-the-Shelf (COTS) software solutions.  

Possesses experience in analyzing and designing improvements to business processes, including 

the implementation of best practices.    

This individual is also experienced and knowledgeable in the latest industry trends and 

developments in enterprise IT solutions, including such topics/products as:  

 Identity Management Systems Integration 

 Logical Access Control Systems Integration 

 Physical Access Control Systems Integration 

 Security Certification and Accreditation of Federal Information Systems 

 Secure Sockets Layer (SSL) Certificate Authority Integration Services 

 Network Security Services 

 Internet Security Services 

Functional Responsibility: Provides functional knowledge and perspective to the enterprise-

wide IT solution team.  May be called upon to facilitate participation of the client‘s functional 

specialists.  Also provides functional knowledge for business process re-engineering and 

implementation of best IT and business practices.  Supports functional lead for requirements 

definition to the IT system development project and supports fit/gap analyses of GOTS and 

COTS software. Participates in business case development by supporting identification of 

functional impacts for alternative solutions.  

Minimum Education: Possesses a BA/BS degree or higher in Information Systems, Computer 

Science, Engineering, Business, or related field. 

 

 SECURITY ENTERPRISE SOLUTION INFRASTRUCTURE ANALYST 

Experience:  Two years of progressive experience in implementing enterprise-wide 

Commercial-Off-the-Shelf (COTS) Information Technology (IT) infrastructure and technical 



 

solutions.  Completed comprehensive training in the implementation of enterprise IT 

infrastructure networking, communications, and/or computing equipment and hardware, such as 

that offered by Cisco, Inc.  

Functional Responsibility:  Supports design and development of enterprise-wide IT 

infrastructure and technical solutions.  Supports network sizing analytical studies.  Oversees 

implementation of IT enterprise infrastructure networking, communications, and computing 

equipment. 

Minimum Education:  Possesses a BA/BS degree or higher in Information Systems, Computer 

Science, Engineering, Business, or related field. 

 

 SECURITY ENTERPRISE SOLUTION SENIOR SPECIALIST 

Experience:   At least two years of progressive experience in selecting and implementing 

Commercial-Off-the-Shelf (COTS) enterprise solution applications.  Completed comprehensive 

training in the implementation of at least one major Enterprise Resource Planning (ERP), Supply 

Chain, Customer Relationship Management (CRM) or Knowledge Management (KM) software 

application.  Experience includes: 

 COTS package selection and business case development; 

 COTS software installation and configuration for multiple functional modules of enterprise 

software; 

 Software and system developmental and acceptance testing; and 

 Legacy system interface design, development, and implementation. 

This individual is also experienced and knowledgeable in the latest industry trends and 

developments in enterprise IT solutions, including such topics/products as:  

 Identity Management Systems Integration 

 Logical Access Control Systems Integration 

 Physical Access Control Systems Integration 

 Security Certification and Accreditation of Federal Information Systems 

 Secure Sockets Layer (SSL) Certificate Authority Integration Services 

 Network Security Services 

 Internet Security Services 

Functional Responsibility:  Leads the design, configuration, and implementation of enterprise-

wide COTS hardware and software solutions at the functional module level.  Supports 

development of cultural change management materials and customer training.  Provides technical 

input into business case analyses and supports analysis of technical alternatives. 

Minimum Education:  Possesses a BA/BS degree or higher in Information Systems, Computer 

Science, Engineering, Business, or related field. 

 

 SECURITY ENTERPRISE SOLUTION SPECIALIST  



 

Experience:   Up to two years of progressive experience in selecting and implementing 

Commercial-Off-the-Shelf (COTS) enterprise solution applications.  Completed comprehensive 

training in the implementation of at least one major Enterprise Resource Planning (ERP), Supply 

Chain, Customer Relationship Management (CRM) or Knowledge Management (KM) software 

application.  Experience includes: 

 COTS package selection and business case development; 

 COTS software installation and configuration for multiple functional modules of enterprise 

software; 

 Software and system developmental and acceptance testing; and 

 Legacy system interface design, development, and implementation. 

This individual is also experienced and knowledgeable in the latest industry trends and 

developments in enterprise IT solutions, including such topics/products as:  

 Identity Management Systems Integration 

 Logical Access Control Systems Integration 

 Physical Access Control Systems Integration 

 Security Certification and Accreditation of Federal Information Systems 

 Secure Sockets Layer (SSL) Certificate Authority Integration Services 

 Network Security Services 

 Internet Security Services 

Functional Responsibility:  Supports the design, configuration, and implementation of 

enterprise-wide COTS hardware and software solutions at the functional module level.  Supports 

development of cultural change management materials and customer training.  Provides technical 

input into business case analyses and supports analysis of technical alternatives. 

Minimum Education:  Possesses a BA/BS degree or higher in Information Systems, Computer 

Science, Engineering, Business, or related field. 

 



 

SECTION 5 

BEARINGPOINT LABOR CHARGES 

 

Information Technology – Professional Services SIN 132-51 

GENERAL IT SERVICES 

LABOR CATEGORY 

Rate per Hour 

As of 1/1/04 

Project Director $211.47 

Program Manager $180.55 

Manager $146.63 

Senior IT Specialist $131.67 

IT Specialist $113.72 

IT Staff $71.82 

 



 

Security Information Technology – Professional Services SIN 132-62 

GENERAL IT Security SERVICES 

LABOR CATEGORY 

Rate per Hour 

As of 7/10/06 

Security Project Director $211.47 

Security Program Manager $180.55 

Security Manager $146.63 

Security Senior IT 

Specialist $131.67 

Security IT Specialist $113.72 

Security IT Staff $71.82 

 

ENTERPRISE SOLUTIONS (ES) 

LABOR CATEGORY 

Rate per Hour 

As of 7/10/06 

Security ES Program 

Manager $380.05 

Security ES Sr. Project 

Manager $352.12 

Security ES Project 

Manager $258.35 

Security ES Technical 

Architect $258.35 

Security ES Sr. Functional 

Specialist $258.35 

Security ES Functional 

Specialist $202.49 

Security ES Infrastructure 

Analyst $208.48 

Security ES Sr. Specialist $191.52 

Security ES Specialist $141.65 

Notes: 

 Rates are exclusive of taxes and tariffs, which will be added to the invoice, if 

applicable, and if an exemption from such applicable tax or tariff is not provided.   

 Rates are subject to Economic Price Adjustment Provision. 

 Rates per Modification FX03 - Effective January 1, 2004. 

 

 

 

 

 

 



 

 

Figure 1 – Managed Services Core Offering Pricing 

 

BE SIN-132-62   Unit of Unit 

Line Item Description Measure Price 

    

  Managed Services Core Offering    
132-62-1 Seat Management Service Offering for 

50,000 Registration/activations to 
include Necessary Infrastructure / 
Monthly Operations & Maintenance / 
Seat Registration/activation/ Active Seat 
Record Sustainment to perform end to 
end HSPD-12 Services for Ordering 
Agencies 

    

      

 132-62-1.1  HSPD-12 Infrastructure and Registration 
/ Activation Services: 

50,000 Seats @ 
$175.42 Each  $8,771,019* 

  Includes setup and initial operation of all 
HSPD-12 end-to-end Identity Management 
System (IDMS) components to include 
Development, Test, and Production hosting 
environments, supporting Documentation 
necessary to complete a full Certification 
and Accreditation and receive Authority to 
Operate, and Registration/activation 
Workstations and Registration/Activation 
Services within 12 months of purchase.  
IDMS includes web services for functions 
such as sponsorship, scheduling and 
adjudication, secure registration/activation 
record processing and storage, 1 to many 
biometric search, card management 
services with post issuance support, card 
personalization, and set-up of help desk 
support, FIPS 201 and GSA APL compliance 
on all system components.   

    

 
 

 

*For quantities in excess of 50,000, each 

additional Registration/activation will be 

$175.42. 

 
 
 
 
 

  

 132-62-1.2 Active Seat Record Annual Maintenance 
(Sustainment): 

Per 50,000 Seat 
Records 

$5,452,483** 



 

BE SIN-132-62   Unit of Unit 

Line Item Description Measure Price 

    
  Includes the ongoing operations and 

maintenance of the end-to-end HSPD-12 
IDMS infrastructure to include Development, 
Test, and Production hosting environments.  
Includes PKI Certificate Support Services of 
four certificates per applicant via a certified 
provider to include OCSP, Card 
Management Services, maintenance of 
Registration/activation & Activation 
workstations and Helpdesk/Call Center 
services.    Operate and maintain high 
availability - infrastructure for the shared, 
hosted components of the production 
HSPD-12 System necessary to support the 
PIV credentials for their entire lifecycle. 

Sustained Per 
Year @ $109.05 

/ Per Active 
Account / 

Record  

  

        
 **For quantities in excess of 50,000, each 

additional active account will be $109.05 per 
year.  Sustainment pricing is activated at 
completion of registration/activation of a 
seat (Line Item 1.1). 

  

 

 

BearingPoint owns the all the hardware and software provided for the above listed solution-

based offering.  All items provided under this service offering must be returned to BearingPoint 

at the end of the agreed-to Solution Services term. 

 

Any travel or Other Direct Costs associated with this solution-based service shall be offered as a 

Non-GSA item or items and shall be invoiced as such in accordance with BearingPoint‘s 

standard accounting practices. 

 

The following figure represents BearingPoint‘s proposed Optional Enhancements, Upgrades and 

Services Line Items proposed for inclusion within our SIN 132-62.  Note that the ten (10) line 

items contained in Figure 2 below do not include products but rather are labor based service Line 

Items.  The following is a brief summary of the types of line items proposed within our Optional 

Enhancements, Upgrades and Services Line Items; 

 

 Labor Categories  for Registrar and Technical Support  (2 Line Items) 

 Re-registration/activation Pricing for applicants who have lost, damaged or stolen cards 

(2 Line Items) 

 Upgraded Card Premium (additive to the Managed Services Core Offering for 

registration/activation services) (1 Line Item) 

 Additional Card Template and Overlay Design Services (2 Line Items) 

 Integration Services with PKI Providers other than the offered Shared Service PKI 

Provider priced on a per interface basis (1 Line Item) 

 Report Design services (1 Line Item) 

 BearingPoint Enrollment Workstation Software and Configuration Services (1 Line Item) 



 

Figure 2 - Pricing for Optional Enhancements, Upgrades and Services 

   

    

  Unit of  

BE SIN-132-62 Description Measure Unit Price 

       

Optional Enhancements, Upgrades and Services 
132-62-2 Replacement of FIPS 201.1 Contact/Contactless 

Certified Smart Card and associated seat licenses not 
due to Manufacturer Defect 

Per Re-
Registration/activation 
of existing card holder 
due to lost or stolen 
card of the FIPS 
201.1 
Contact/Contactless 
Certified Smart Card 

$60.33 

 Unit Price Includes:     

 Replacement cards and associated system seat licenses 
that are not due to Manufacturer defects result in a Re-
issuance (re-print) where re-registration/activation is not 
required per FIPS 201 or agency-specific policy.  Any 
scenario requiring re-registration/activation will apply to 132-
62-1.1 registration / activation services along with additional 
seat licensing applicable to the new cards.  Includes 
activation of re-issued credential. 

    

132-62-3 FIPS 201.1 Contact/Contactless plus 125 MHz proximity 
Coil Certified Smart Card. Price is the increase to SIN 
Price for items 132-62-1 to replace the Standard PIV 
Card with the 125 MHz Proximity Coil PIV Card.  

Additional Price to 
Basic 
Registration/activation 
Price Specified in 
132-62-1.1 
associated with 
upgraded PIV Card 

$6.95 

 Unit Price Includes:     

 Represents a price increase from LINE ITEM 132-62-1.1, 
must be ordered with the Registration / Activation Services. 
Provides the 125Mhz proximity Coil Certified PIV Card 
upgrade. 

    

132-62-4 Replacement of FIPS 201.1 Contact/Contactless plus 
125 MHz proximity Coil Certified Smart Card and 
associated seat licenses not due to Manufacturer 
Defect  

Replacement cards and associated system seat licenses 
that are not due to Manufacturer defects result in a Re-
issuance (re-print) where re-registration/activation is not 
required per FIPS 201 or agency-specific policy.  Any re-
registration/activation will apply to 132-62-1.1 registration / 
activation services along with additional seat licensing 
applicable to new cards.  Includes activation of re-issued 
credential. 

Per Re-
Registration/activation 
of existing card holder 
due to lost or stolen 
card of the FIPS 
201.1 Contact / 
Contactless plus 125 
MHz proximity Coil 
Certified Smart Card 

$67.28 

 Technical support services may include support for other 
external interfaces, additional system functionality added to 
the baseline solution, and Ad Hoc technical tasks beyond 
original scope of the SOW.    
Qualifications: 

Successful candidate will posses the following 
qualifications:  BS degree in an applicable field and 
minimum 5 years experience in system design, software 
development, architecture development, and/or system 
testing. 

    

132-62-5 Registration/activation Work Station Software & 
Configuration Services 

Per 
Registration/activation 
Work Station 

$9,100 



 

   

    

  Unit of  

BE SIN-132-62 Description Measure Unit Price 

       
 Unit Price Includes: 

Registration/activation Work Station (EWS) Software 
required to manage and integrate all system components on 
the EWS and communicate securely to the BearingPoint 
Identity Management system.  Additionally, this includes 
one year software maintenance and labor required to 
assemble, configure, and test the EWS prior to shipment. 

  

 
 

For more information about our rates or the GSA Information Technology Schedule 

Services, please contact one of the following at BearingPoint: 
 

Schedule Services  Solicitations/Request For Quotations  

Kim Gibson Kim Gibson 

Phone:  (703) 747-8596 Phone:  (703) 747-8596 

Email:  kim.gibson1@bearingpoint.com Email:  kim.gibson1@bearingpoint.com 

 

mailto:Email:

