GENERAL SERVICES ADMINISTRATION
FEDERAL SUPPLY SERVICE
AUTHORIZED FEDERAL SUPPLY SCHEDULE PRICE LIST

MULTIPLE AWARD SCHEDULE – MAS

On line access to contract ordering information, terms and conditions, up to date pricing, and the option to create an electronic delivery order are available through GSA Advantage!®, a menu driven database system. The INTERNET address GSA Advantage!® is: GSAAdvantage.gov.

Contract Number: GS-35F-580AA

Federal Supply Group: Information Technology and Miscellaneous
FSC/PSC Group: DA02, DJ01, 0000

Accenture Federal Services LLC
800 North Glebe Rd #300
Arlington, VA 22203
P: (703) 457-2258
F: (703) 880-7465

Contract Administrator: Carla Jamison
Email: GSASchedules@accenturefederal.com
Website: https://www.accenturefederal.com

GS-35F-580AA is listed here for reference purposes only and is replaced by GS-35F-540GA. GS-35F-580AA is only to be used for BPAs and orders awarded prior to October 3, 2019. All new BPAs and orders MUST be awarded against the contractor’s new MAS contract GS-35F-540GA

Prices shown herein are net (discount deducted)

Period Covered by Contract: 09/26/2018 to 09/25/2023

Business Size: Other than Small

Pricelist Current Through Modification #PA-0041 effective 3/30/22

For more information on ordering from Federal Supply Schedules go to the GSA Schedules page at GSA.gov.
1a. Table of awarded special item number(s) with appropriate cross reference to item descriptions and awarded price(s).

<table>
<thead>
<tr>
<th>Special Item Number</th>
<th>Special Item Description</th>
<th>Description Page</th>
<th>Awarded Page</th>
</tr>
</thead>
<tbody>
<tr>
<td>54151S/RC/STLOC</td>
<td>Information Technology Professional Services</td>
<td>5 – 9</td>
<td>4</td>
</tr>
<tr>
<td>54151HACS/RC/STLOC</td>
<td>Highly Adaptive Cybersecurity Services (HACS)</td>
<td>5 – 9</td>
<td>4</td>
</tr>
<tr>
<td>OLM/RC/STLOC</td>
<td>Order-Level Materials (OLM)</td>
<td>Defined at Order Level</td>
<td>Defined at Order Level</td>
</tr>
</tbody>
</table>

1b. Identification of the lowest priced model number and lowest unit price for that model for each special item number awarded in the contract. This price is the Government price based on a unit of one, exclusive of any quantity/dollar volume, prompt payment, or any other concession affecting price. Those contracts that have unit prices based on the geographic location of the customer, should show the range of the lowest price, and cite the areas to which the prices apply. Not Applicable

1c. If the Contractor is proposing hourly rates, a description of all corresponding commercial job titles, experience, functional responsibility and education for those types of employees or subcontractors who will perform services shall be provided. If hourly rates are not applicable, indicate “Not applicable” for this item. See pages 5 – 9.

2. Maximum Order:

<table>
<thead>
<tr>
<th>Special Item Number</th>
<th>Maximum Order</th>
</tr>
</thead>
<tbody>
<tr>
<td>54151S/RC/STLOC</td>
<td>$500,000</td>
</tr>
<tr>
<td>54151HACS/RC/STLOC</td>
<td>$500,000</td>
</tr>
<tr>
<td>OLM/RC/STLOC</td>
<td>$250,000</td>
</tr>
</tbody>
</table>

3. Minimum Order: $100

4. Geographic Coverage (delivery area): Domestic Delivery Only

5. Point(s) of production (city, county, and State or foreign country): US

6. Discount from list prices or statement of net price: Prices shown are NET prices; Basic discounts have been deducted

7. Quantity Discounts: None

8. Prompt Payment Terms: Net 30. Information for Ordering Offices: Prompt payment terms cannot be negotiated out of the contractual agreement in exchange for other concessions.

9. Foreign Items (list items by country of origin): N/A

10a. Time of Delivery: As negotiated between the Contractor and the Ordering Activity

10b. Expedited Delivery: Items available for expedited delivery are noted in this price list.
10c. Overnight and 2-Day Delivery: Contact Contractor

10d. Urgent Requirements: Please note the Urgent Requirements clause of this contract and contact Contractor

11. F.O.B. Point(s): Destination

12a. Ordering Address(es): Accenture Federal Services LLC
800 North Glebe Rd #300
Arlington, VA 22203

12b. Ordering procedures: For supplies and services, the ordering procedures, information on Blanket Purchase Agreements (BPA’s) are found in Federal Acquisition Regulation (FAR) 8.405-3.

13. Payment Address(es): Accenture Federal Services LLC
800 North Glebe Rd #300
Arlington, VA 22203

14. Warranty Provision: N/A

15. Export Packing Charges, if applicable: N/A

16. Terms and conditions of rental, maintenance, and repair (if applicable): N/A

17. Terms and conditions of installation (if applicable): N/A

18a. Terms and conditions of repair parts indicating date of parts price lists and any discounts from list prices (if applicable): N/A

18b. Terms and conditions for any other services (if applicable): N/A

19. List of service and distribution points (if applicable): N/A

20. List of participating dealers (if applicable): N/A

21. Preventative Maintenance (if applicable): N/A

22a. Special attributes such as environmental attributes (e.g., recycled content, energy efficiency, and/or reduced pollutants): N/A

22b. If applicable, indicate that Section 508 compliance information is available on Electronic and Information Technology (EIT) supplies and services and show where full details can be found (e.g. contractor’s website or other location.) The EIT standards can be found at: www.Section508.gov/. Contact Contractor

23. Unique Entity Identifier (UEI) Number: C47BNA8GM833

24. Notification regarding registration in System for Award Management (SAM) database.: Accenture Federal Services LLC is registered in the System for Award Management (SAM) Database.
### GSA Labor Category Pricing
**SINs 54151S and 54151HACS**

<table>
<thead>
<tr>
<th>Labor Category</th>
<th>GSA Rate w/ IFF</th>
<th>Temporary Price Reduction</th>
</tr>
</thead>
<tbody>
<tr>
<td>Subject Matter Expert Senior</td>
<td>$123.69</td>
<td>Valid 06/29/2019 – 11/27/2021</td>
</tr>
<tr>
<td></td>
<td>$132.62</td>
<td>Valid 11/28/2021 – 09/25/2023</td>
</tr>
<tr>
<td>Subject Matter Expert</td>
<td>$117.88</td>
<td></td>
</tr>
<tr>
<td>ISSO</td>
<td>$97.25</td>
<td></td>
</tr>
<tr>
<td>IT Security Specialist IV</td>
<td>$126.19</td>
<td></td>
</tr>
<tr>
<td>IT Security Specialist III</td>
<td>$93.19</td>
<td></td>
</tr>
<tr>
<td>IT Security Specialist II</td>
<td>$81.65</td>
<td></td>
</tr>
<tr>
<td>IT Security Specialist I</td>
<td>$73.68</td>
<td></td>
</tr>
<tr>
<td>Penetration Tester II</td>
<td>$105.23</td>
<td></td>
</tr>
<tr>
<td>Penetration Tester I</td>
<td>$82.51</td>
<td></td>
</tr>
<tr>
<td>Project Manager</td>
<td>$105.11</td>
<td></td>
</tr>
<tr>
<td>Security Analyst III</td>
<td>$91.18</td>
<td></td>
</tr>
<tr>
<td>Security Analyst II</td>
<td>$56.25</td>
<td></td>
</tr>
<tr>
<td>Security Analyst I</td>
<td>$41.62</td>
<td></td>
</tr>
<tr>
<td>Security Forensic Analyst III</td>
<td>$121.27</td>
<td></td>
</tr>
<tr>
<td>Security Forensic Analyst II</td>
<td>$107.08</td>
<td></td>
</tr>
<tr>
<td>Security Forensic Analyst I</td>
<td>$90.46</td>
<td></td>
</tr>
<tr>
<td>eDiscovery Specialist II</td>
<td>$81.15</td>
<td></td>
</tr>
</tbody>
</table>
LABOR CATEGORY DESCRIPTIONS
SINs 54151S and 54151HACS

Category/Title: Subject Matter Expert Senior
Education: Bachelors Degree
Years of Experience: 7+ years
Responsibilities:
Applies an enterprise-wide set of disciplines for the planning, analysis, design and construction of information systems on an enterprise-wide basis or across a major sector of the enterprise. Develops analytical and computational techniques and methodologies for problem solutions. Performs enterprise wide strategic systems planning, business information planning, business and analysis. Performs process and data modeling in support of the planning and analysis efforts using both manual and automated tools. Applies reverse engineering and re-engineering disciplines to develop migration strategic and planning documents. Provides technical guidance in software engineering techniques and automated support tools.

Category/Title: Subject Matter Expert
Education: Bachelors Degree
Years of Experience: 5 years
Responsibilities:
Provides high-level subject matter expertise for work described in the task. Provides advanced technical knowledge and analysis of highly specialized applications and operational environment, high-level functional systems analysis, design, integration, documentation, training, and implementation advice on complex problems, which require doctorate level knowledge of the subject matter for effective implementation. Participates as needed in all phases of software development with emphasis on the planning, analysis, testing, integration, documentation, training, and presentation phases. Applies principles, methods, and knowledge of specific functional areas of expertise to specific task order requirements.

Category/Title: ISSO
Education: Bachelors Degree
Years of Experience: 4 years
Responsibilities:
Specialized in the analysis or application of system security practices within an organization/agency. Designs, develops and writes certification and accreditation (C&A) documentation packages included in the process of helping an organization/agency obtain an authority to operate (ATO) on its systems and/or environment. Follows National Institute of Standards and Technology (NIST) and/or Department of Defense IA Certification and Accreditation Process standards in performance of job functions. Performs Information Systems Security Officer (ISSO) services for an organization/agency. Familiar with commonly used concepts, practices, and procedures within a particular field. Works under general supervision. Relies on experience to plan and accomplish goals.

Category/Title: IT Security Specialist IV
Education: Bachelors Degree
Years of Experience: 4+ years
Responsibilities:
Performs and evaluates information risk assessments. Designs, develops, and implements information security and disaster recovery programs in accordance with organizational information security standards. Ensures that all information systems are functional and secure. The Level IV IT Security Specialist is a recognized expert in the area of information technology security. In addition to providing information
technology assessments and analysis, the Level IV IT Security Specialist is capable of directing teams engaged in large scale, complex projects.

**Category/Title: IT Security Specialist III**  
**Education:** Bachelors Degree  
**Years of Experience:** 3 years  
**Responsibilities:**  
Responsible for providing customer support in solving all phases of complex information security related technical problems. Reviews and recommends information security solutions to customer problems based on an understanding of products/systems test results. Conducts systems security analysis and implementation, system engineering, electrical design, design assurance, testing, software engineering, program design, configuration management, integration, and testing of information security products and techniques. Solutions are based on a firm understanding of government/industry policy, practices, procedures, and customer requirements. Particular attention placed on Guard, Firewall, Intrusion Detection Systems, Security Event and Information Management Systems (SIEM), and emerging security technologies and future trends in support of information system and network security. Insures that solutions are fully compatible with or engineered into the customer’s network design. Provides work direction and guidance to other personnel, ensures accuracy of the work of other personnel, operates under deadlines, and is able to work on multiple tasks.

**Category/Title: IT Security Specialist II**  
**Education:** Bachelors Degree  
**Years of Experience:** 2 years  
**Responsibilities:**  
Supports development of technical solutions to support client’s requirements in solving moderately complex network, platform, and system security problems. Typical focus areas include analytical and engineering solutions based on federal and industry information security policy, doctrine, and regulations. Responsibilities include secure system engineering, development and monitoring.

**Category/Title: IT Security Specialist I**  
**Education:** Bachelors Degree  
**Years of Experience:** 0 years  
**Responsibilities:**  
IT Security Specialist Jr will have a basic understanding of concepts and terms related access control systems; telecommunications and networking; cryptography; security architecture; operations security; applications security and systems development; business continuity and disaster recovery planning; statutory and regulatory compliance; forensics, investigations, or security ethics. The Junior IT Security Specialist will assist in systems certification and accreditation projects, including the development of system documentation, system hardening, safeguard implementation, vulnerability assessments, and risk analysis. They will assist with the management and administration of information systems security programs.

**Category/Title: Penetration Tester II**  
**Education:** Bachelors Degree  
**Years of Experience:** 5+ years  
**Responsibilities:**  
The Penetration Tester II identifies, investigates, analyzes, and remediates information security events to ensure enterprise integrity against technical and physical risks. Conducts quality management reviews to evaluate the effectiveness of security controls. This position reports on the controls effectiveness for mitigating exposure to identified risks. Communicates security issues and control gaps through security governance processes. This position implements and integrates risk management procedures across the
enterprise. Participates in the development and maintenance of business continuity planning, data, systems, and network security for systems & controls related to their job duties.

**Category/Title: Penetration Tester I**  
**Education:** Bachelors Degree  
**Years of Experience:** 2 + years  
**Responsibilities:**  
Perform Security Penetration Assessments exploiting and compromising defined targets in a global enterprise environments ranging from web applications to handheld systems. Identify and exploit vulnerabilities in web and mobile applications, OS, hardware, databases, wired and wireless networks, etc. Document technical and logical security findings identified during the security assessments and providing security recommendations for enterprise executives, developers, web/system and database administrators.

**Category/Title: Project Manager**  
**Education:** Bachelors Degree  
**Years of Experience:** 5 years  
**Responsibilities:**  
Will design and implement projects that cross the Network Operations and Computer Net Defense domains, and may have to design and configure test configurations on a variety of networking devices, servers, firewalls, IDS/IPS, SAN, and VPN products and associated software components. The candidate may have to rapidly gain knowledge on new technologies and tools, (e.g. the CloudShield security appliance and packet programming tool). This position requires strong communications skills, including ability to create and maintain presentation and documentation materials and occasional demonstrations to internal and external stakeholders. Required Knowledge/Skills Comprehensive understanding of systems development lifecycle, network operations, network management, network Defense, systems troubleshooting, NIST IA certification and accreditation process and tools, systems or systems analysis, Windows and Linux Systems Administration, VMware configuration and operations, scripting languages, server virtualization, systems development lifecycle and systems engineering role throughout lifecycle. Detailed knowledge in IBM Netcool, ArcSight, and CloudShield products is strongly desired. Must support the ESIIL PMO to remediate security findings. Detailed knowledge of one or more of the systems engineering competencies listed above under Scope. Able to handle seldom and unusually occurring job events within the competency areas of detailed knowledge. Ability to manage IT environment within an ITIL v3 framework; especially configuration and change management principles.

**Category/Title: Security Analyst III**  
**Education:** Bachelors Degree  
**Years of Experience:** 6 years  
**Responsibilities:**  
Monitors IT assets using logs from firewalls, servers, workstations, and other input points to assess overall security risks and possible exposure. Design and implement standards, practices, metrics, and reporting. Direct efforts to prioritize and mitigate department level audit findings or inquiries and emerging environmental threats.

**Category/Title: Security Analyst II**  
**Education:** Bachelors Degree  
**Years of Experience:** 3+ years  
**Responsibilities:**  
Assessing security controls in accordance with industry recognized security standards, frameworks, laws and policies. Conducting security control assessment interviews with information system security stakeholders, collect and review artifacts and evidence for compliance with security controls, and document assessment results in a security assessment report. Ensure the quality assurance of security
assessment results in system security packages. Ensuring non-compliance of security control is remediated through the use of the Plan of Action & Milestones (POA&M) process. Review evidence of remediation of findings, providing guidance and expertise where necessary. Recommend closure of POA&Ms based on documented evidence and artifacts.

Category/Title: Security Analyst I  
Education: Bachelors Degree  
Years of Experience: 0+ years  
Responsibilities:
The Security Analyst I is responsible for maintaining appropriate levels of information security throughout the organization; ensure effective use of security measures and technical solutions to protect data. This person will develop and implement practical and achievable policies and practices for the protection of business information regardless of media or delivery mechanism. Will also ensure the company is compliant with regulatory requirements and security best practices as defined by industry experts and internal audit. This position is responsible for handling highly sensitive and confidential information.

Category/Title: Security Forensic Analyst III  
Education: Bachelors Degree  
Years of Experience: 8+ years  
Responsibilities:
Performs highly specialized and technical tasks associated with the most current and cutting-edge technologies. May serve as a technical consultant to a project or a number of projects dealing with area of technical expertise. Generally recognized as a leader in the industry in their area of expertise, sought out by others in their area of expertise for advice and guidance. Provide expert, independent services and leadership in specialized technical areas. Provides expertise on an as needed basis to all task assignments. Provides expert advice and assistance in state-of-the-art software/hardware. Coordinates with contractor management and Government personnel to ensure that the problem has been properly defined and that the solution will satisfy the Government’s requirement.

Category/Title: Security Forensic Analyst II  
Education: Bachelors Degree  
Years of Experience: 6+ years  
Responsibilities:
Gathers and organizes technical information about an organization’s mission goals and needs, IT infrastructure, and existing security/IA products. Assists in developing security/IA policies, procedures, and standards. Responsibilities will include working with the customer to minimize risks and assess and secure networks. Evaluates and recommends security products for various platforms and initiatives. May act as a project leader and provide technical leadership and guidance.

Category/Title: Security Forensic Analyst I  
Education: Bachelors Degree  
Years of Experience: 3+ years  
Responsibilities:
Secure the IT system or hardware, so that it could not be tampered with. Use various forensic methods and specialist computer programs to find, recover and copy data from disks that may have been hidden, encrypted or damaged. Reveal (unlock) digital images that have been altered to mask the identity of a place or person.

Category/Title: eDiscovery Specialist II  
Education: Bachelors Degree  
Years of Experience: 4+ years  
Responsibilities:
Position is responsible for tracking and compiling data and upkeep of data acquisition requests in DHS systems required by Federal legal compliance and law enforcement requirements. The Data Acquisition Technician utilizes communication and data analytical skills to fulfill such requests. Specialty Areas should include but are not limited to request routing, data entry, FOIA, declassification and quality assurance while applying mid-level analytical techniques to support evaluation of such data requests.

* Years of experience can be substituted for education requirements at a rate of 2 years experience for 1 year of education (i.e. eight years of experience can be substituted for a four-year bachelor's degree.)